Lite Edition

User Manual




1

Contents
Introduction ...........
1.1 Introduction
111 SUIMIMAIY ..ttt ettt b ettt h e bt ekt e st e eh e e b e e b e e s bt 4Rt e e £ e E e 22 b e 4R £ 2k eeb e £m b e 4R b4 H e e E e em b e 4R £ e ke e b e ek e eh b e nbeeb e e abeen b e nbeebeebeaneenbe e 1
112 SOTIWAIE ATCRITECTUIE. . ...ttt bbbtttk b et e e bbbttt eb et 1
1.2 SYSEEIM COMPONENES .....eeeutiiteeiteeteete et ettt ettt ettt e b e s be e bt e seesbeeb e ekt eabeeb e eh e e b e eR b oAb e 2 s s e R £ eR b e Ah €2 e e e AE £ e R b e AR e 2 s s e k£ em b e nhb e bt ebeen b e nbtebeebeenbenns 2
1.2.1 )] (=] 0 SO U PP UPRRIOt 2
122 FRONE-ENT ACCESS... ..tttk bbbttt bbb bbb bbb bbbt b bbbt b bbbt 2
1.2.3 BaCKGIOUNT IMONITOT ...ttt b b E b e bbb n et e bbbt et n s 2
1.24 CONTOI CRIMEET ...tttk b bbbk h e e bbbttt b b bbbt bbb bttt b bbbt 2
IS TV < <1 To o OSSR RRSOUSRRPRP 2
CONFIGUIAtION REGUITBMIEIT ... .c.iiiiitiiie ittt ettt ettt et et e st e st e st et e et e e b et e b et es s a8 e eb e e be e b et et ent e b e eb e eb e e be et et et e e eneaneabeeneneenes 3
2.1 Software and Hardware Configuration REGUITEMENL.........c.ieiiiiiieeriiieeees ettt ettt sttt sttt se e b ettt e sbenens 3
211 S&H Config Requirement fOr CONIIOI CENTET..........ceiiiiirieirect et 3
2.2 ReqUITEMENT FOI FIFBWAIL......c. ittt ettt bbbtk s e b et e s e bt e btk e n e et e st st e b et ebe st ebe e eberens 3
2.3 Confirm INStallation ENVIFONMENT.......cooiiiiiiitetiiiiiiie ettt bbbt b bbb bbbt b et 4
INStall aNd UNINSTAI The SOFIWATE .......eouiiieiiecee et ettt b ettt s e bt e b et et et e s e e st e be et e b e e et et e st ebeebeebe et nes 5

3.1 Install the software
3.2 Uninstall Software

oo 1o OSSO PSSP
4.1  Run Servers
R oo | o OSSPSR
4.3 Main Menu INterface INtrOTUCTION. .........c.ciiiiiiititeteiii etk b bbbttt b bbbt 9
(DY o Y = T = To (=T 0 T=T o ST SS SR PSP 12
TR R Ao [o = o (ofo Lo [T a0 D 1= ot USSR 12
5.1.1 QUICKIY AT ...ttt b ettt bt b e bt b e s e e e h £ e E e bt e b e e b e b e e a b e b £ e bt e b e e bt e bt st et et eneebeebeebenbe b 12
512 Y T TU LYo (o OSSOSO 12
5.1.3 INTHALIVETY REPOIT ...ttt bt bt e h bt b e e bt bt e e st e s e e bt e bt e b e e b e s b e b e e entebeebesbenbe b 13
5.2 MOUITY OF DEIBLE DEVICE ......cvitieeeeieeieeiet ettt bttt bbbt bt b e e e s bt e E e bt e bt e b e b e e e a b e bt e b e e bt e bt e b e e et e e e st ebe b e b et es
R B LoV ot I U oo o L= OSSR
B4 DEVICE SBIING ..eutieiieiieieitieie sttt ettt b ettt b bbb e oo eh e b e e b e b £ H e b e E e R e e R £ eh £ e E £ e h e AR e A E oAb e £ e R £ e R e R e e Rt eh e bt et e b e Rt bbbt
TSI AN =T U111 4o OSSOSO
I O - Vo T LT I o TN oIS T=) 4 [OOSR
5.7  Add Media Transfer Server
oIS T Vo [0 IS (o] = To =T T-T < OSSOSO
LLIVE VIBW ..tttk h skt h ke ke b et o8 e £ £ h £k e H e b e £ oA £ e R £ R £ eE £ e E e b e £ oA R oA £ 4R £ SR e AR e AR e R oAb SR e e R e SR e h e btk b et en e eneere bttt

6.1 Live View
6.1.1  View Mode Setting
6.1.2 MONIEOTING POINT VIBW ... ..tttk bbb e bbbt bbb e e e st e bt bt e bt sb et e em e e s e e bt ebenbesbenean 20
6.1.3 Channel Group View
6.1.4 PIAN VIBW ...ttt ettt b e bt e s et e e bt e be e 4 e s b b e s e st e Rt e b e e b e e b et et et e Rt e Rt e Re e R e e R e b et et et e Rt et e beebe e e

8.2 WHEBW CONIIOL ...ttt bbbt e st b e b e b e S b e b e s E e R e e R e e R e e b £ e h e b e s E e A e e s e eRe e b e e b e e bene et et ent et e e bt ebenaesbenean

LTI T o1 1 | OSSOSO
6.3.1 YA 0] o] SO SO S USRS URURURI
6.3.2 Y aE: o1 1ol ST (] oo OO OSSO PUROSSURURURI

6.4 IMUILI=SCIEEN WIBW....c.eeuietietieieite sttt ettt sttt ettt e bt st e et e st et e eb e e b e et et e e en s e R e e Rt e b e e b e e b e s e n b e s e ess e b e e b e e b e nbe et e e enteseeneabestesbeneen

8.5 TAIKDACK ...t b bbbt E R b E bR oA £ R e AR £ R R e R oA e e £ e Rt e b e Rt Rt R e b et e Rt Rt ebe e naenein

8.6 PTZ CONIIOL......oiiiiiiiiiiict ettt bbb bbbttt

8.7 AUTIO BIOAUCASE ......c.ciiietiiiiiiiei itttk b bbb bbb e bbb E bbbt

Record & Playback

7.1  Record Configuration
7.11 Y TV IR =ToTo] o [T oo TSSOSO
7.12 Schedule Recording




10

11

12

13

14

7.13 AlArm LIiNKAgE RECOIING .....iitiitiitiiiietieti et sttt ettt ettt te e b et st e b et essete et e s be s b et e s esseteebeebesae b e seenseraaseesesresrens 28
7.2 Record PlaybacK.........ccccooririninnnennn
7.2.1 Instant Playback
7.2.2 SYNCAIONOUS PIAYDACK ......eoviiiiciiiticiectt ettt ettt b et b et et et e b e e b e e te st e s besa et e e ensesaebesbesrenten
7.2.3  Asynchronous Playback
7.2.4 Playback DY TimME SHCE .....iiuiiiieiii ettt b e et et e e b et e st et et e st e b e e beebe st et e e enseseeneeteabesbenrenee
7.25 PlAYDACK DY EVENL. ... ettt b e b et e et e b ekt ebe e b e b e e en e eb 2Rt et e se e b e et et e e eneeneebeeaeneenes
7.2.6 Lo 1Y - Tot o) I o [OOSR
T = - Vot (0 | TSSO SRRSO
B T- T ot o o Tod (0 (OSSOSO
YN U Y L ToT=T T o OO OSSOSO UEPPTRSOPPTUSTORTTP
8.1 AlGrm Srver CONFIGUIALION .......ccuiiuiiiiciiti ettt ettt a et b et st e st e e et e s e eseete e b e st e s b et e s ensebeebeebe st et e s et eseeneeteebesbesrenee
I A AN F- Vg W O a1 1o 0] =4 o o RO
8.3 ALBIIN VIBW .tttk b s b bR R e bR E R R R R e R oAb R e R e R bR ek R b bR bbbttt et ne
I (O 1T 1 1] o OSSPSR
LTRSS AN F- Vg 12 1 o o OSSOSO

9.11 Create E-Map

9.12 Ao (o I T oo | USSP PSPPI
9.13 E-Map Monitoring
TV WVGIL .t bbb bbb e e bbb b E b b E e bbb b h £t E b b h £t b bbbt 43
10.1 AGA TV WEIT SEIVET ...tttk b bbb R b e bbb e bbb e bbb e bbb bbbt e bt bt nn s 43
10.2  AGG DECOUET ...ttt bbbttt b bbb bbb e bbbt b bbb b1 e e e bbbt bbb bbbt 43
10.2.1  Create and CONNECE DECOUET .........cueuiuiiiiiteteteittse stttk b bttt bbb bbb bbbttt b bbbt b bt 43
10.3 TV Wall MANAGEIMENT. ... ettt ettt e et et tesbesbestesbe e essesees e e besaebe e es s e s 2Rt eE e e b e ebe s ens e s e eb e abeebeebensebeeensaseabeabeneeaten 44
10.3.1 TV WAHE SEELINGS ...ecveveieeeeitieeieeiete etttk s bt e s e b e ket ben e b bt e e e R et e bt ke ne e b e st et er e et ebe e e beneanerens 44
10.3.2 TV WAl VIBW ...ttt bbbt h bR £ bbb bbb bbbtttk 48
0T T T T ot o[- gl [T o1 OSSPSR 53
L0.3:4  PIAYDACK ...ttt bttt h bk b bR R £ R R e R R R b £ e R e e R e Rt bR e bt et en e ereebe e b 54
10.3.5  Task SEtting OF TV WAL .........ciriiiiii bbb bbbt b et ne bbbt an e 55
10.3.6 TV Wall SyStem CONFIGUIALION ......c.couiiiiiiitiitieee ettt ettt b e bbbttt e bt bt b e b e e et e bt ebeebe b b 56
ACCOUNT BN PEIMIISSION ...ttt et b bbbt bbbt e b bt h bbb bt b et bbbt r e 58
I R O = L N o{oo L1 o | TSP TS PROSPR PP 58
11,2 USEE PeIMISSION SEEINTS ... vttt ettt ettt b bbb e s bbbt e h e b oo s e b £ b £ e bt e b e b e e e m b e b e e b £ ekt e bt e b e st e b et ent et e abeabenbe b n 58
Operation and MainteNaANCe MEANAGEIMIENT ..ottt bbbt b e bbb bttt b et bbbttt se et an e 60
12.1 Check and EXpOrt LOg......cccoevvevevrrrnnnns
12.2 Backup and Restore Configuration
12,3 VIBWING ONEING STALUS ... .euiitietiitiitesteiei ettt ettt sttt tesbeste s tebe e ese et e ebeebesaebe e enses 2Rt e b e e beebe e ensesees e ebeebeebense b e senseseabeabententen

12.4  Viewing Status Log
o lor= I @l o 1 1To U] = L1 o] o HOO OO OSSOSO UO TR SOURPRPRTTO 62
13.1  RecOrd and SNAPSNOT SEEEING .....c..oueeirieiieieietete ettt bbb e bbb e bbbt e b e bt bbb e bbb et b et 62
1302 LOCAI SEELINGS ...ttt sttt ettt b ettt b e bt bt e b e b e e e h £ e b e e b e e bt 1H e b e He 2R b eh £ b £ e b e e b e b e e e m b e R e e R £ eE e e b e e Rt eeen b et e Rt et e ebeebenre b 62
TR T @ VT (0T 1o IS T=] 11 o TSSO SR PSPPI 63
I A N -1 4 IV o T ] To OSSOSO 63
13.5  OSD POSItION CONFIGUIALION.......uiitiitiieiiietie ettt sttt ettt b bbb e e st e b e bt ekt e b e s b e e e m e e R e e R £ e bt e b e ebe st e n b e e entebeabeabenbeaben 63
13,6 SYStEM CONTIGUIALION .. .c.viviitiitiiti ettt ettt ettt st et e e st e teebeebe s be s be e ess e s e eb e e b e e be b e s ensese e bt ebe e ke e benbe b e b enseseaseabentenbens 63
I T U o [ To 6 o] (0T Vo [T o SO OO SRURPRTPRPI 64
INTEITIGENT IMIANAGEIMEIT ... .ttt ettt ettt s bbbt b e e et e R e bt b £ e bt e E e b e e e Rt eE e e b £ e b e e b e e b e e e At e Rt e Rt e bt e b e ebe et et e s e eneebeabeebenean 65
LA.1 FACE SUNVEITTANCE. ...ttt bbb bbbt b e b bbb b b e b st b bt h et b e bbbt b b ettt b et e enn 65
0 R @ [ o T Tox o o -V Y OO OO PR TTUUTOTSOPRURPRTTIN 65
14.1.2  TaSK IMANAGEIMENT .....eeviitiiieiteiteiei ettt ettt et et st e b e b e st ese e b e e tesbe b e s e s s e s e es e e b e e beebe s e b e seene e b e ebesbesbeabe s enseneesaetestenben 67
14.1.3  Real-Time View
T T o] o TSP T TR PE PP PUTSTRRTTRTN

14.1.5  Search IMage DY IMAgE ......ccviiiiiieict ettt b e be et e s b e b et e s e eseebeebesbesb et e e ensenaeseetesaeaben 71
14.1.6  Configuration




15

14.1.7  Face Recognition Terminal Access and CONFIGUIALION...........coeviiiiiiiiiiiie e re e b 74
14.2 Line CrosSing COUNTING.......coueirreirieerieieesiecsree s

14.2.1  Task Management

14.2.2  Real-time Statistics

14.2.3  Summary Statistics

14.2.4  Historical Statistics
L8] o] [=1] g oo ] 1o Vo [F OSSR URUSTPRPS 82




1 Introduction

1.1 Introduction
1.11 Summary

NVMS Lite is a newly integrated security management software released by our company, seamless access to all products of our company
and encoding devices of the famous manufacturers in the industry (like Hikvison, Dahua, etc.). With the powerful capability of video
surveillance management, real-time preview, record storage, record playback, record download, alarm linkage, decoding on TV Wall and
keyboard control are supported. Due to its small, exquisite, flexible and diverse deployments, NVMS Lite can meet various demands of
small-sized projects and can be widely used in the video surveillance of industrial park, education, banking, chain stores, buildings and

transportation.

Video Cable

Network Cable

Decoder

Smart Perimeter
Alert

Security Smart Face
Surveillance Recognition

N

Face Face Perimeter Alert
IPC/NVR/DVR Recognition Recognition IPC(People/Motor
IPC/NVR/ Server ~ Terminal Vehicle/Non-motor
Vehicle)

1.1.2 Software Architecture

Service

Client

AHD-DVR




1.2 System Components

1.2.1 System
s ™
Control Center
Client +Service IP-SAN
(" Front-end Access ) Background Monitor
Cﬂmgri Client W’ Decoder Clljf':.t
IPC - ™ | _- i
=
* = = :
pvrlNvR |
[
| swifch TV wall -i
swifch swich
A / /

1.2.2 Front-end Access
®  Front-end devices include IPC, DVR and NVR.

®  You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by Cat5 or Cat5e
cables (less than 100 meters) or optical fiber.

®  Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.2.3 Background Monitor

®  Background monitors include TV Wall Client, Configuration Management Center and Monitor Client.

®  You can set up the real-time image of display devices, these display devices including TV-Wall (decoding images to show on the
TV-Wall through video decoder), digital display screen and so on.

®  Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of front-end monitor

devices.

1.2.4 Control Center

) In the control center, NVMS lite realizes various services, such as, video transmission, recording, decoding on TV wall, etc.
In the control center, add IP-SAN storage array to realize centralized storage.

In the control center, connect servers and IP-SAN storage array to internet through switches.

Please set up IP addresses in accordance with the actual situation.

Note: If servers are installed in the same PC, these servers shall have the same IP address.

1.3 Version

\ersion Max signal access

NVMS lite 256-ch video signals




2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement
2.1.1 S&H Config Requirement for Control Center

NVMS Recommendation for hardware Recommendation for software N
umber

components configuration configuration

Inter(R) Core(TM) i5 7500 3.0GHz or . . .
Windows 7 SP1 32bit/64bit

above /4GB DDR3/NV GT430 or . .
Professional/Ultimate

1 Monitor Client AMD HD6570 or above, 512MB As needed
Windows 8 32bit/64bit Professional
GDDR5or above/500GB

Windows 10 32bit/64bit Professional
SATA/1000M NICs

The recommended 64-bit hardware configurations are as follows.

Number

NVMS Recommendation for hardware Recommendation for software

components configuration configuration
Inter(R) Core(TM) i5 7500 3.0GHz

or above /16GB DDR3/Intel HD

) Windows 7 SP1 64bit
) Graphics 530 2GB or above/ . )
Monitor Professional/Ultimate
1 ) ) NVIDIA GeForce GTX 1060 6GB _ ) ) As needed
Client-64bit Windows 8 64bit Professional

or above , ( multi-screen : 2GB
GDDR5memory ) /500GB
SATA/Gigabit NIC

Windows 10 64bit Professional

2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to set up firewall. All monitor ports shall be opened in the installed

servers. The open ports are as follows:

Server Port Type

Authentication Server Internal Port 6003
Configuration Server Internal Port 7002
Internal Port 6006

Media Transfer Server
Auto Report Port 2009
(windoit(s)r\ilgéif;nllf;—SAN) Internal Port 6009
Alarm Server Internal Port 6033
TV Wall Server Internal Port 6036

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be modified

accordingly in the firewall configuration.




2.3 Confirm Installation Environment

Item Checkup Standard

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

—— Check whether the software meets the standard required. (including the type and version of the operation
system, NVMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipments are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.




3 Install and Uninstall the Software

3.1 Install the software

1)  Double click “NVMS server.exe”. Select the Ul language as needed.

-l NVIMS Lite Edition - InstallShield Wizard J m

Select the language for the installation fram the choices below.

| Endiish [United States) -

[ (]8 H Cancel ]

2)  Atip will pop up to suggest you to close the antivirus software.

m—ﬁp - IE

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3)  Click [Browse] to select the installation location and then click [Next].

Choose Destination Location

Browse

Cancel

InstallShield

4)  Click [Next].




Start Copying Files

Intall Path: C:\Program Files\WyMS Servert,
Setup Tppe: Typical

Flease select the components for install

Insstal ISHeld < Back. Cancel

5)  Check “Launch Software” as needed and then click [Finish]”.

| MVMS Lite Edition - Insta

InstaliShield Wizard Complete

InstallShied < Back Finish Carcal

3.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of NVMS.

The uninstallation steps of the Server are similar to the uninstallation of the client.

Click “Start” = All Programs—> NVMS Server->Uninstall to pop up the following wizard. Click “Yes” to confirm.

MNWMS Lite Edition - InstallShield Wizard | ‘

This operation will delete NVMS Lite Edition from your computer, Continue?

ve || No

Then click “Finish” button to completely uninstall Authentication Server.




Uninstall Complete

aid Edition.

InstallShidd < Back n Finshi | | Cancel r




4 Login

4.1 Run Servers

Before logging onto the client, please ensure all servers are working normally. Having been installed successfully for the first time, the
server tray will minimize on the taskbar of the computer. Double click the server tray icon to pop up the server tray interface. You can also
right click the server tray icon and select “Display main interface to pop up the server tray interface as shown below.

[ serverTrayur oo s
Server Status Set Port Configure
o P— P s
Configuration Server D Running 7002 Apply
Transfer Server D Running 6006
Storage Server b Running 6009
10.20.52.7
— P s
Intelligent Analysis Server D Running 6069 Apply
Total running time:
— 1 0(d)0(h)0(m)8(s)
Display main interface
Quit

The working status and port can be checked from the server tray. All servers can be stopped and restarted. Additionally, all server ports can
be modified as needed. Click the corresponding port number to modify it and the modified port can be saved automatically after you move
your mouse to another place.

Please set up according to the actual network.

4.2 Login

Double click the shortcut icon of “Monitor Client” to run the software as shown below.

User Namel admin 4 l

Password ‘ ssssse ‘

& Remember Password @ Auto Login

@ Enter username and password (the default username is admin; the default password is 123456).
Check “Remember Password” or “Auto Login” as needed.

@ Click [Login].

If you forget the password, please click “Reset password”. Then a small window will appear. You can reset the password by answering the

pre-defined questions.




- wvs LR
Reset super administrator password &

Config Server [ 127.001 [ 7002 |

Problem:

Answer:

Answer:

Problem:

l
|
Problem: | v
|
l
|

Answer:

If this is the first time for you to log in, please enter the User Account Setting interface to set the encryption as needed.

After you log in, a record partition setting box will pop up. Please select the desired record storage location. Then click [OK] to save the
settings.

Record Partition Setting

D 183.01GB | 118.17GB
O E 182.74GB  127.72GB

4.3 Main Menu Interface Introduction




Resource Management
3 Live View Record Playback
L) .
Live View ' Alarm View Record Playback ' By Time Slice ' By Event ' By Tag
Backup | Search Picture = Record Setting
Schedule Setting
Resource Management Functional Selection
@B © Device Alarm @ Channel Alarm @ Sensor Alarm & Offline Alarm & Server Alarm Unhandled Alarm Number:6
Alarm Time Alarm Resource Alarm Type Record Pl... Snapshot.. Delete Handling ...
2019-10-09 17:12:31 243CH Channel-... [l unprocess...
2019-10-09 17:11:39 243CH Channel1... T unprocess.. 5
2019-10-09 17:10:48 243CH Channel-L... T unprocess...
2019-10-09 17:09:22 243CH Channel-... _l|_|-|ﬂ Unprocess...
%

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar
Description . Description
1 Menu Bar 4 Status Bar
2 Tab Bar 5 Alarm Information Bar
3 Functional Areas
Tab Bar
Menu ‘ Description
View “Live View”, “Edit live view”
Including “Live View”, “Record Playback”, “E-Map”, “TV Wall Management”, Resource Management”,
SyStem 3 1 1 9 < J9 ¢ 1 1 EE
Account and Permission”, “Alarm Center” “Operation and Maintenance Management”, etc.
Help Including “User Manual”, “Register license” and “About NVMS”

Functional area

Menu ‘ Description
Live View To view live images and to record, snapshot and talk, etc.
Record
To remotely play the local records or back up records.
Playback ypay P
E-Map To manage and display maps, hot spots, etc.
A To set TV wall and decoding videos on TV Walls
Management
Resource To add, modify or delete areas, devices or servers.
Management
Face .
. To recognize, compare or search face.
Surveillance




Line Crossing
Counting
Account and
Permission

To monitor and analyze people/vehicle flow in real time

To add, modify or delete user account and set permissions for these accounts.

Alarm Center | To set alarm linkage and schedule; To search alarm logs.

Operation and
Maintenance To search, export and maintain logs.
Management

Local
Configuration
Functional
Selection

To set record path, snapshot path, system startup and maintenance, overload and alarm view.

To select common functions displayed on the home page.

Other buttons:

Click it to hide the interface.

Click it to zoom in or out the interface.

Click to exit the software.

Click it to add the live view page.

When the tab pages exceed the applicable numbers, this icon will display. Click it to view the hidden
tabs.

___[olx]all]

Functional Selection
In the main menu interface, click “Functional selection” to go to the following interface as shown below.

Functional Selection X

Select All Reverse Clear All

@ Live View @ storage Playback & E-Map
& TV Wall Management @ Resource Management & Account and Permission
& Alarm Center @ Face Surveillance & Line Crossing Counting

& Operation and Maintenance Management & Local Configuration

Please select the home page layout as needed.

11



5 Device Management

5.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

l Add H Delete l l Select Area l l Select Transfer Server H Select Storage Server H Batch Upgrade for IPC H Select SOP Search

Decoder (Online/Total number:0/0)

Intelligent Analysis Server (Online/Totg facial ipc Standard Device 1 1 1 192.168.250.105 9008 default area HERSE FiERS R

Storage Server (Online/Total number:

¥
(] @ Device Name Standard Device 5 13 9 10.20.52.135 6036 default area RIRSRR RS

Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/:
TV Wall Server (Online/Total number::

Click [Add] as shown below.

Add Encoding Device

Quickly Add Manually Add  Initiatively Report Device Quantity:47 -
d Device Name 10.20.18.38 @ 6036 255.255.0.0 Standard Device 14.4 00:18:AE:8D:8E:B9 l
O Device Name 10.20.15.192 C/J 6036 255.255.240.0 Standard Device 1.4.4 00:18:AE:62:E6:84
O IPCamera 10.20.18.230 80 0.0.0.0 ONVIF
O IPCamera 10.20.18.231 80 0.0.0.0 ONVIF
O IPCamera 10.20.18.225 80 0.0.0.0 ONVIF
0 name 10.20.17.27 @ 5008 255.255.0.0 Standard Device 5.0.1.0 00:18:AE:56:12:58
d IPC 10.20.19.231 @ 9008 255.255.0.0 Standard Device 5.1.0.0 00:18:AE:00:33:46
O IP Camera 10.20.19.169 C/J 9008 255.255.0.0 Standard Device 4.2.1.0 00:18:AE:00:35:4C

< >
Select Transfer Server [ Transfer Server v I Select Storage Server I Storage Server W ]
Select Area [ () default area v I Create Area [l Automatically Link Area
Default password

5.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices from different manufacturers, such as Hikvision, Dahua,
PMS, etc. The default username of the standard device is “admin and the default password of the standard device is “123456”.
Note: * The default media transfer server and storage server can be selected when adding devices. Users can also create new media
transfer server and storage server in advance (see Add Media Transfer Server and Add Storage Server).
* Area must be set up before adding devices. Click [Add Area] to create an area (See Area Setting).

5.1.2 Manually Add

12



_ MG vanel
Add Encoding Device *

Quickly Add Manually Add Initiatively Report

IPAddress v S
| |
S 21
Select Transfer Server ,Tf“,","e' Sever v—] Select Storage Server ‘ V,I
Select Area | [ default area v ] - O Automatically Link Area

@®  Enter IP address/IP range/domain name, username and password and choose protocol type.
@  Click [Test] to test whether the device is connected successfully or not.

® Select transfer server, storage server and area and then click [OK].
Devices can be added in batch by adding IP range.

If “URL” is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click
[Test] to test whether the device is connected successfully or not.

Add Encoding Device

Quickly Add Manually Add Initiatively Report

URL v
[
< >
Select Transfer Server I Transfer Sever ~ } Select Storage Server [ storage sever v l
Select Area l (2 default area v ] SCECYNE] () Automatically Link Area
OK
How to get URL?

Here we take the IPC of our company for example. Log in to the web client of the IPC and then go to “Config”-> “Network”—> “RTSP”
interface to configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name:port/profile1”. For example:
rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.

The URL of the device of other companies, please get the URL from its web client or the third-party tools (like ODM).

5.1.3 Initiatively Report

Select the “Initiatively Report” Tab to see the following interface.

13



Add Encoding Device
Quickly Add Manually Add Initiatively Report
No. v ” ‘Standard e admin 200008
Select Transfer Server [ Transfer Sever ~ l Select Storage Server I storage sever v ]
1 Select Area [ (2 default area v l
1

@ Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.

® Ifthe DVR/NVR is needed to add, please go to Network->Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP
address and port (default 2009) of the NVMS and then set the device number of the DVR/NVR.

®  [f the IP camera is needed to add, please go to Network Configuration—>Server Configuration of the IP camera. Check “Do you want
IPcamera to connect Server”, enter the IP address and port (default 2009) of the NVMS and then set the device number of the IP
camera.

@ Select the transfer server, storage server, area and then click [OK].

5.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.

@ IPC Standard Device 192.168.250.105 Default area Transfer Server Storage Server

Z A3H-2MP-20-210 Standard Device 192.168.250.210 Default area Transfer Server Storage Server

$2.168.250.105 9008 Default area Transfer Server Storage Server Online TD-9523A3-FR 5.0.0.0(1836)

52.168.250.210 9008 Default area Transfer Server Storage Server Online IPC 5.0.0.0(1499)

The device channel number, alarm status, online status and record status can be viewed from the above table.
Click [__/J to modify the IP address, port and so on.

Click IM] to delete the added device. Check the devices and click [Delete] to delete devices in bulk.

5.3 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Batch Upgrade for IPC] to upgrade
the firmware of IPC.

I Delete H Select Area H Select Transfer Server H Select Storage Server Jt Batch Upgrade for IPC } Select SOP [Search Ql
Batch Upgrade for IPC x

9008 default area  Transfer Server Storage Sen

1 4771 172164771 TD-9442E3 5.0.0.0(2373) 9008 default area  Transfer Server Storage Sen

2 P01 192.168.250.210 IPC 5.0.0.0(1859) 9008 default area  Transfer Server Storage Sen

9008 default area  Transfer Server Storage Sen

80 default area  Transfer Server Storage Sen

6036 default area  Transfer Server Storage Sen

tiatively Report default area  Transfer Server Storage Sen

| L e |

Note: When multiple IPCs are upgraded simultaneously, the selected IPCs must be the same series.
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5.4 Device Setting

Go to Home->Device Setting interface as shown below. In this interface, the parameters of the device can be set up.

| Device Setting { Area Setting Channel Group Setting

0OSD Setting Image Setting Stream Setting Motion Detection

& () Default area
B A3H-2MP-20-210
8- & IPC
& IPC

ASH=2MP-20-210 rénl ozl 11 L7: 45
4
I =
B
ol |

i

Monitoring Point Name | A3H-2MP-20-210 ‘

Motion Alarm Linkage Exception Privacy Mask Setting ROI Setting

Show OSD Name Horizontal Position | 75 | Vertical Position [ 100
Show Timestamp Horizontal Position | 6600 ‘ Vertical Position | 100

Focusing Setting Preset Setting | ¢|»

Different devices have different menus. Please configure the device according to the corresponding user manual.

5.5 Area Setting

Go to Home—> Area

Setting interface as shown below.

Add, Edit or Delete Devi

ice Device Setting Area Setting Channel Group Setting

| Add H Delete All Empty Area |

@ default area

@1

El &

Parent Area | (2 default area

v

Area Name l next

~
[al

{

_:

ancel

Click [Add] to go to Area adding interface. Enter area name to create parent area. Then click [OK] to save the settings. To create sub area,

click [Add], choose the parent area, enter the area name and click [OK].

Click E/J to modify area; click IMJ to delete area.

5.6 Channel Group Setting

Go to Home—> Channel Group Setting interface as shown below.
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Add Channel Group x

Channel Group Name| |

Channel Gmupl 1 |

Dwell Time | 1 min v
Parent Channel Group v
Selectable Channel Selected Channel
4 [ Default area
[ A3H-2MP-20-210
[mhild
< > < O >

ljl Select All Reverse Clear All

Click [Add].

Enter channel group name, channel group and dwell time.

Select the parent channel group.

Add channels to the channel group. Check the desired channels and click to add channels; choose the selected channel and click

to remove those channels; Click to add all channels; click to remove all selected channels. You can also enter the key
words to search the channels and then select them.

Click [OK] to save the settings.

®O0O6

®

Select the added channel group and click [__/J to modify the channel; click Il to delete the channel.

5.7 Add Media Transfer Server

Media transfer server is in charge of the video signal reception of the front-end devices (like IPC) and transfers the signal to the client to
view or to the storage server to record. The command of viewing the video of the front-end devices sent by the client or storage server is
transferred by the media transfer server to the front-end devices.

Go to Home—> Add, Edit or Delete Device—>Media Transfer Server.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting
Device Type s Add Delete Search
Encoding Device (Online/Total numbe| - ) ) ) )
. O Server Name Device N... Channel ...  IP Address Port Client Co... Authentic... Edit Delete
Decoder (Online/Total number:0/0)
Intelligent Analysis Server (Online/Tot: )] Transfer Server 2 6 10.20.52.7 6006 Online Online [__/J 1]

Storage Server (Cnline/Total number:1
Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/:
TV Wall Server (Online/Total number:1

Click [Add] to go to media transfer server addition interface. Users can quickly add or manually add media transfer servers.
Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and click
[OK] to save the settings.

Select the “Manually Add” tab to go to the media transfer server adding interface. Enter the server name, IP address and port and click
[OK] to save the settings.

16



NVMS

Server Quantity:3

Add Media Transfer Server

Manually Add

Quickly Add

Click Z to modify the media transfer server; click "” to delete the media transfer server.

5.8 Add Storage Server

Storage server is in charge of the storage of record information, including the information of schedule record, record based on motion
alarm, sensor alarm, smart detection alarm (like object removal detection, line crossing detection, etc.), responding to the search and
playback of all storage data. It also supports self-defined storage path settings and IP-SAN access.

Go to Home=> Add, Edit or Delete Device.

J Add, Edit or Delete Device } Device Setting Area Setting Channel Group Setting

Device Type Add search

Encoding Device (Online/Total numbe

Decoder (Online/Total number:0/0)
. . . . . - -
Intelligent Analysis Server (Online/Tota ] Storage Server 2 6 10.20.52.7 6009 Online Online e /) Ml

Media Transfer Server (Online/Total ni
Alarm Server (Online/Total number:1/:
TV wall Server (Online/Total number:

Click [Add] to go to storage server adding interface. Users can quickly add or manually add storage servers.
Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and click
[OK] to save the settings.
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M er -
Add Storage Server x
Quickly Add | Manually Add Server Quantity:4

0] 172.16.47.125 6009
O 172.16.47.128 6009
O 10.100.20.243 6012
U 192.168.1.22 6009

Select the “Manually Add” tab to go to the storage server adding interface. Enter the server name, IP address and port and click [OK] to
save the settings.

After the storage server is added, click == to set record partition. In the record partition setting interface, select the disk and click [OK]

to save the settings. Click @ to modify the storage server; click Il to delete the storage server.

Device Type ~ [ Search
Decoder (Online/Total number:0/0)

Intelligent Analysis Server (Online/Tot: O Storage Server 2 6 10.20.52.7 6009

Online Online

Media Transfer Server (Online/Total n Record Partition Setting
Alarm Server (Online/Total number:1/: 0
TV Wall Server (Online/Total number:1

a C(System Driver) |100GB 41GB

D 183GB 135GB

=] E 182GB 127GB

Note: When the remaining space is less than 14GB, the system will prompt you for the insufficient space.

18



6.1 Live View

Go to Home—>Live View interface as shown below.

E A
Q
=] default area (Online/Total n...
B Device Name_E3
B Device Name_IPC
B Device Name_facial ipc
B Device Name_ptz
B Device Name_thermal ipc
-

6 Live View

1619

| Original Size

B - Full Screen
Close Channel
Start Record
Instant Playback
Audio On
Snapshot
PTZ Control
Start Talkback
1 1280x720 25fps

v 2 704x576 25fps
3 704x576 25fps
Channel Info

Full Screen

& 2| [ )44 Fs] [u5) [s fss] [a ][O [ (0] [Co i) [

Self-adaptive Stream v

The descriptions of the live view buttons are as follows.

Self-adaptive Stream

Description Description
1 Screen display mode 6 Show the smart event detection area
2 Full screen 7 Close all preview
3 Enable/disable OSD 8 Save the current view mode
4 Enable/disable broadcast 9 Choose the camera stream
5 Manual alarm output

Channel stream: main stream, sub stream, third stream and self-adaptive stream can be optional. When the third stream is selected, the
system will automatically switch to sub stream if the channel/camera doesn’t support the third stream.

Toolbar on the display window:

Button Description Button ‘ Description
Close image 3D zoom in
D Start/stop recording @ Zoom in
m Enable/disable audio @ Zoom out
@ Snapshot Eﬂ Fit to window
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PTZ control Enable/disable talkback

Monitoring point setting (camera setting)

Right-click button function:

Menu Description Menu ‘ Description
Close . .
Channel Close image Snapshot Capture images
Start Record | Start/stop recordin Start Enable/disable talkback
> . Talkback
Instant Click it to play back immediately Channel Display channel name, IP address and the
Playback Info. current stream
Audio ON Enable/disable audio Stream Choose video stream
PTZ Control | Click it to show PTZ control panel Full Screen | Display image in full screen

4:3/16:9/Original Size/Full Screen: screen display proportion; please select it as needed.

6.1.1 View Mode Setting

Users can select the common display mode and self-define the display mode through the buttons on the toolbar.
To customize the display mode
@ Click [4] on the toolbar.

Standard Screen Mode;
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Custom Screen Mode:

@ Enter screen display name and select the display row and column. Hold the left mouse button and drag on the screen and then click
[Merge] to merge the screens.

® Click [Save] to save the settings.

@ Click [Create] to create a new display screen mode. Click [Save All] to save all customized screen display modes.

'

6.1.2 Monitoring Point View

® Start View
To start live view, please drag cameras from the list to the right display window or select a window and then double click the camera.
The image can be dragged to any window at random.




8 () default area (Online/Total number:2/2)
® [P Camera0l
-

® Stop View

@  Place the cursor on the live view window to display the menu toolbar and then click to stop viewing.
@ Rightclick on the live view window and then select “Close Channel” to stop viewing.

® Click on the toolbar of the live view interface to stop all live view.

Original Size
v Full Screen

Start Record

Instant Playback

Audio On

Snapshot

PTZ Control

Start Talkback

1 1280x720 25fps
v 2 704x576 25fps

3 704x576 25fps

Channel Info

| Full Screen

(2 B8 Fod s (5] as) (4 ) (TS

6.1.3 Channel Group View

® Start Channel Group View
After the channel group is set successfully (See Channel Group Setting), go to live view interface as shown below.

Groupl

& A3H-2MP-20-210

A3H- 2NP-20-210
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You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name or dragging the channel group to a window to play all channels in the group.

2. In the current screen display mode, select a window and then click beside the channel group name to play all channels of the
channel group in this window in sequence.

® Stop Channel Group View

@ Place the cursor on the auto-switch window and then click to stop viewing.

@ Right click the auto-switch window and then click “Close Channel” to stop viewing.
® Click on the toolbar of the live view interface to stop all live view.

i

: e -
Close Channel "[- 3
Full Screen )

s

6.1.4 Plan View

In the live view interface, select “View” on the left menu bar.

i 123456

Home Live View]x

Create View |
Monitoring Point - Create View
Delete View Modify View
Delete View
———

® Add View Plan :

@ Right click “Live View 1” and then select “Create View” or click . to add a new view plan. Clicking “Create View” to prompt an
adding view window. Enter the view name and click [OK] to set view plan.

@ Select screen display mode and then drag monitoring points or channel group to each window.

® Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan
Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the
view plan.

6.2 View Control

® Multi-screen Display
In the live view interface, the screen display mode can be selected as shown below.
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Standard Screen Mode:
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Wide Screen Mode:

n
!H
w
HH
H
—
n
=
(5

Customize Screen Mode:

I

(2 [ o bas Ftas] e A [ IR TIDH  ) ) ]

® Full Screen Display
In the live view interface, click |:| button on the toolbar or right click on the mouse to select “Full Screen” to display the window in full
screen mode. Right click on the mouse to select “Exit Full Screen” on the full screen interface to exit full screen.

® Single Channel Display
Double click a window to view in single channel mode. Double click the window again to recover the window.

® Audio Broadcast

Click to bring audio broadcast box as shown below.
The left device list shows the devices that support audio broadcast. Check the device and click [Add] to add the desired broadcast device.
Click [Start Broadcast] and then all added device will start broadcast. Select the added device and click [Delete] to delete the device.

® Stream Setting
Right click on the live view window to choose video stream. Or select self-adaptive stream or other stream on the toolbar to set the stream
for all channels.

To set streams
Go to Home-> Device Setting. Select the device and click “Stream Setting” tab to set streams.

® Audio Control

Right click on the live view window and then choose “Audio On” or click ﬂ on the toolbar of the window to enable audio.
Note: Only one audio can be enabled at the same time. If the audio of one channel is enabled, the former audio will be disabled
automatically.

® Zoom In or Out
In the live view interface, click @1 on the live view window to zoom in the window and then drag the image to view the whole image;
click E to zoom out the image; click Ei to restore the image size.

[z

BOo“@®aAANRY

BOoCtCO2aaaHyY ®

6.3 Snapshot
6.3.1 Snapshot

Select a window in which the video is playing and then click 3] on the toolbar of this window or right click on the window and then
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select “Snapshot”. The image number and storage path will be displayed.
Note: Only when the video is playing in the window, will the snapshot succeed.

L 06/1972018 15 280 = 02‘
| / )
i g |

6.3.2 Snapshot Setting

Go to Home->Local Configuration->Record and Snap Setting interface. In this interface, snapshot path and number can be set up.

6.4 Multi-Screen View

In the live view interface, multi-screen view can be realized by holding a tab and dragging it to other monitors (graphics card should
support multi-screen output at the same time).

View System Settings Help — O X

Home Local Configuration Account and Permission  Alarm Center — F

L

(2) default area (Online/Total n...

v E{l} @ E‘ D Self-adaptive Stream v

Click ﬂ on the float window and select “Return to Main Window” to embed this tab in the main interface.

Return to Main Window

24



6.5 Talkback

In a live view window, click on the toolbar of this window or select “Start Talkback” on the pop-up menu by right clicking to enable
talkback.

Note: Since the software only allows enabling one device’s talk at the same time, the system will stop talking with the current device if a
new talk is enabled.

Close Channel

Start Record

Instant Playback

Audio On

Snapshot

PTZ Control

1 1920x1080 25fps
v 2 704x576 25fps

3 704x576 25fps

Channel Info

6.6 PTZ Control

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset,
track and cruise can be controlled through PTZ control panel.

16:9
Original Size

v Full Screen
Close Channel
Start Record
Instant Playback
Audio On

Snapshot

Start Talkback No. Preset Na... Call ...
1 1920x1080 25fps

2
d
®

v 2 704x576 25fps
3 704x576 25fps

Channel Info

Full Screen

6.7 Audio Broadcast

Click to pop up an “Audio Broadcast” interface as shown below.
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Audio Broadcast X

B [ default area
- [ Device Name

VRl Closing the window will stop the audic

0] facial ipc Standard Device No Broad... i

>

<
IP Channel v

Start Broadcast |RERERBIGSEICASE

1= (2] 2 E @)(G) Z R

Check the left device and then click “Add” to add the device you want to broadcast.

Check the added camera on the right and then click “Start Broadcast”.

Click Il to delete the added device.
Choose multiple devices and then click “Remove” to delete them at a time.

Self-adaptive Stream v
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7 Record & Playback

7.1 Record Configuration

This software supports many recording types, such as manual recording, schedule recording, motion alarm recording, smart alarm
recording, etc.

7.1.1 Manual Recording

In the live view interface, select a channel and then click @ or right click to select “Start record” to start recording. Click this button
again to stop recording.

Note: If a channel is recording, the recording will stop when the viewing window is closed.

7.1.2 Schedule Recording
Go to Home—>“Record Setting”.

Record Setting Schedule Setting

Channel Name  Stream T...  Record...

Q 2MP A3FR-107 Main Stre: v |OFF

A3H-2MP-20-210 LGRS OFF
Sub Stream

IPC ) OFF
Third Stream

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] to save the settings.

® To set schedule:
@  Click the “Schedule Setting” tab to go to the following interface.

Record Setting Schedule Setting

‘ Add H Delete ‘

(] Schedule ... Edit Delete
W) 7424 (4 Ty
0 5+24 E/J Ty

Click [Add].
Enter the schedule name.

® 00

Set the schedule. Click ﬂ and then move the cursor to select the time; click g and then move the cursor to delete the selected
time. Click “Input Manually” to manually enter the time. Click “All” or “Reverse” to quickly select time. Click “Clear All” to clear
all schedule.

27



NVMS

Modify Schedule

ScheduleMName [ 1

)

Sun.

04:39-16:15

Thu,

Fri,

Sat,

04:06-16:59

= = =
m = Q
a f 5

u ' Input Manually Select All Reverse Clear All

X

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

7.1.3 Alarm Linkage Recording

@ Goto Home-> Device Setting interface. Select the desired device to enable and set schedules.
®@ Go to Home>Alarm Center->Alarm Linkage as shown below. Select alarm type, enable record, set linakage channel and set

schedules.
® Click [Apply] to save the settings.

Alarm LogJ Alarm Linkage Schedule Setting Manual Alarm Out  SOP Setting
Area AIarmTyp!l Channel-Motion Detection v | - _ m [anpv Q]
default area
E10.100.10.75_8443_CAM001 v OFF OFF OFF OFF OFF OFF OFF OFF
| : |
e von on on on on o on o \
IIPC v OFF OFF OFF OFF OFF |OFF OFF OFF

7.2 Record Playback

In the main menu interface, click “Record Playback” to go to record playback interface. Record files saved on the HDD/ SD card of the

devices and storage server can be played.

There are two types of record playback: synchronous playback and asynchronous playback.
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M

[,L | tacian ape
Q
default area (Online/Total nu
200 (Online/Total number.
10.100.10.75_8443_CAMO001
IPC
™ IPC
= |PC

® nvr_IP Camera0l

May 2020

18 19 S 2 2 3 M

>

Search

Area Description

Area Description Area ‘ Description

1 Playback area 3 Record timetable area

2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window

Button Description Button ‘ Description
Stop viewing Zoom in
m Audio on/off Zoom out
@ Snapshot Fit to window
Button Descriptions of Area 2 :
Button Description ‘

(2 JE4] bodbs]

Screen display mode button. 1/4/9/16 screen mode is optional.

Full screen

Enable or disable OSD

Close all window viewing

Get record from network devices

Get record from storage servers

Rewind

Low speed playback

DipbEEEEE

Stop




E Play/Pause

Next frame. In the playback mode, click the pause button and then click this button to play
frame by frame.

» Click it to select playback speed.

303 Forward 30s or backward 30s

> Backup start time

<] Backup end time
Start backup

| | Synchronous playback or asynchronous playback

Right-click button menu

Menu Description Menu Description

Close Close viewing Zoomout | Zoom out the current image
Audio Audio on/off Full Screen | Click to enter full screen mode
On/Off
Snapshot | Snapshot Sub stream | Switch to sub stream playing
Zoom In Zoom in the current image

Other buttons
Button ‘ Description ‘ Button Description
n Add tag E Event list
e' Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search] to search the record files and then click [ > play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, object removal
recording, video exception recording, intrusion recording and line crossing recording and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar
stands for schedule recording data; red bar stands for sensor record data, etc.

The time scale can be zoomed in by clicking - and the time scale can be zoomed out by clicking - The time scale can be restored

to 24 hours by clicking - When the time scale is zoomed in, drag the timeline to see the time spots.

7.2.1 Instant Playback

»  Instant Playback
In the live view interface, right clik on a playing channel to select “Instant Playback™ and then set the playback time to play the record
instantly (the record of the channel in the past five minutes will be searched and played from that time when the record exists).
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4:3
16:9

Original Size

[ v Full Screen
Close Channel
Start Record
'
Audio On
Snapshot
PTZ Control
Start Talkback
1 1920x1080 25fps
v 2 704x576 25fps
3 704x576 25fps
Channel Info

Full Screen

7.2.2 Synchronous Playback

Synchronous Playback: in a certain time, all channels play back its record at the same time together; if one channel has no record data at
this time, this channel will wait.

Click on the toolbar in the playback interface to go to the synchronous playback interface. Please play the record according to the
ways introduced as above. The record bar in synchronous mode is as below.

15:28:47

Window3 2018-07-30 15:27:30

In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback
windows are closed.

7.2.3 Asynchronous Playback

Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each
channel’s playback time is different.

Click to go to the asynchronous playback interface as shown below. Please play the record according to the ways introduced as the
above. The record bar in asynchronous mode is as below.

2018-07-30 15:35:00

Window3

7.2.4 Playback by Time Slice

@® Go to Home—>By Time Slice interface.
@ Select channel (or monitoring point), set the start time and the end time, select the record source and then click [Search].
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By Time Slice | By Event By Tag Backup Search Picture

Monitoring Point Slice Per Day Backup

e Q 1 2 3
E- (@ default area (Online/Total number:1/1)

4-02
2019-08-22 17:20:22
Start Time: 2019-08-22
End Time: 2019-08-22 =
E] Search Current Page:1 / 1,Total 1 |4 44Dp P|

® Click EI to play the record.

Playback

EEILE

y

00:00:27/00:05:00 \E EI EI E]

Click E button on the top right corner to play in full screen mode.
Double click the image to switch to slice search mode by day. In the above interface, click . to switch to slice search mode by hour.

By Time Slice By Event By Tag Backup Search Picture
2 3 4
& ([ default area (Online/Total number:1/1)
Start Time: 2019-08-22
End Time: 2019-08-22 :
——— Y
E] Search Current Page:1 / 1,Total 1 |4 44p P|
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Double click an image to switch to slice search mode by 5 minutes. Click . to return to slice search mode by day;

By Time Slice By Event By Tag Backup Search Picture

Slice Per 5 M

‘ Monitoring Point Ain Backup
Q 1 2 3 4
B () default area (Online/Total number:1/1)
4-02
Start Time: 2019-08-22 2
End Time: 2019-08-22 )
E] Search Current Page:1 / 1,Total 1 4 4»Pp|

In the above interface, click . to return to slice search mode by hour.
Backup: In the Search by Time Slice interface, select a time slice and then click “Backup” to back up the record file during this period

quickly.

7.2.5 Playback by Event

@® Goto Home-> By Event interface.
@ Select the desired monitoring point, set the record source, the start time and the end time and then check events.

By Time Slice ByEvent = ByTag  Backup  Search Picture
Manitoring Point ‘ ~ || Filter Q| Before the event | 0 Sec Tipl: Press[Ctrl] or [Shift] or [Mouse Button] to select multiple items.

Q No. Name Start Time End Time Duration Type Playback Backup

B (2 default area (Online/Total nu-:-
e 1 facial ipc 2020-05-20 00:00:00 2020-05-20 11:11:04 11114 Schedule ®
¥ 10.100.10.75_8443_CAMOO1 -
= IpC
- IpC
- IpC

= nvr_IP Camera0l

.
®

Start Time: | 2020-05-2000:00:00

End Time: | 2020020235959 Olgy ol video Anolysis 8 Sensor # Line Crossing Counting &4 Face Match
Current Page:1/ 1,Total 1 | 44 M P|

El Search Schedule 7 Motion Detection Smart Event Behavior Analysis

® Click [Search]. The searched record data will be listed. Click @ to play the record; click @ to back up the record data.

7.2.6 Playback by Tag
@ Go to Home->Record Playback interface.

@ Select a channel and put the cursor on the right center. Then a tag icon (Lawl) will appear. Click this icon to add tag.
® Go to Home->By Tag interface. Select the start time and click [Refresh] to search the added tags.

@ Click @ in the playback column to play the record.
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By Time Slice By Event ; ByTag | Backup Search Picture

O search | | Min Q
Playback a +
2019708722 17319247

Start Time: | 2019-08-22 00:00:00 The backup time: | 1

7.3 Backup

In the main menu interface, click “Backup” to go to the backup interface. The setting steps are as follows:
Select the desired monitoring point.
Select date and click “More” to select the start and the end time and event type.

®

@

® Click EI/ |Z| to get records from device or storage server.

@  Set the start time and the end time of backup. Then click [Backup].

®  The backup progress will be seen during backing up the record. Click 1 to pause; click =1 to stop backing up the record; click
T

to clear the backup list.

ByTimeSlice  ByEvent ByTag  Backup  Search Picture

Monitoring Point - < Aug 2019 »
earch Q| Mon Tue Wed Thu Fi  Sa Sun
2 (@ default area (Online/Total number:1/1) 1 2 3 4
=402 5 6 7 3 9 10 1
2 1B 1 15 1 U 18
B o A 23 M x5
2% 27 28 2 30 Bl

More & Start Time | 2019.08-221723001=]  End Time 201008 22172300 =] [ Backup | Backup Path Backup on device

= [ search »onom

“Backup on device”: This function is applied to the added NVR devices. Search the record from the HDD of the NVR in this interface and
then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the
USB storage device remotely.

7.4 Search Picture

In this interface, pictures stored on the SD card or storage server can be searched and viewed.
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By Time Slice By Event By Tag Backup | Search Picture ‘

onitoring Po o~

Search Q

Search Result[Device Name_thermal ipc]

8- (3) default area (Online/Total n...
¢ Device Name_E3
< Device Name_IPC
@ Device Name_facial ipc
B Device Name_ptz

Device Name_thermal ipc

B facial ipc

Start Time: 2020-06-05 00:00:00 H\,j
End Time: 2020-06-05 23:59:59 @
¥ Manual ¥ Schedule

{4 Video Analysis 4 Motion Detectiol
¥ Sensor ~ Smart Event

4 Line Crossing Co "'/ Behavior Analysit
4 Face Match Select All

@ Select the device.

@ Set the start time and the end time.
® Choose events.

@ Select search from network device
® Click [Search]

>

Select All Reverse Download

or storage server.

The|1 | /29Page

P Per Page[ 10 \ JEntry 1-10 Total: 281
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8 Alarm Management

8.1 Alarm Server Configuration

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to the
relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.

Go to Home—>Add, Edit or Delete Device > Alarm Server interface to view the online status of the alarm server. If it is not online, please
check its network connection.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Encoding Device (Online/Total numbe||  Alarm Server  10.20.52.7 6033 Online Online [__/J
Decoder (Online/Total number:0/0)

Intelligent Analysis Server (Online/Tot

Storage Server (Online/Total number:]

Media Transfer Server (Online/Total n

TV Wall Server (Online/Total number:1

Click E/J to modify the added alarm server; click "” to delete the added alarm server.

8.2 Alarm Configuration

@ Go to Home->Device Setting interface.

Add, Edit or Delete Device ‘ Device Setting ‘ Area Setting Channel Group Setting

oding Device OSD Setting Image Setting Stream Setting Motion Detection Motion Alarm Linkage Line Crossing Intrusion Object Removal E<¢|»

Search 2019/06/19 16:32:02]
8- @ Default area
B 2MP A3FR-107
= 2MP A3FR-107
B @ A3H-2MP-20-210
= A3H-2MP-20-210
- M IPC
IPC
8- M IPC
= JPC

Enable Line Crossing

Alert Line| 1 V| Direction[ A->B V| Alarm Holding Time[ 3 v/

Start Draw Apply

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).
@ Go to Home->Alarm Center-> Alarm Linkage interface.

AlarmLog | Alarm Linkage Schedule Setting ~ Manual Alarm Out ~ SOP Setting.

m Alarm Type| Channel-Motion Detection

R o NN N

@

@ 200 10.100.10.75_8443_CAM001 v OFF

IPC Vv ON ON ON ON ON ON ON ON OFF
IPC Vv OFF OFF OFF OFF OFF OFF OFF OFF OFF
IPC v OFF OFF OFF OFF OFF OFF OFF OFF OFF
facial ipc Vv ON ON ON ON ON ON ON ON OFF
nvr_IP Camera01 v OFF OFF OFF OFF OFF OFF OFF OFF OFF

Select area, alarm type and then enable alarm linkages.
All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).
All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).
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Select ™~ beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

1(11) IPC1344244 \/ ON ON ON ON ON ON ON OFF

1(31)_name ON | oFF OFF ON OFF OFF OFF OFF OFF
OFF

1(48)_name OFF OFF ON OFF OFF OFF OFF OFF

Select ™ beside the title (like record) to enable record linkage of all devices (schedule excluded).
The alarm linkage settings of PTZ control, record, alarm view, snapshot, alarm output and TV Wall are the same with each other. Here take
record linkage for example to introduce the setting steps.

TV WallLinkage Setting

Selectable Channel Selected Channel TV We
4 [ default area 4 [ default area
(0 172.16.47.109_3... (0 10.100.10.214 8... TV Wall 1
O 28138
(JE3-47.71

[J 1P Camera01

[ 1P Camera12
O1rc
[J giujies
< > { O >

& ON Q| Select Al Reverse Clear All oK

Check the selectable channel and click to select the channel; check the selected channel and click to remove this channel; click

» to select all channels; click « to remove all selected channel.
After the channels are selected, check “On” and then click “OK” to save the settings.

® Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—> To set schedule for details).

Manual Alarm Out:

Click “Manual Alarm Out” tab to go to the following interface.

Alarm Log Alarm Linkage Schedule Setting Manual Alarm Out SOP Setting

& 00 defaultarea |
O & 200 Trigger Alarm Out Close Alarm Out

[ & IPC_AlarmOutl
[ & IPC_AlarmOutl

Select the camera and then click [Trigger Alarm Out] to manually trigger the alarm out of the camera; click [Close Alarm Out] to manually
turn off the alarm out of the camera.

8.3 Alarm View

Having set the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.
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Unhandled Alarm Number:201

@ Device Alarm @ Channel Alarm [ Sensor Alarm [ Offline Alarm & Server Alarm

Record Pl... Snapshot.. Delete  Handling ...

Alarm Time Alarm Resource Alarm Type
2019-06-19 16:49:43 IPC Channel-Face Detection -ml_ Unprocess...
2019-06-19 16:48:08 2MP A3FR-107 Channel-Motion Detection @ @ _m[_ Unprocess...
2019-06-19 16:47:31 2MP A3FR-107 Channel-Motion Detection @ g _Uﬂjl_ Unprocess...
2019-06-19 16:45:06 2MP A3FR-107 Channel-Motion Detection ‘ 7}‘1 Processed
Channel-Face Detection ﬂﬁﬂ Unprocess...

2019-06-19 16:40:39 IPC

Click - on the bottom right corner to expand the alarm list as shown above. Hover the mouse over the top of the alarm list and then a
bidirectional arrow will appear. Drag the alarm list up or down to zoom in or out the alarm list.

——

Click or to play the record or captured images; click to delete alarm information.

I

m | Search Result[2MP A3FR-107]

- b1t "
O 2019-06-19 16:45:06

Start Time | 2019-06-19 16:44:06

End Time 2019-06-19 16:46:06
Per Page| 10 Vv |Entry 1-1 Total Entries : 1

Select All Reverse Download The| 1 /1Page

8.4 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
1. Click “+” to add a SOP name. A maximum of 10 SOP can be added.
Click “Create” to create a SOP action. Each SOP can create 5 SOP actions.

2
3. Click to extend the alarm list.
4. Click to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter remark

as needed.
The disposition includes: False alarm, true alarm, customer test, technical event, service test.
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Alarm Handle SOP x

Alarmlog  AlarmlLinkage  Schedule Setting  Manual Alarm Out | SOP Setting

Alarm Time: 2020-05-20 11:19:15
Alarm Resource: IPC

Alarm Tiie: Channel- Peoile Coumil\i ‘

1 1 a8
2 2 (=}

SOP Action | Input less

Disposition | False Alarm v

Input less than or equal to 100 characters
Remark

2 Device Alarm @ Channel Alarm & Sensor Alarm & Offline Alarm @ Server Alarm Unhandled Alarm Number:1000 ¥
__--- -_
2020-05-20 11:19:15 Channel- -
2020-05-20 11:19:09 facial ipc Channel--- @
2020-05-2011:19:01 facial ipc Channel-F- 4]
20200520 11:18:48 facial ipc Channel-- ]
2020-05-20 11:18:23 IPC. Channel- - r_/l 3 i

After the alarm is processed, the alarm handling status and disposition will be shown as below.

Device Alarm Channel Alarm Sensor Alarm & Offline Alarm Server Alarm

2020-05-20 11:29:55 IPC Channel- -+ (/) | Processed False Alarm
2020-05-20 11:29:20 facial ipc Channel-- P4
2020-05-20 11:29:18 IPC Channel- -+ P4

If you create more than one SOP, you can designate the SOP for the added encoding devices. Go to Home->Resource Management-> Add,
Edit or Delete Device->Encoding Device interface. Then click [Select SOP] to select the SOP and encoding devices.

‘ Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Add Delete

Select Area Select Transfer Server

Select Storage Server

Select SOP

= o —
Device Type Batch Upgrade for IPC Batch Upgrade for ANPR Camera | SelectSOP
—

Decoder (Online/Total number:0/0) - \ o
LED Display Device (Online/Total numb @ E] o bl default area
Intelligent Analysis Server (Online/Total
Storage Server (Online/Total number:1,
Media Transfer Server (Online/Total nu ] E/J 4 [ default area 4 [ default area 5 9008 default area
Alarm Server (Online/Total number:1/1] ‘ o @ () 10.100.10.75_8443 Oirc ‘ 4 9008 default area
TV Wall Server (Online/Total number:1, <
@ @ [ Device Name Dipc 9008 default area
‘ O [ w04 Ow 8443 defaultarea
¥} C/J (O facial ipc 9008 default area
Onwr
I3
Device Alarm & Channel Alarm & Sensor Alarm 4 Offline Alarm | < 2 g

Select the SOP. Then check the desired device and click to select it. Finally, click [OK] to save the settings.
After that, you can choose the corresponding SOP action when you handle the alarm of the camera.

8.5 Alarm Log

Alarm logs can be searched and exported by going to Home->Alarm Center->Alarm Log interface.
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Alarm Log 7} Alarm Linkage  Schedule Setting Manual AlarmOut  SOP Setting
Start Time| [§.05-202000:00:00 <] End Time| 20-05-202023:59:50 [ £ -
e MamTme AR Aame Dk Soapt Dnkept Soapes Onece Aamre tanding: Do femat |
1 2020-052011:49:10 P Channel.-- “
2 2020052011:4%:08 facial ipc Channel--- @
3 2020-05-20 11:48:51 facial ipc Channel-- [ZJ
4 2020052011:48:15 facial ipe Channel-- 4]
5 2020-05-20 11:48:06 IPC Channel---+ [__/J
6 2020-052011:48:04 facial ipc Channel-- #
7 2020052011:47:44 P Channel-- @
8 202005201147:35 facial ipc Channel.-- @
9 2020-05-20 11:47:15 facial ipc Channel---- C/J
10 2020-052011:46:54 IPC Channel-- #
11 2020052011:46:53 facial ipc Channel-- @
12 2020052011463 facial ipc Channel-- 4]

O . .
Click - to play the record; click to open the snapshot search window as shown below.

Snapshot Sea X

Search Result[2MP A3FR-107]

2MP A3FR-107

L

O 2019-06-19 16:49:44

Start Time | 2019-06-19 164845
End Time | 2019-06-19 16:50:45
Select All Reverse Download |4¥ ThellPage M| per Page

Seard

v

Entry 1-1 Total Entries: 1
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9 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

9.1 E-Map Settings
9.1.1 Create E-Map

Go to Home—>E-Map Setting interface. Click [Create Map] to create a map.

E-Map Setting }

‘ Map Management A
Searct @l

! Create Map H Modify Map H Delete Map ‘

Create Map X

Map Name ‘ ‘

Parent Map ‘ v \
Map Type @ Baidu Map O Picture Map

Location | |

Cancel

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.

9.1.2 Add Hotspot

The hotspots include monitoring points and sensors. Drag a hotspot to the corresponding area on the map as shown below.

[ -
o E-Map Setting

l Create Map || Modify Map H Delete Map

Monitoring Point 8

Search Q

8- @ default area
= Q IPC

IP Camera_Sensol

e - N S8

Click [Modify Map] to change map name and parent map.
Select [Delete Map] to delete the added map.

9.1.3 E-Map Monitoring

Go to Home—>E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time
image.

41



(-]
2MP A3FR-107

N IA3H-2MP-20-210]

\_J. s

v ©

Y
Alarm view @ Yes O No
IPC Smart IPC
O sensor
Pending alarm: 5 [ Clear All ‘ l Overlap J

Alarm view: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.
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10 TV Wall
10.1 Add TV Wall Server

Go to Home—> Add, Edit or Delete Device>TV Wall Server interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Encoding Device (Online/Total numbe
Decoder (Online/Total number:0/0)

Intelligent Analysis Server (Online/Tot, d TV Wall 10.20.52.7 6036 Online Online C/J _\m_
Storage Server (Online/Total number:1

=

UJ Server Name IP Address Port Client Co... Authentic... Edit Delete

Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/.
TV Wall Server (Online/Total number:1

An adding TV Wall window will be prompted by clicking [Add]. Click [Refresh] to quickly add the TV wall server in the same local
network, or add the TV wall server by manually entering server name, IP address and port.

Click [__/J to modify the added server; click IMI to delete the added server.

10.2 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The decoder
is necessary for decoding videos on the TV wall.
Go to Home—> Add, Edit or Delete Device—>Decoder interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type ~

Encoding Device (Online/Total numbe
Decoder (Online/Total number:0/0)
Intelligent Analysis Server (Online/Tot

[J Device N... Output ... IP Address Port Online St... Openin t... Edit Delete

Storage Server (Online/Total number:1
Media Transfer Server (Online/Total ni
Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:1

The setting steps of adding decoders are the same as adding encoding device setup (see Add Encoding Device for details).

10.2.1 Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.

Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission is
master and its running mode is platform. Then apply the settings and restart the decoder.

Basic Settings

Running Mode |PIatForm ﬂ
User Permission |Masler ﬂ
Device Name |Decoder ‘
MAC B8:18:AE:80:45:D1

Soft Version 2.1.8.12

Version Date 20181214

Kernel Version I9F6-19F6-19F6

After that, go to Home>TV Wall Management->TV Wall System Setting—=>Decoder Bind Configuration. Then click to bind
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ﬂ User Manual

decoder and TV wall (See Decoder Bind for details).

10.3 TV Wall Management

Go to Home->TV Wall Management—> TV Wall Setting.

TV Wall Setting

TVWall Server Unit

TV Wall View

~

Task Setting

10.3.1 TV Wall Settings

¢ Create TV Wall

Tvwall System Setting

~

Go to Home>TV Wall Management->Edit TV Wall. Select a TV wall server and then click " to create a TV wall.

€ Initializing

TV Wall Setting

TV Wall Server

TV Wall View

Task Setting

-

N

TV Wall System Setting

\TV wall Server
TV Wall Create TV Walll

TV Wall Number
O Edit ID

TV Wall Server

m Cancel

@ Double click the created TV wall to prompt a TV wall window.

@ Click “Initialize” to create TV wall layout
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TV Wall Setting TV Wall View Task Setting TV Wall System Setting

Pl Create TV Walll @

4 TV Wall Server

Enter Rows Columns

€ Merging\Splitting
Merging: drag on the screen and then release. The “Merge” button will be shown. Click it to merger these small windows.

Splitting: select the merged window and click “Split” to restore the window to the previous status.

A Create TV Wall3 8

4 TWall Server Unit Initialize Split Save
A A Somcr Ui Initialize Split  Save
i B Tv224(1)
B Tv2zs2) P
= L}

4 1721650220
« Outputl 4 1721650224
& Output2 Outputl

4 () 1721650.225 Qutput2

4 21721650225
- - - - SR

The online decoder displayed in the decoder output list is the binding decoder of this TV wall. Drag the outputs to windows on the right in
sequence and then click “Save” to save the settings.

Outputl

45



Initialize  Save

Output3 Outputd

I
D ~
II
4 & 112165020

+ Outputl

To modify TV wall:

Click beside the TV wall name, enter the new name and then click [OK].

;

4 TV Wall Server

TV Wall 1(1)

TV Wall 1

Initialize

TV Wall 2(2)

TV Wall 3(3)

TV Wall Server TV Wall Server

TV wall TV wall 1
TV Wall Number

O Edit 1D [ ok |

To delete TV wall :

Click behind the TV wall name.
[T Bl 222 [crote v vl
A TVWall Server Unit Initialize Save
[:] ) &
TW225(2)
Create TV ...

Outputl Output?

@ Are you sure to delete TV Wall?

A 172.16.50.224

®  Decoder Bind
Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, decoder bind can be set up.

Decoder bind configuration: modify the binding state between decoder and TV wall.
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TV Wall Setting TV Wall View Task Setting [ TV Wall System Setting ‘

Channel Number Setting ” Decoder Bind Configuration ‘

Decoderl 2 172.16.47.202 8888 Online TV Wall 1 = ()

Click E/J to change bound TV Wall.

Channel Number Setting Decoder Bind Configuration

Decoderl 2 172.16.47.202 8888 Online TV Wall 1 < )
Change Bound TV Wall X
Select TV Wall | TV Wall 1 v
TV Wall 2
TV wall 3

Channel Number Setting Decoder Bind Configuration

Decoderl 2 172.16.47.202 8888 Online TV Wall 2 - (4

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Encoding Device (Online/Total numbe|

Decoderl 2 172.16.47.202 8888 Online - 7 ()

Return to the decoder management interface as shown above. The online status of the decoder indicates that the decoder is successfully
bound with TV wall. Go to TV Wall Setting interface as shown below. Drag the outputs of the decoder to the window on the right and save

them to complete output bind.
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TV Wall Setting

TV Wall View Task Setting

TV Wall

4 TV Wall Server
B TV Wall 1(1)
[ 7V Wall 2(2)

B TV Wall 3(3)

Initialize Save

Decodet

P Decoderl

 Output2

' popopopopopopopopopopoloki

10.3.2 TV Wall View
4 Create Plan

Go to Home-> TV Wall Management-> TV Wall View>TV Wall Plan.

Click

beside the TV wall name to create the TV wall plan name.

Plan Name 1 _Plan_1

TV Wall System Setting

TVWall 18| TV Wall 2 8

popopopopopopopopopopoloki

¢ Configure Plan

Double click the plan name to show the plan.

Plan No. 1
(J Edit ID Cancel
TV Wall Setting TV Wall View Task Setting Tvwall System Setting

Preview

LY

~

Create TV Wall1 ... D &

Create TV Wall2 ... &

Plan Name |1_Plan_1

Plan No. 1

[ edit ID

Drag the monitoring points to the corresponding window respectively to decode image.

48



E Pl Create Plan_1 8| Y225 1@

B- (@) 172.16.51.2...
C100w-17...

@ 172.16.51.2...

8 @ 17216.51.2...

) 17216.51.1...

@ 1 (Online/T...

B () 172.16.53.3...
= 172.16.5..
172165, 200w-172.16.51.2 IPCamera 200w-172.16.51.2 IPCarmera

W 172.16.5..

= 172.16.5..

W 172.16.5...

B ) 17216.53.3..
W 172.16.5...

:

- | ! " N
D ——— e ———— —

€ Toolbar Menu

PEElERlEREs] v r | e | see | saveas |

1. Screen mode : 1\4\9\16\25\36 screen mode is optional.
2. Open Window : Click [Enable PIP] and then drag on a window to open a small window on it. Click [Disable PIP] to stop
opening window. The small window can be dragged to anywhere on the big window.

*1 Plan_1 ®@

—
BIEEEEE - T o] ] e

3. Click [Hide ID] to hide the window number; click [Display ID] to display the window number.
4.  Click [Save] to save the current plan.

5. Click [Save as] to save it as another plan.

Double click a window to play the video.
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Y2251 @ | Create Plan_1 ®

172165117

€ Right-click Menu

P05 _IPEEOS

Screen Mode
Zoom Qut

Set as Alarm Window

Set as Playback Window
PTZ Control

Stop Decoding

View Decoder Output Info.

Clear TV Wall

Screen mode:1\4\9\16\25\36 screen mode is optional.

Zoom inout : if the current screen mode is multi-screen display mode, click “Zoom In” to zoom in the current image. Click

“Zoom Out” menu again to restore to the previous status.

3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in
this window. Go to Home—> Alarm Center-> Alarm Linkage (or Home—>Alarm System->Alarm Linkage) interface. Select TV

wall linkage item to set alarm linkage.

TV WallLinkage Setting

View % Snapshot *“ Alarm Output “ Voice Broa... TV Wall

Selectable Channel
4 [ default area
O E3-741111
O 1P Ccamera

[ qiujigs

Alarm Center

RYY;
Alarm Log M

Selected Channel
4 [ default area

[ 243cH

TV We

Create Ty

- Schedule Setting = Manual Alarm Out
SOP Setting Q| Select All Reverse Clear All

4. Set as Playback Window : when decoding images, click this menu to play the records of the current channel (the record source
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is the current record source).

5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and
focusing, Iris control, speed, preset, track and cruise calling can be operated through this control panel.

6.  Stop Decoding: click it to stop decoding the current image.

View Decoder: view the information of the decoder.

8.  Clear TV Wall: click it to clear the decoding configuration of the current output.

~

€ Screen Merging or Splitting

Drag the mouse to select multi-window and then click [Merge] to merge these windows.

;‘L ‘
F %

*1 Plan2 @ *1 Plan2 ®

BEBEEE. o ] coerr ] oreen 1o 1 JIBEERBEIE] oo e | e ] soe ] e |

Select the merged window and click [Split] to restore the window to its previous status.

*1 Plan_2 ® *1 Plan2 ®
%) %)

‘

BIEEEEIE] o 1 oo 1 oo ] e ]

]23)23153] 23] €3 [ enablepip | Hiden ] sae ] 4

¢ Auto-Switch Group

1.  Create Auto-Switch Group

@ Click Auto-Switch Group under the screen and then click Bl to create auto-switch group.
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|

(D ) ) e
> O 0 EE )

@ Select “Auto-Switch Window” to select the window group.

Create Auto-Switch Group

Auto-Switch Name \NewﬁGrouprwell | Dwell Interval(s)\ 10 v |

= Auto-Switch Window | ® Monitoring Point |

®  Click “Monitoring Point” to select the auto-switch channel group.

Create Auto-Switch Group

Auto-Switch Name‘NewﬁGrouprwell ‘ Dwell Interval(s)‘ 10 v ‘

‘ “ Auto-Switch Window | = Monitoring Point ‘

Monitoring Point A~ | 10.100.10.214 80_CAN|

Q

= (A default area (Online/Total number:11/13) 2
() 172.16.48.194 6036 (Online/Total nu... -’

10.100.10.214 80 CAMOO1
243
28138
= 4771
B Device Name_IP Camera01
B [P Cameral2
= [P Camera
B name43
B qiujis8
B r_Cameral < G >

= rr_Camera2 Select All -
& rr_Camera3 ~
- -

No.

@  Enter auto-switch name and dwell time.

2. Execute auto-switch
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Click [! to execute auto-switch. The specified channel images will be played in the specified windows in sequence.
Click to stop playing the current auto-switch.

3. Modify or delete auto-switch

Right click the auto-switch name and then select Modify or Delete to modify or delete the auto-switch.

New Group Dwell

Note: If there are overlapped auto-switch window in a plan, the auto-switch groups will not be executed at the same time.
¢ Auto-switch plan

1.  Create auto-switch plan

Click L behind the TV wall plan name to set the auto-switch. Click “Join in” to select the plan. Then set dwell time and click

[OK].
Channel Group
_Swi i X
Decoder Input Auto-Switch Setting
TV Wall Plan No. Plan Name Move Up  Operation
4 TV Wall1(1) ° 1 1.Pan_3(3) + O Joinin
3 1 Plan_1 (1) 1+ 0O Joinin
£ 1 Plan_1(1) (EAT] \ 1_Plan_2 (2) + O Joinin
£ 1 Plan_22) (£}
2B TV Wall 2 (2) 4+ &
&8 TV Wall 3 (3) +»r &
From 2019-10-08 00:00:00 =] | Dwell I"terval(s)h 10 v ‘l

2.Start/stop auto-switch

d ®mTv2se |+ &
Start Auto-Switch

v, &1

Click * behind the TV wall name to start auto-switch plan. Click the Stop button to stop the auto-switch.

3. Modify auto-switch plan

Click L again to modify the auto-switch plan.
Note: If the current auto-switch plan needs to modify, please stop it first.

10.3.3 Decoder Input

Go to Home->TV Wall Management->Decoding on TV Wall->Decoder Input. Drag an input to a window to execute decoding.
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TV Wall Setting TV Wall View Task Setting TV Wall System Setting
= .

Chan ~
A

4 (2 Decoderl

Decoderl: Input0

10.3.4 Playback

¢ Playback on TV Wall

Click “Preview” on the left panel. Then this button becomes “Playback”. Click EI/ E\ to get records from device or storage server
and then click “OK” to search records, or drag the cameras (or channels) to a window to search and play the records.

TVWall Setting | TVWallView | TaskSetting  TVWall System Setting
@. Playback |

Q
default area (Online/Total number:5/6)
200 (Online/Total number:0/0)
10.100.10.75_8443_CAMOO01
IPC
IPC
IPC

= nvr_IP Camera0l

From 20-05-2020 00:00;

To

¥ Manual
Video Analysis

¥4 Sensor

Face Match

% Line Crossing Count

i Schedule
Motion Detection
Smart Event

Behavior Analysis

3| enabiepp | hidein ] swve ] soveas |

Auto-Switch Group

| __pause | stop | NextFrame | Previous 30s | nextzos |

Select All

(=]

04:00 8:00 10:00 12:00

Of course, the specified time and event types can be set to search the specified records.

€ Playing control

Next 30s

Previous 30s

Pause rame

During playback, the record can be controlled by the above buttons.

€ Right-click menu
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Screen Mode
Zoom Out

Set as Alarm Window
Set as Preview Window o Recent Channel

Stop Decoding Historical Channel
View Decoder Output Info.

Clear TV Wall

Screen mode:1\4\9\16\25\36 screen mode is optional

Zoom in

Save as an alarm window

Save as preview window: : the current channel or the historical channel is optional.
Playback stream type: main stream or sub stream is selectable.

Stop decoding

View decoder information

. Clear TV wall

The following picture is an example of TV Wall.

NG R~ wDhE

N7

w

|
P ‘ V—’

10.3.5 Task Setting of TV Wall

Go to Home—->TV Wall Management->Task Setting. Click + behind the TV wall name.
Select plan name, enter task name, set run time and enable plan task.

TV Wall

TW224 (1)

TV225 (2) Plan Name | Create Plan_.1 v

Task Name New Plan Task

SR

Create TV Wall3 (3)

) Run Plan Task Run Time 00:00:00 -
© Everyday O Every Week

Sun. Mon. Tue. Wed.
Thu. Fri. Sat.

Click to start the task. Click the Stop button to stop this task.
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New Plan Task
TW224 (1) Create Plan_1
Start Time: 00:00:00

TW225 (2)

@ + Auto Run

¥ Sun. v Mon. v Tue. v Wed.
¥ Thu. « Fri. v Sat.

EAl

Modify or delete task

Double click the TV wall name and then the tasks will be displayed on the right window.

Mew Plan Task
Create Plan_1
Start Time: 00:00:00

+ Auto Run

+ hon. + Tue,
« Fri. ¥ Sat.

(#, Tl

s
Click or m to modify or delete the task.

Click behind the TV wall name and then click [OK] to confirm the deletion.

i -

O

\i—\re you sure to delete all plan tasks?

224 (1)

TW225 (2)

10.3.6 TV Wall System Configuration
Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, the channel number can be set

up.
Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard

controller. Users can export these channel number in this interface.
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NVMS

TV Wall Setting TV Wall View Task Setting TV Wall System Setting

Channel Number Setting Decoder Bind Configuration

Moni e -—_ Confics Between Chames Humber

Search Q| 717 default area—>A3H-2MP-20-210 1 :

il fal ot ol @nhne/ ot 2 default area->2MP ASFR-107 1 A3H-2MP-20-210

= 2MP A3FR-107

& A3H-2MP-20-210 2MP A3FR-107

Minimum Conflict-Free Channel Number: 2 Export Channel Number] l Save ] l Cancel ]
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11 Account and Permission

11.1 Create Account

Go to Home—> Account and Permission.

J User Account Setting ‘ User Permission Group Setting

‘ Add H Delete H Edit encryption |Search Q‘

(] admin ON Super Administrator 00:00:00:00:00:00 OFF

O 1 ON 1 00:00:00:00:00:00 OFF

&
©

There is a default super admin user (the username is admin; the password is 123456). The super admin user cannot be deleted.
If it is the first time for you to log in, please select the super admin user and then click “Edit encryption” to select the questions and set the
answers. It is very important to reset the password if you forget your password.

Edit encryption x

J User Account Setting ‘ User Permission Group Setting Problem: l W l
—
(200 ] oot | Ceateramion) | |
———
0 Problem: I v l
] admin ON Super Administrator 00:00:00:00:00:00 OFF Answer: | |
O Edit encryption £ 300:00:00:00 OFF
P Problem: I v l
User Name | admin Answer: | |

Click [Add] to prompt an adding user window as shown below.

Add User X

Enable &

User Name* | 1 |

Old Password*

Password? | 123456 |

Confirm Password* | 123456 |

Display Password [

Permission Group* | v |
gind MAC ddress ([ EEEEEEREEEE
Remark | |

Enter user name and password. Then select permission group (it must be set in advance). Binding MAC address or remark can be filled in
as needed. After that, click [OK] to save.

Click E/Jto modify the added user; click M] to delete the added user.

11.2 User Permission Settings

Go to Home->Account and Permission = User Permission Group Setting.
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@ Click [Add] to create permission group.

Permission Group Name | |

J System Permission | Operation Permission Area Permission TV Wall Permission

Select All Reverse Clear All

[0 Resource Management [ Server Management [0 Record Setting
[0 Alarm Management [0 Account and Permission O E-Map
O TV Wall Management O Local Configuration O Line Crossing Counting

O Face Surveillance

@  Enter permission group name.
® Select system permission, operation permission, area permission and TV wall permission as needed.

CIickE/J to modify the permission group; click M to delete the permission group.
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12 Operation and Maintenance Management

12.1 Check and Export Log

Go to Home->Operation and Maintenance Management.
Click the “Check and Export Log” tab as shown below. All types of logs can be searhed and exported here.

Check and Export Log Backup and Restore Configuration Online Status Status Log
‘ All Types ‘ ‘ Alarm Log ‘ ‘ Operation Log | ‘ Config Log | | Exception Log ‘
Start Time | pUE-06-19 00:00:00 End Time| 2019-06-19 23:59:59
No. Main Type Record Time Node Name Sub Type v User Name User Address Details. Record Pl
1 Alarm Log 2019-06-19 17:28:25 IPC Channel-Face Det... None None
2 Alarm Log 2019-06-19 17:28:07 IPC Channel-Face Det... None None
3 Alarm Log 2019-06-19 17:27:41 IPC Channel-Face Det... None None
4 Alarm Log 2019-06-19 17:27:12 IPC Channel-Face Det... None None
5 Alarm Log 2019-06-19 17:26:33 IPC Channel-Face Det... None None
6 Alarm Log 2019-06-19 17:26:22 A3H-2MP-20-210 Channel Offline None None
7 Alarm Log 2019-06-19 17:26:22 A3H-2MP-20-210 Encoder-Offline A... None None
8 Alarm Log 2019-06-19 17:26:12 2MP A3FR-107 Channel-Motion ... None None
9 Alarm Log 2019-06-19 17:26:12 2MP A3FR-107 Channel-Face Det... None None
10 Alarm Log 2019-06-19 17:25:12 IPC Channel-Face Det... None None
11 Alarm Log 2019-06-19 17:24:41 IPC Channel-Face Det... None None
12 Alarm Log 2019-06-19 17:24:25 IPC Channel-Face Det... None None
13 Alarm Log 2019-06-19 17:23:29 2MP A3FR-107 Channel-Motion ... None None
14 Alarm Log 2019-06-19 17:23:29 2MP A3FR-107 Channel-Face Det... None None
The| 1 /22Page WP P| Per Page| 50 ™ |Entry 1-50 Total Entries : 1089

Select the log type, set the start time and the end time and then click [Search] to search logs. After the logs are searched, click [Export] to
export these logs.

12.2 Backup and Restore Configuration

Go to Home—>Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check and Export Log Backup and Restore Configuration Online Status Status Log

Backup System Configuration ‘ ‘ Restore System Configuration

Note: The process of restoring system configuration takes about a few minutes. After restoring, the management server will restart
automatically. Do not shut down the management server while restoring.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to
backup the system configuration files. Then click [Restore System Configuration] in the new version to restore the system configuration.

12.3 Viewing Online Status

Go to Home->Operation and Maintenance Management->Online Status interface.
You can view the online status of encoding device, decoders and storage servers and the record status of the storage server and encoding
devices.
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Online Status

Encoding Device Decoder Online Server Online Record Status of Record Status of

Online Status Status Status the Storage Server Encoding Devices
. 100% . 100% 100% . 0% . 100%

M Online: 4 M Online: 0 [l Online: 4 W Video recording: 0 [l Video recording: 0

W Offline: 0 W Offline: 0 W Offline: 0 M No video: 4 M No video: 0

Area

Default area

Standard Device 192.168.250.105 Online

2MP A3FR-107 Standard Device 192.168.250.107 Online

12.4 Viewing Status Log

Go to Home->Operation and Maintenance Management—> Status Log interface.

il Status Log

Start Time| HBE-06-19 00:00:00-51 End Time| 2019-06-19 23:59:59 -
1 Monitor Client online  2019-06-... A3H-2MP...
3 Monitor Clinet offline  2019-06-... A3H-2MP...
5] No recording 2019-06-... 2MP A3F...
7 Recording 2019-06-... 2MP A3F...
9 No recording 2019-06-... 2MP A3F...
11 Monitor Client online  2019-06-... IPC

13 Monitor Client online  2019-06-... 2MP A3F...

15 Monitor Client online  2019-06-... A3H-2MP...

v

|4 Thef2Page WPl per PageEntry 1-50 Total Entries : 59

In this interface, record status, online or offline status of servers and monitor client can be viewed.
Set the start time and the end time and then click [Search] to search status logs.
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13 Local Configuration
13.1 Record and Snapshot Setting

Go to Home—>Local Configuration.

Record and Snapshot Setting | System Startup and Maintenance  Overload Setting  Alarm View Setting

Record and Snapshot Setting

Save Recording Files To | C:/record

Save Backup Files To | C:/backup
Backup File Format AVl v

Save Snapshots To C:/capture
Snapshot Number 5 v

Max File Size for Manual Recording and Record Backup ® 512MB O 1GB O 2GB

In this interface, the storage path of recording files, backup files and snapshots, backup file format, snapshot number and max file size for
manual recording and record backup can be set up here.

13.2 Local Settings

Go to Home->Local Configuration—->Local Setting.
Local Settings

O Auto startup O Auto Login [ Show tips when the node is offline (I Trigger audio when the node is offline Full name display for DVR/NVR’ s channels (] Resource tree automatically expands

O New live preview view default substream

Resource Tree Sorting Rules @ Sort by name O Sort by time

Video Configuration Rules @ Specification first O Clarity first

Backup client configuration Restore client configuration

Verify the password before exiting the program O Yes ® No

Select Language ‘W‘

Time Display Format ‘W‘

Select the alarm sound file

Select node dropped sound file
Select the sensor alarm sound file

Auto Startup: if enabled, the system will automatically start when the computer starts.

Auto Login: if enabled the system will automatically log in when running this software next time.

Auto Startup: if enabled, the system will automatically start when the computer starts.

Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the
DVR/NVR name and the channel name. If disabled, only the channel name is shown.

Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.

In this interface, you also can select the resource tree sorting rules, video configuration rules, language and upload various alarm audio
files. You can click [Synchronize platform time] to synchronize the time of all devices and the platform.
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13.3 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new live view
and playback operation and the overload tip will prompt. Go to Home->Local Configuration=>Overload Setting. Select the overload upper
limit and then click [Apply] to save the settings.

Resource Overload Related Attributes

Overload Upper Limit CPU:85% v Memory:80% v

Apply

13.4 Alarm View Settings

Go to Home->Local Configuration->Alarm View Setting.

Alarm View Setting

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when Popping up”, set “automatically
/manually close alarm page” and select the number of screens (1/4/6/19 optional).

13.5 OSD Position Configuration

Click Home—>Local Configuration>0OSD Position Config to go to the following interface.

0OSD Position Config

Apply

Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

13.6 System Configuration

Click Home—>Local Configuration—>System Config to go to the following interface.
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System Settings
(3 Alarm preview using third stream (0 Do not display the alarm without schedule
[0 same alarm reporting interval: | 1 Hour

Platform Time & synchronize Devices ¥ Synchronize Time Zone  (Automatic synchronization of platform time to equipment every 2 hours)

In this interface, you can enable “Alarm preview using third stream” or “Do not display the alarm without schedule”.
Enable and set the same alarm reporting interval and its linked alarm type.
Choose “Synchronize devices” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device times

with the time of the platform.

13.7 Audio Uploading

Go to Home->Local Configuration->Audio Uploading.
Click [Add] to bring the following box.

(o a

Audio Uploading

 sovsc ]
Audio Name |

Audio sampling rate: 16000Hz, 16bit; monophonig; file size: less than 10M; file format: “.wav* .

Click [Browse] to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded
successfully, you can listen to it.
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14 Intelligent Management

Before using intelligent functions, please confirm the intelligent analysis server has been already created and it is online.
Go to Home->Resource Management->Intelligent Analysis Server. There is a default intelligent analysis server. Please make sure the
server is online.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

I

Device Type

Encoding Device (Online/Total numbe
Decoder (Online/Total number:0/0)

Intellient Server 10.20.52.7 6069 Online Online @

Storage Server (Online/Total number:
Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:

14.1 Face Surveillance

If it is the first use of face surveillance function, please configure it in the following order.

Create Add Configure face Configure face View face capture & Search
> > > > >
a library targets capture type match type face match result faces

14.1.1 Object Library

Create and edit object library by going to Home->Object Library.
®  Create Object Library

Right click the intelligent analysis server to select “Add” to add an object library.

Real-timeView  SearchbyFace  Search Object Library Management | Configuration

Intelligent A ] ‘ Delete H Add Target H Add Multiple Targets H Import From Folder || Clear All Targets || Custom H Export || Select current Page Search Q|

Intelligent g
e 1(Succem Reverse select current page | =
2 nvr(Success) B
8 yt(Success)

Add Object Library X Add Object Library X

Lib Name | ‘ Lib Name ‘ test ]
[ZCIGISR T Face Recognition NVR i\ Protocol Type I Face Recognition IPC v ]
Face Recognitio Face Recognition IPC Face Recognition IPC

FR Terminal

Third-Party FR Terminal 4 [0 default area 4 [ default area

Oipc < [ facial ipc
Oirc
< C—— > < O N  C—— > ( C— >

[ BlackList & WhiteList (@ BlackList & WhiteList @ synchoronous NVR Album

Object Library Name: please enter the object library name as needed.
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Protocol Type: face recognition IPC, face recognition NVR and FR Terminal (Face Recognition Access Control Terminal) are optional. If

face recognition IPC/NVR/terminal is selected, please select the corresponding device and click to add the device. Then this library
and its targets will be added to the face database of the added device, but the face database and its targets cannot be added to this library.

A menu box will display by right clicking the library name as shown below.

B &5 Intelligent Analysis Server

K 2(Suc Modify
2 3(Fail B
Delete

Forcedly Delete

Select “Modify” to modify the library name. Check “Synchronous” and then you can add or delete devices. If adding a device, all targets
in this library will be copied to this device. If deleting the added device, all targets of this library will be cleared from this device.

Click “Copy to” to copy the current library (A) and its targets to another library (B) and create library (B). If “Copy to” face recognition
NVR/IPC/ terminal is selected, the current library (A) and its targets will be added to the face database of the above-mentioned device.

Click “Delete” to delete the current library.

Forcedly Delete: This function is used to delete the library linking the face recognition NVR/IPC/terminal. When the FR

NVR/IPC/terminal is offline or disconnected with the intelligent server, you shall select “Forcedly Delete” to delete the relevant library.

®  Add Targets

Then click this object library and click [Add Target] to create a target.

' e — . : Import Target X
Add Target Add Multiple Targets ‘ ‘ Import From Folder Saarch Rl
AN

Reverse select current page N=
& face picture
Add Target [ » @ image
|» 8 record

| » 8 System Volume Information

sy

Name: | | girth Date: [19-052> == — ﬁ
S =
- Country: | Ty :
— o =
o Province: | | City: | o “ ‘\F'/-
S O 2jpg O rjpg
DNO: | |
Remark: | ‘
The 1 /1Page Per Page| 10 Vv |Entry 1.2 Total: 2
| 0K HCanceI|

Adding multiple targets:
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Delete Add Target H Add Multiple Targets }| Import From Folder H Clear All Targets H Custom H Export |E

(£ 0pen \ Object ID

() [0 » Libraries » Pictures » ~ [ 4 || search pictures o
1
me - s (2] @ @
43¢ Favorites o 2

B Desktop ’ \
1§ Downloads =
5] Recent Places “ .

Helen Hu

n

4[4 Libraries
> [ Documents
v gl Music
4 [ Pictures
£ My Pictures
¢ |, Public Pictures
& [ Videos

48 Computer
> &, Local Disk (C3)
» s Local Disk (D)
» = Local Disk (E2

File name: ~ |ImageFiles("jpg ".png~.gil =

Import from folder:

Folder & Subfolders: After clicking [Import from Folder] and choosing “Folder & Subfolders”, choose a folder including multiple
subfolders and then all pictures in the folder and its subfolders will be imported.

Current Folder: After clicking [Import from Folder] and choosing “Current Folder”, choose a folder including multiple subfolders and
pictures. Then pictures in the folder will be imported, but pictures in the subfolders will not be imported.

Modify or delete targets:

Click @ to modify the information of the target. Click T to delete the target.

Click [Custom] to customize the target information.

| Delete l ‘ Add Target ‘ [ Add Multiple Targets ‘ ‘ Import From Folder ‘ | Clear All Targets l l Custom | ‘ Export ‘ [ Select current Page
Reverse select current page | =
':_‘: Name: IP Camera01 Birth Date: 05-19 Name: 2 Birth Date: 05-19

rrt

Gender: Male IDType:  IDCard O Gender: Female IDType:  IDCard
. IDNO.: Country: IDNO.: Country:
N
Remark:  IP Camera0l.j--- Remark:  2.jpg

@ status: Succe @

Name: 3IP Camera0l  Birth Date: 05-19

=1
(]
R
=]

5IP Camera0l  Birth Date: 05-19
Gender: Male IDType: 1D Card Male IDType:  ID Card

IDNO.: Country: Country:

S Remark:  3IP Camera01-- 5IP Camera01---

@ status: Success

[
El
R
El

Name: 6IP Camera01  Birth Date: 05-19 Name: 2 Birth Date: 05-19

Gender: Male IDType:  IDCard o Gender: Female IDType:  IDCard
IDNO.: Country: IDNO.: Country:
Remark:  6IP Camera0l--- Remark:  2.jpg

@ status: Success 4 W O status: Succes 4 w

Click to view the list of the target.

14.1.2 Task Management

Go to Home—>Face Surveillance->Configuration—-> Task.
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@ Select the schedule and face capture type.

There are two face capture types—face capture by IPC, face match by IPC
Face capture by IPC: if the IPC is a face detection IPC, please select it. It is selected by default.
Face match by IPC: if the IPC is a face recognition IPC, please select it.

Real-time View Search by Face Search Object Library Management ‘ Configuration

J Task Face Detection Algorithm Setting Black and white list popBox setting
Task

Face access permission setting

Schedule Setting

Monitoring Point - Apply Add
Search Q

8- (2) default area (Online/Total n...
B Device Name_E3
- i ial i Face Capture by IPC
B Device Name IPC Device Name facial ipc |1 p y

Device Name _facial ipc Face Match by IPC

B Device Name_ptz

] 7*24

@
=) 5124 Z ()

Empty

-~ @M Device Name_thermal ipc
B facial ipc

@ Set face match type.

Face Match by IPC: select the IPC, click @ and then double click the library that links the face database of IPC. Make sure this IPC
supports face match function.

B &5 Intelligent Analy...
A 1(Success)

8 P21 2(Success)

2 3(Failure)

Intelligent ...

Unmatched e

<

>
Double click the library name to add; double click the added object library to remove it.

Schedule and face match configuration of NVR:

You can log in the web client of the NVR and then configure the schedule of face match, select the face group and set the similarity to
realize the auto report of the face match result as shown below.

Camera Name 1PC2333

Face Recognition

Live Display Playback Search and Backup Intelligent Analysis Function Panel

Recognition
e Function Panel » Face Recognition Face Database Plate Database
EE Event Notification
Alarm-out|E-mail| Display| Buzzer Camera Name Enable Ml Successful Recognition [ Stranger
1PC2333 v
|Push Message|Audio|Light|
Alarm Server

Parameter Settings Successful Recognition Stranger

rocosrowy T 9 A o1

Face Recognition

Detection Recognition

r-?:e R:C[ﬂEg:i:::leﬂl Face Database = Plate Database = @ ) [~
People/Vehicle Perimeter|More Enable [ Stranger Text Prompt [

% General Event seffings  Successful Recognifion _ Stranger [ Enable alarm output pulse(Access Control)

Iﬁl\'nﬂ S:::: " Face Group similarity (%) - [ Trigger General Record m A
::::;::;:ﬁ::\zt‘;:szml o1 — [] Push ‘ 1PC2333

The alarm type: Matched or Unmatched can be optional.
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If “Matched” is enabled, a) when the captured face picture is successfully matched, this result will be pushed to the alarm service and then

the match pictures will be shown in the Real-time View interface of Face Surveillance module; b) when the captured face picture is
unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be shown in the Real-time View
interface of Face Surveillance module too.

If “Unmatched” is enabled, a) when the captured face picture is successfully matched, this result will not be pushed to the alarm service;

b) when the captured face picture is unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be

shown in the Real-time View interface of Face Surveillance module.

Note: If the schedule is not set, the match result will not be pushed.

14.1.3 Real-Time View

If the IPC supports face detection, you will view the face capture picture.
The screen display mode: 1/4/9/16 can be selected.

arch by Face Searct Object Library Managemer

t  Confiruratio
TNy : i R
el B
default area (Online/Total nu ‘-.-j [ =
200 (Online/Total number N N a‘ >
10.100.10.75_8443_CAM001 & %
IPC P l AN
IPC , ‘

\ &

® nvr_IP Camera0l

Clear List

o

3
g

Put the cursor on the captured picture and then click + to add the capture picture to the library.
Select the library on the left and then fill out the information of this target. Click [OK] to add.

I

Intelligent server
R 1(Success)
8 nvr(Success)
R yt(Success

OK Cancel

Put the cursor on the captured picture and then click __ to quickly search images by this picture.
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Real-time View Search by Face Search Object Library Management  Configuration
Face Recognition NVR St
Search Q Track List View E-Map Track View
Oaw2a B ~
0@ 28181 l
8 0@ IPC
& 0@ default area (u] 1 2020-04-1115:2532 ®
2 & 0 10.100.10.135 6036
& [0 @ 172.16.48.191 6036
0 @ 172.16.48.194 6036
& 0 0 172.1648.195_6036 o < e aeril @
Mo v
Select Image
=] 3 2020-04-11 15:25:33 225-1 )
0 4 2020-04-11 152534 2251 . O]
Start Time 2020-04-11 00:00:00 - o : 2020-041 15253 51 ; ®
End Time 2020-04-11 235950 =
Max. Number | 100 — = e N v
< S S bl
Simlariyey) (B | setlectan || w || clearan | | Playback selection |
ec everse ear layDacl on
Search m

Put the cursor on the captured picture and then click [& to quickly download the captured picture.

The right panel of the real-time view interface is face match result area.
Click it to view the matched details.

rified Target Info &

Alarm Resource: facial ipc Alarm Time: 2020-05-19 18:30:24

Name 3IP Camera01 | Gender | Male
Birth Date | 2020-05-19 | LibName |1
ID Type ID Card

ID No.

OK Cancel

r_T

Click 0 to clear all face match result.

r_ A

Click -ga to hide the unmatched result.

14.1.4 Search

@ Go to Face Recognition > Search interface.

@ Select the IPC and picture source.

@ Select the captured match pictures from intelligent server or face recognition NVR.
@ Set the start and end time and then click [Search] to search the face pictures.
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RealtimeView  SearchbyFace = Search = Object Library Management  Configuration

Search Snapshot |~ Search Alarm

Monitoring Point 1 ~
Q

& [0 & default area (Online/Total ---
) & 200 (Online/Total numb---

) ® 10.100.10.75_8443_CA

Dmipc % 5 4 Z ,

O = 1PC P € - p g . i’ >3 2
= —— c o facial ipc facial ipc facial ipc tacial lpc

¥ facial ip 202 9 18:3022 20200519 18:3303 i 20200519 18:33:15 [l 2020051918318

(5 nvr_IP Camera0l1 = -} 4 L y d

LY
' e B
facialfpe facialipe facialipe facialipe facial ipc
20200519 16:3326_Jil 2020.05-191835.08 Jl 2020.05.1918:39:13

pc facialipc facialipe
20260513 18:41:00 [l 20260513 18:41:01 il 2020.05-19 18.41:06 [l 2020.05-19 184331 2020-05-1918:4339 [l 2020-05-19 18:43:39

Intelligent Server v

Start Time 19-05-2020 00:00:00 =

End Time 19-05-2020 23:59:59 15|

[ search |[ Export 40/40

Put the cursor on the captured picture and then some shortcut buttons will be displayed.

facial ipc
2020-05-19 18:30:26

Click + to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
add.

Put the cursor on the captured picture and then click __ to quickly search images by this picture.

Put the cursor on the captured picture and then click & to quickly download the captured picture.

14.1.5 Search Image by Image

@ Set the schedule and make sure all channels can be recorded normally.

Record Playback

Record Playback | By Time Slice | By Event
% ByTag | Backup | Search Picture
Record Setting | Schedule Setting

@ Select a picture and picture source.

® Set the start time and the end time.

@ Set the maximum count and similarity.
® Click [Search] .

Click @ to play the record in a small window.
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Real-time View | Search by Face ‘ Search  ObjectLib

¥ Confi

Search Q
& O @ default area
-~ O@200

Select Image

StartTime | 19-05-202000:00:00
EnaTime
Max. Number
St

Search

Search Result

Track List View E-Map Track View

| Select All H Reverse H Clear All | ‘ Playback Selection

®  E-Map Track View:

@ Create a E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.

| Create Map ” Modify Map || Delete Map

S —
e —

Map Type © Baidu Map @ Picture Map

Menitoring Point

Sensor

Subsystem

N —

@ Search the track

Click [Play Track Line] to play track line.
Click [Playback by Tracks] to play back records as shown below.
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Real-time View | Search by Face  Search  Object Libvary Management  Configuration
Search Result .
} Q Track List View E-Map Track View
™ ipc-26-9525A3 2 an

@ A3-5MP (Online/Total number:0/0)
B [ E3-4MP (Online/Total number:1/2)
™ 5541E3 3. 6mme78
™ 9541E3-3 6mme 77
2 () default area (Online/Total number:12/12) : oty - o
@ 10.100.20.114_6036 (Onkine/Total nu. . ¥ ) Playback
@) 172.1648.193_6036 (Onfine/Total nu.. - -
Q) 172.1648.194_6036 (Online/Total nu.. g . 200197210/ 09 1S
@ 172.1648.64_6036 (Online/Total num. .
# Q) HKDH (Online/Total number:8/8)
& @ IPC (Online/Total number4/4)
106
| =P Camera2}d v
Select Image

Start Time 2019-10-09 00:0000 &2

£nd Time 2019-10-09 25959 2 1 E oY . S '

Maxcount | 100 - | et | =

similaity(s) |60 It AR N LT T s @—@,1@@,

search [T [EETEEY ([ Py vrack Line || prayback by Tracks || E-Map setting |

14.1.6 Configuration
@  Set the schedule.

Task Face Detection Algorithm Setting Black and white list popBox setting Face access permission setting

:
Search Q
E--[ (=) default area (Online/Total n... ]
; : gz:zg :::z:f;C *facial ipc 1 Z Face Match b[E
-~ WM Device Name_facial ipc

- B Device Name_ptz

B Device Name_thermal ipc
facial ipc

Task

@ Face Detection Algorithm Setting
Set the similarity of face match by default and FTP as needed.
If FTP is configured, the captured face pictures will be automatically uploaded to FTP server

Similarity
Similarity(%) | 75 |

Send Captured Pictures to FTP
(D Enable FTP
FTP Server Address [ ]

FTP Server Port | 21 ]
FTP File Path | / |

0 Anonymous

®  Pop-up Window Setting
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Black list O Popup @ Don'tpop up
White list O Popup  ® Don'tpop up
Stranger O Popup @ Don't pop up

Duration Time of VIP Box (s) QO Always show ® Automatically hide (after 3s) O Automatically hide (after 55) © Automatically hide (after 10s)

In this interface, you can choose whether to pop up the window when the camera detects a stranger or the person of blacklist or white list.
Additionally, you can choose the duration time of VVIP Box(s).

14.1.7 Face Recognition Terminal Access and Configuration

The setting steps are as follows:
1. Log in the Face Recognition Access Control Terminal (FR Terminal): If this is the first use of FR Terminal, please configure its IP

address first. Click the menu icon in the bottom right corner of FR Terminal to pop up a login box. Enter the password and click [OK].

Please input administrator password
Menu

\

Cancel OK

2. Modify the IP address of the FR terminal. Click Settings>Ethernet Setting>Ethernet> Ethernet IP Mode-> Static to modify IP

address.

6.116.116.116

“E‘lhomﬂ Ip mode
| static

3. Create API in the web client of FR Terminal to get username and password.

Note: Only Google Chrome can be used to log in the FR Terminal. Please enter http://ip:8081 in the address bar of Chrome. The default
user name is admin and the default password is admin too.

Go to the API interface to create the ClientID and ClientSecret as shown below.

Self-define the Clientld and ClientSecret.
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http://ip:8081/

English

Usemame S admin

Password (T e

@

admin

Central Management System wx um G Gt

My Application

test1
Appld testl Create Time :2019-09-24 10:56:42
Clientid a7bcd7a075ebbedha29d225ac35e74 | Appiication Instructions

ClientSecret :  3e71572910200006

4. Platform access:

Note: The FR terminal only can be controlled by one platform. Please do not connect one FR terminal to multiple management
platforms.

Start the monitor client and then go to the “Add, Edit or Delete Device” interface. Choose “Encoding Device” and then click [Add].
Click the “Manually Add” tab to add a FR terminal. The protocol shall be “FR Terminal”.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Device Type [ Delete ] l Select Area I l Select Transfer Server I l Select Storage Server l I Batch Upgrade for IPC I
Add Encoding Device
—
Quickly Add Manually Add
Storage Server (Online/Total numbg
Media Transfer Server (Online/Total

Alarm Server (Online/Total number: 1P Address:0.0.0.0 ‘ Standard v ‘ 6036 admin CYYYTTY
TV Wall Server (Online/Total numb:

Search Q

Decoder (Online/Total number:0/0)

Intelligent Analysis Server (Online, Initiatively Report GB28181 Device

Standard ...
Hikvision
Dahua
ONVIF

Select Transfer Server Select Storage Server | Storage Server v
Default password
Select Area | (3 default area v (O Automatically Link Area
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Add Encoding Device

Quickly Add Manually Add Initiatively Report

IP Address:0.0.0.0 FR Terminal 8081 M

IP Address:0.0.0.0 Standard D... 6036 admin ssscee

The username must be the same with the Clientld of the FR Terminal.
The password must be the same with the ClientSecret of the FR Terminal.
Please get the Clientld and ClientSecret from the web client of the FR Terminal (See Step 3 for details).

5. Link the FR terminal to a library

(1) Add a library and create a blacklist or white list.

Go to Face Surveillance> Object Library Management interface. Right click the intelligent server name and then click “Add” to add a
library.

Protocol Type: please select FR Terminal.

Enter the library name and select the FR terminal. Then check blacklist or white list.

Add Object Library

Real-time WView  Search by Face Search . Object Library Management | Comnfiguration

T a— Add Object Library Object Library Name 10XV |
- : B Protocal Type | FR Terranal |
Inteligant Server Dfect ibrary Name | :
B OD0Euceess) . F& Terminal
[Eaos-v 17236,
///V
//
g < > L3 »
[ Blacklist ) 'WhateList 1 Synchononous MVR Albuem
< e— > < — > m

(2) Add targets
Select the library linked to the FR terminal and then click [Add Target] to add targets as shown below.
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Real-time View Search by Face Search

Intelligent Analysis Server A

B- g Intelligent Analysis Server
- R 22(Success)

£, 555(Success)
8 181 10X-Y(Success)

Object Library Management

Configuration

‘ Delete ‘

arget || Add Multiple Targets

‘ Import From Folder || Clear All Targets ‘ Apply

Add Target

Priority
Normal
(S open =
——
O\J &) v Ubraries » Pictures » = %3] [ Searct )
=5~ O @
45 Favorites
B Desktop
1 Downloads
i Recent Places
2j 3j 4]
425 Libraries irg irg irg
> [ Documents
. > ot Music
ol 4 | Pictures
Country: £] My Pictures
>} Public Pictures s 5i 7i 8
ipg ipg ipg P9
ID Type: | ID Card > B Videos
Remark: 4 8 Computer
> & Local Disk (C)
> s Local Disk (D)
> = Local Disk (E: . - .
9ijpg 10jpg 1ljpg
File neme 1jpg +  |Image Files(*jpg *jpeg “pn ~
| ==

(3) Go to the web client of the FR Terminal to view whether the target pictures are added successfully.

©

Black List

Visitor

VIP

Other

(4) Face Access Permission Setting

Please enter the following interface and then click [Add User] to bind the user and face access control terminal. Drag your mouse to select

Central Management System

02N =58 English [® Logout
B
Select all Rank~ | I
Name 1 Name
Staff No. Staff No
Card No Card No
Dept Black List Dept. Black List
Valid Valid Forever

m
9

Name

Staff No.
Card No
Dept Black List

Valid Forever

Edit

Name
Staff No.
Card No

Dept Black List

Edi
)

Name 4

Staff No.

Card No

Dept Black List
Valid Forever

Edit

L
g Name 1

Staff No.

Card No

Black List

Dept

the user on the left panel and then select the face access control terminal. Click to select it. Then click [OK] to save the settings.




Task Face access permissiénadded Face access permission setting

’ e|ec( arget user Select the face access guard
Detetely
Q Selectable Device Selected Device
O Edit| = R1 2
= 2 4 [ default area
- & 31P Camera01 (710.100.10.75_8-
@) /7, 5IP Camera01
[_J IP Camera01
O (4 YU
= facial ipc
o E/J facial ipc .
o (/] facial ipc 2
:_J & K nvr
a 4 2
IP Camera0l < I > < O >
Support Ctrl multi selection
After that, the user will be listed in the table. Click 4 change the face access control terminal. Click ! to delete this user.

(5) Configure the schedule and library.
Click Face Surveillance->Configuration—>Task to go to the Task interface as shown below. Select the FR terminal in the monitoring point

list and then click 0 to select the object library and alarm type. Then set the schedule and face capture source.

Task

2| [ Aeply
Q
B (2 default area (Online/Total nu--- Channel N--- Object Lib-- Edit Face Capture S-- V' Schedule of so--= V'
SPANEMPEEIIEEES o ool o (4] Facematchbyipc 7'24

% 10.100.10.75_8443_CAMO001
= |PC

- 17,135 CAMOO1
® nvr_|P Camera0l

The alarm type: matched or unmatched can be optional.

If “Matched” is enabled, a) when the captured face picture is successfully matched, this result will be pushed to the alarm service and then
the match pictures will be shown in the Real-time View interface of Face Surveillance module; b) when the captured face picture is
unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be shown in the Real-time View
interface of Face Surveillance module too.

If “Unmatched” is enabled, a) when the captured face picture is successfully matched, this result will not be pushed to the alarm service;

b) when the captured face picture is unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be
shown in the Real-time View interface of Face Surveillance module.

If the schedule is not set, the match result will not be pushed.

(6) View the face match alarm information
After you configure the above items, you can view the alarm information in the Real-time View interface of Face Surveillance module.

You can also go to the web client of FR terminal to view the alarm information.

14.2 Line Crossing Counting
14.2.1 Task Management

Go to Home->Line Crossing Counting-> Task Management. Click the camera with the line crossing counting (or target counting) function
and then select the schedule. After that, click [Apply] to save the settings.
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Historical Statistics

Task Management Real-time Statistics Summary Statistics

i
= () default area (Online/Total nu--- IP Channel Name Schedule -
- (1200 (Online/Total number:--- P Camera0l -
% 10.100.10.75_8443_CAMO001
B¢ |PC facial ipc 7*24
- B facial ipc IPC 724
ey nvr_IP Camera0l IPC 7424
CAMO01 OFF

14.2.2 Real-time Statistics

Go to Home->Line Crossing Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live
image. The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the
system will automatically analyze the daily and monthly flow trends.

Before view the statistics, please go to Home->Resource Management->Device Setting—>Line Crossing Counting interface to set the alert
line, entrance/exit, detection target, etc.

Task Management Real-time Statistics Summary Statistics Historical Statistics

‘ Monitoring Point ~ Type [Human = V|
. Q Daily Flow Trend
B (2 default area (Online/Total n... 5 - —— 2
e 02006709416 16704 2
3 ] ) s
B Device Name IPC — Q . . =3
W Device Name.facial ipc 3 = 3 Qu»‘ s
B Device Name_ptz -
B Device Name_thermal ipc \ Z 12
=< name S i \"5; 2 9
® name I = 3
s . >
- .
3
o800 02:00  04:00  06:00 0:00  10:00 12:00 14:00 16:00 18:00 20:00  22:00
Time/hour
° Monthly Flow Trend
=
s
. =]
Monitoring Point:ptz L
People Entry 38995 People Exiting 48847 z 2
L
Vehicle Entry 40366 Vehicle Exiting 30289 % $
>
Non-motor Vehicle Entry 2319 Non-motor Vehicle Exiting 1297 L

it
80T 503 605 607 6-09 611 G135 65 617 615 621 623 006 627 628
Time/day

Please select the type as needed to view the flow trend.

14.2.3 Summary Statistics
Go to Home—>Line Crossing Counting—>Summary Statistics.

Before setting summary statistics, please set E-Map by going to Home>E-Map—> E-Map Setting first. Drag the camera with the line

crossing counting function to the specified area.
Then return to the summary statistics interface. The results of summary statistics of the specified multi-channel can be viewed.
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Task Management Real-time Statistics Summary Statistics Historical Statistics

Map Management I - $ Daily Flow Summary Trend
s a| Flow Summary Statisticsyee [Hunn M| :
a8 W1 Enter 28 Leave 1 L m
» oo
l:] 3.
S 18
§ 12
6
‘ Office
H: 0 2:00 4:00 6:00 8:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 0:00
Time/hour
Enginesding we we gon’mm 5 ovnor || £ i .
oom
Department Female Male *E“ i > Historical Flow Contrast
77777 - Cmm———————————comﬂm————‘——n—w’——.
! | Reception 36
| : o — | Desk 30
Conf onfereng me: £ "
Comdor | Enter: 28 v o SN Marketing | 2 u
Leave: 1, oo 4 EOT™eISE | Department g S |
3 ptz | 5
Test | @ | Lobby Si12 '——1‘
Department | @ : rchasing | 6 o
\ 4 partment |
! | | %—3 64 6-5 66 67 6-8 6-9
1 1 | Time/day
—————————— - — — = Comdor — — — — — o
Corridor — Flow Control Statistics
Test Room
Internetional General
Financial HR
R8D Department Marketing Manager
Department |  pepartment Roo;w
Warehouse
@1rc Smart IPC
O sensor

14.2.4 Historical Statistics

Go to Home—>Line Crossing Counting—> Summary Statistics. In this interface, the statistic results in a long period of time can be searched

which can be shown in histogram or curve chart. Additionally, the statistics of different targets can be viewed here.

Task Management Real-time Statistics

Summary Statistics | Historical Statistics ‘

Monitoring Point ~ ) . L.
- Historical Flow Statistics
Search Q
& () default area (Online/Total number:3/8) _ .
. Batch export 49 | Line Chart v
~ WM Device Name_E3 42 -
B Device Name IPC Daily Report—Single—channel Single—period-Enter
B Device Name_facial ipc
< Device Name_ptz \ == ptz(2020-06-09 00:00:00--2020-06-10 00:00:00) \
- M Device Name_thermal ipc 36|
B name
B name
: o
S M|
2
@
>
5
°
£l
=
S
=4
3
2
S 1l
>
i
©
=
=
Report Type: [ Daily Report v I E 12
=
Contrast Type: [ Single-channel Single-period v] =
Director: I Enter v I ol
Period 1: [ 2020-06-09 =
Period 2: [2020-06-08 =
Type [ Human T I N
l Search ] Time/hour
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Task Management Real-time Statistics Summary Statistics ‘ Historical Statistics

oring Po

Search Q

B (1) default area (Online/Total number:3/8)
B Device Name_E3
4 Device Name_IPC
B Device Name_facial ipc
B Device Name_ptz
B Device Name_thermal ipc
@< name
B name

Report Type: [ Daily Report 2 ]

Contrast Type: [ Single-channel Single-period ‘v ]

Director: [ Enter M
Period 1: [2020-06-09 =
Period 2: | 2020-06-08 =
Type [ Human v I
l Search l

Human/Motor Vehicle/ Non-motor Vehicle

Historical Flow Statistics

Batch export - Bar Chart v

Daily Report—Single—channel Single-period-Enter

‘ 21 ptz(2020-06-09 00:00:00--2020-06-10 00:00:00) |

5 6 T ] 9 0 11 12 13 14 15 16 17 18 18 20 21 22 23 24

Time/hour
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1.

15 Troubleshooting

How to modify the password by yourself?

Login monitor client and then go to the Account and Permission interface. Select the account and click I 1o modify the password.

Modify User x

Enable [

User Name* | 1| |

Old Password*

Password* | 123456 |

Confirm Password* | 123456 |

Display Password

Permission Group* | 1 v |

Bind MAC Address

Remark | |

2. Unable to work normally after starting server.

1)

Please check whether the port is ocuppied and view the run status of the service as shown below

1% Windows Task Manager Qlﬂlg

File Options View Help

| Applications I Processed | Services | performance I Netwarking I Users |

o~
Mame FID Description |513tu5 |Grou|:| i

AudioEndpointBu... 1100 Windows A...  Running LocalSy:
ServerTrayMgrApp 5056  ServerTray... Running MA
AlarmServerapp 2852  AlarmServ...  Running MA
Tvwallserverapp 3456  TVWalServ... Running MA
StorageServerApp 2860 StorageSer...  Running MA
{ MediaTransferSe,,. 1096  MediaTran... | Running | M/&
ConfigServerpp 4316 ConﬁgServ...l_W NfA
AuthenticationSe... 4592  Authentica...  Running MA

wpsdoudsvr WPS Office... Stopped MA
ZhuDongFang'u 4796 EzhEATH Running A
Wsearch 4540  Windows 5...  Running A
WMPMetworkSve 4688 Windows M...  Running A
WmiApSry WMI Perfo...  Stopped MA
whengine Block Level...  Stopped MA =
dq 1 | 3
Processes: 60 CPU Usage: 0% Physical Memory: 59%

3. The device information cannot be seen or the device is offline after the user logins to the monitor client.

1)

Please check whether this user account is an administrator account. If this account is an operator account, please check whether it has

the authority to view the device information.

2)

Please check whether the media transfer server of the device has been started.
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4. The alarm information cannot be received after the user logins to the monitor client.

1)  Please check whether the schedule of sensor alarm, motion detection alarm and so on are set in the NVMS system.

2)  As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have
enabled.

5. The record cannot playback after the user logins to the monitor client.

1) Please check whether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2)  Please check whether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3)  Check whether there are record data in the playback channel and whether the record source and the start time and the end time of the
playaback is set up correctly.

4)  Please check the record schedules of the storage server are set correctly.

6. The configuration of devices cannot be modified remotely after the user logins to the monitor client.

1)  When the device configuration is required by the monitor client and prompt “Someone is configuring. Please try later”, please open
the IE browser to login to the device remotely and then go to “Online user” interface to see if there are any other users logging in.

2)  Please go to the live to see whether the device is being set up.

3)  Ifthe problem still exists, please contact your device manufacturer.

7. The preview image on the client cannot display fluently.

1) Please check whether the CPU occupancy rate of the client platform is 1200% or there still has usable memory. This situation will not
emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2)  Please check whether the network environment is supported, including whether the uplink bandwidth of the device and stream match
and whether the downlink bandwidth of the media transfer server and the streams of all channels of devices match.

3)  Please check whether the media transfer server is overload operation.

8. After starting the authentication server and media transfer server, the storage server still cannot save.
1)  Please check whether channels of devices are added to the storage server.

Notes

1. Please use super administrator or standard user (permission control is set to “Never Notify”) to log in operation system, install and use
servers and client software.

2. The resolution of the surveillance client’s monitor shall be more than 1280*960.

3. If you want to delete the files of a server, please stop the server first.
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