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1 Introduction

1.1 Introduction

1.11 Summary

NVMS Professional is a newly integrated security management platform released by our company, seamless access to all products of our
products and encoding devices of the famous manufacturers in the industry (like Hikvison, Dahua, etc.). With the powerful capability of
video surveillance management, real-time preview, record storage, record playback, record download, alarm linkage, decoding on TV Wall,
keyboard control, vehicle entrance and exit management as well as intelligent analytics are supported. Moreover, multi-subsystem of the
third party in the security surveillance industry can be accessed to this platform, such as alarm system, access control system, visual
talk-back system, one-key alarm system, e-fence and so on. Additionally, due to its open system architecture, its SDK/OCX can be
provided to the third party for secondary development. Therefore, NVMS Professional can meet the client’s demands of centralized
multi-subsystem management and multi-business convergence and can be widely used in the video surveillance of industrial park,

education, banking, chain stores and buildings.
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NVMS Professional Server

=
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Face Face Perimeter Alert
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1.1.2 Software Architecture
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1.2 System Components

1.2.1 System
g N
Control Center
A“th; T Media Server PC-NVR IP-SAN
erver
(" Front-end Access ) (" Background Monitor )
Camera Tt Decoder Cg“\‘
1PC — ™ —
] ﬁ _1 -

DVR|NVR )
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1.2.2 Front-end Access
) Front-end devices include IPC, DVR and NVR.

®  You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by Cat5 or Cat5e
cables (less than 100 meters) or optical fiber.

®  Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.2.3 Background Monitor

®  Background monitors include TV Wall Client, Configuration Management Center and Monitor Client.

®  You can setup the real-time image of display devices, these display devices including TV-Wall (decoding images to show on the
TV-Wall through video decoder), digital display screen and so on.

®  Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of front-end monitor

devices.




1.2.4 Control Center

® In the control center, configure servers including authentication server and media transfer server to realize various service, such as,
device authentication(including Web), video transmission, image storage, alarm handling, etc.

® In the control center, add IP-SAN storage array to realize centralized storage.

® In the control center, connect servers and IP-SAN storage array to internet through switches.

® e take the following IP addresses for example in this manual. (Please set up IP addresses in accordance with the actual situation) :

No. Server Function IP Address

1 Authentication server Authenticate devices Cincluding Web) 192.168.50.3
2 Media transfer server Transfer images 192.168.50.4
3 Storage Server PC-NVR Store videos 192.168.50.5
4 Storage Server IP-SAN Store videos 192.168.50.6

Note: If servers are installed in the same PC, these servers shall have the same IP address.

1.3 Version

\ersion Signal access on trial Average signal access Max signal access

NVMS v2.1 32 channels video signals 300-400 channels video signals 30000-ch video signals




2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement

2.1.1 S&H Config Requirement for Control Center

Recommendation for

Recommendation for software

NVMS components . . . . Number
hardware configuration configuration
P Windows Server 2016-64bit
uthentication Server . /Windows Server 2012-64bit
Inter(R) Core(TM)i3 3.40GHz -
( including Web /Windows Server
1 or above/4GBMemory/500GB 2008(32bit\64bit) 1
Server/Alarm -
SATA/2x1000M NICs /Windows Server
Server/E-Map Server ) 2003(32bit\64bit)
Windows Server 2016-64bit
Inter(R)  Core(TM)i5 7500 /Windows Server 2012-64bit
2 Intelligent Server SIUC 2 Oy v VOUITEENTS SEmeET As needed
9 4GBMemory/500GB 2008(32bit\64bit)
SATA/2>1000M NICs /Windows Server
2003(32hit\64bit)
Windows Server 2016-64bit
. /Windows Server 2012-64bit .
Inter(R) Core(TM)i3 3.40GHz IWindows Server It depends on the video format
3 Media Server or above/AGBMemory/500GB 2008(32bit\64bit) and the number of channel
SATA/2>1000M NICs /Windows Server viewing simultaneously
2003(32bit\64bit)
Windows Server 2016-64bit
Inter(R) Core(TM)i3 3.40GHz I\deOW.S SR AL EAlent It depends on the video format
/Windows Server
4 Storage Server or above/AGBMemory/500GB 2008(32bit\64bit) and the number of channel
SATA/2>1000M NICs /Windows Server viewing simultaneously
2003(32hit\64bit)
It depends on the stream,
5 HDD Capacity:500GB/1TB/2TB/3TB — channel and time of the storage
video
It depends on the number of the
6 IP-SAN Supports 16/24 SATAs e
HDD
Tips:

Configuration of face detection/recognition cameras: It is recommended to set the default capture mode to “Security Monitoring” or

self-define the snapshot interval to more than 1 second. The number of the captured face pictures of all added face detection or recognition

cameras uploaded to the platform cannot exceed 1000 pictures per minute.

2.1.2 S&H Config Requirement for Backgrounding Monitor




NVMS Recommendation for hardware Recommendation for software

Number

components configuration configuration

Inter(R) Core(TM)i3 3.40GHzor
above/4AGB DDR3/NV GT430 or | Windows 7 SP1 32bit/64bit

. ) AMD HD 6570 or above, above | Professional/Ultimate As required by
1 Monitor Client . . . .
512MB GDDR5 Memory | Windows 8 32bit/64bit Professional user
(multi-screen  : 1GB GDDR5 | Windows 10 32bit/64bit Professional

memory) /500GB SATA/100M NIC

The recommended 64-bit hardware configurations are as follows.

NVMS Recommendation for hardware Recommendation for software -
umber

components configuration configuration

Inter(R) Core(TM)i5-64002.70GHz or above

/16GB DDR3/Intel HD Windows 7 SP1 64bit
1 Monitor Graphics 530 2GB or above/ Professional/Ultimate As required by
Client-64bit NVIDIA GeForce GTX 1060 6GB Windows 8 64bit Professional user
or above , ( multi-screen : 2GB Windows 10 64bit Professional

GDDR5memory ) /500GB SATA/Gigabit NIC

2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to setup firewall. All monitor ports shall be opened in the installed

servers. The open ports are as follows:

Server Port Type Port
Authentication Server Internal Port 6003
Http Server Service Port 8088
Internal Port 6006

Media Transfer Server
Auto Report Port 2009
(pit_(,)\f,g; /?s-r\sliN) Internal Port 6009
Configuration Server Internal Port 7002
Alarm Server Internal Port 6033
TV Wall Server Internal Port 6036
Access Server Internal Port 6013
Intelligent Server Internal Port 6069

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be modified

accordingly in the firewall configuration.

2.3 Confirm Installation Environment




Item Checkup Standard

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

—— Check whether the software meets the standard required (including the type and version of the operation
system, NVMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipments are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.
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3 Install and Uninstall the Software

3.1 Install the software

There are three setups-setups of MySQL, Server and Client.

3.1.1 Install MySQL
Double click MySQL.exe to install.

1) Select “T accept the license terms”, Click [Next], select “Custom” and then click [Next];

MySQL. Installer
Adding Community

License Agree

To proceed you must accept the Oracle Software License Terms.

GNU GENERAL PUBLIC LICENSE
Version 2, June 1991

(Copyright (C) 198, 1091 Free Software Foundation, Inc,
51 Franklin Street, Fifth Floar, Bostan, MA 02110-1301 USA
Everyone is permitted to copy and distribute verbatim copies
o this license document, but changing it is nat allowed.

Preamble

I The licenses for most software are designed to take away your freedom
to share and change it, By contrast, the GNU General Public License s
intended to guarantee your freedom to share and change free
<oftware--to make sure the software is free forall its users. This

(General Public License applies to most of the Free Software

[Foundation's software and to any other program whose authors commit to
lusing . (Some other Free Software Foundation software is covered by

the GNU Library General Public License instead.) You can apply it to

lyour programs, too.

[When we speak of free software, we are referring to freedom, not price.
Our General Public Licenses are designed to make sure that you have
e frocdnm to dictrinirta eaniss of fras caftwars (and Fharne far thic

Taccept the license terms

MySQL. Installer

Adding Community

Choosing a Setup Type

Please select the Setu Tvpe that suits vour use case.

Setup Type Description
[Allows you to select exactly which products you
Iwould like to install, This also allows to pick other
server versions and architectures (depending on
lyour

(©) Developer Default

Installs all products needed for
MySQL development purposes,

(@ server only
Installs only the MySQL Server
ict.

ent only

Installs only the MySQL Client
products, without a server.

@ Full

Installs all included MySQL
products and features.

@ Custom
Manually select the products that
should be installed on the
system.

<gack ][ met> ][ cancel

2) Select MySQL Servers, unfold it and select “MySQL Server 5.7”. Click ':)to add it. Then click [Next]>[Execute];

MySQL. Installer

Adding Community

and Features

Select Products and Features

Please select the products and features you would like to install on this machine.

Filter:

T [Hi st coment sandiginy I

Available Products: Products/Features To Be Installed:

- MySQL Servers
(- MysQL server
[E-MySQL Servers7

MySQL Server 5.7.14 - ¥86

Applications
MySQL Connectors
Dacumentation

J [ mex> ][ concel

3) Click [Next]>[Next], as shown below.

MySQL. Installer
Adding Community

Installation

Press Execute to upgrade the following products,

Product Status Progress Notes

MySGL Server 5744 Ready to Install

Click [Execute] to install or update the following packages

<Back | [ Exeate | [ cancel |




MySQL. Installer Tnstallation MySQI:. Instgller
Adding Community ‘Adding Community

oduct Configuration

bress Execute to upgrade the following products we'll now walk through a canfiguration wizard for each of the following products.

Product status Progress You can cancel at any point if you wish to leave this wizard without configuring all the
MySQL Server 57.14. Complete products
Product Status
MySQL Server 5714 Ready to Configure
Installation
iguration
« i »

Show Details >

| coer [ mens ][ cancel

4)  Check “TCP/IP”, “Open Firewall port for network access” and “Show Advanced Options” as shown below. Then enter MySQL Root
Password, a minimum of 4 letters.

Type and Networking MysQL. Installer Accounts and Roles
[l SanEr 8748 Root Account Password
Enter the password for the roct account. Please remember to store this password in a

Server Configuration Type

Choose the correct server configuration type for this MySQL Server installation. This
setting will define how much system resources are assigned to the MySQL Server

Config Type: Development Machine - MySQL Root Passwerd: | A

Repeat Password:

Connectivity
Use the following controls to select how you would like to connect to this server.

Password minimum length: 4

Port Number: 3306
Open Firewall port for network access

[] Named Pipe Pipe Name: MYSQL
MySQL User Accounts

[] shared Memory  Memory Name: MYSQL Create MySQL user accounts for your users and applications. Assign a role to the user that

consists of a set of privileges.

Advanced Configuration
MySQL Username Host User Role
Select the checkbox below to get additional configuration page where you can set
advanced options for this server instance.
Show Advanced Options.
<gack ][ n | [ cancel

5) Click [Add User] to set username and password. To avoid forgetting, please enter “root” and the above password. Then click
[OK]>[Next];

MySQL. Installer Accounts and Roles I MySQL. Installer Windows Service
(el e BTk Root Account Passward . MySQL Server 5.7.14 Configure MySQL Server as a Windows Service

Enter the password for the root account. Please remember to stere this password in a

Windows Service Details

Please specify a Windows Service name to be used for this MySQL Server instance
A unique name is required for each instance.

Please specify the username, password, and database role. N
pecty " Windows Service Name: AySQLS7

m 0 Usemame xoot

Host 11 Hosts (8)>

Start the MySQL Server at System Startup

Role R

_ Run Windows Service as ...
The MySQL Server needs to run under a given user account, Based on the security
jole to the user that requirements of your system you need to pick one of the options below.

Authentication

Password N

e (@) standard System Account

Confirm Password Recommended for most scenarios.
Password Strength:

© custom User
An existing user account can be selected for advanced scenarios

<gack ][ mext> |[ cancel [ <Back |[ Meda> |[ cancel

6) Click [Next] to go to “Advanced Options” interface. Please set according to the following picture. Then Click [Next];




ual

MySQL. Installer
MySQL Server 5.7.14

Plugins and Extensions

MySQL as a Document Store
Use the following controls to select how you would like to connect to this server.
[ Enable X Pratocol / MySQL as a Document Store

Port Number:

[] open Firewall port for network access
Starting with MySQL Server 5.7, MySQL supports document store development. In
orderto provide a complete document stare/NoSQL experience there is a ni
communications protocol called the X Protocol. The expanded capabilities of the X
Protocol enable us to provide modern developer APIs with features such as
asynchronous calls, pipelining, and more. In addition to implementing document
collections, the new X DevAPLalso supports relational and combined document
store/relational capabilities. Now developers, designers and DBAs can deploy
MySQL databases that implement document store, relational, or hybrid
document/relation models.

Click here to view MySQL as a Document Store online

<gack | [ mext> |[ cancel

[T] MysQL Installer

= 2|

MySQL. Installer
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7)

MySQL. Installer
MySQL Server 5.7.14

Click [Execute]>[Finish];

Apply Server Configuration

Press [Execute] to apply the changes.
Configuration Steps | Log

© stopping Server [if necessary]

Writing configuration file

Updating firewall

Adjusting Windows service [if necessary]
Initializing Database [if necessary]
Starting Server

Applying security settings

Creating user accounts

Updating start Menu Link

0000000 O0O0

Updating Firewall for MySQL Document Data Feature Set

<Back || Exeatte ][ Cancel

8)

MySQL. Installer
Adding Community

Click [Next]>[Finish].

Product Configuration

We'll now walk through a configuration wizard for each of the following produts.

You can cancel at any point if you wish ta leave this wizard without configuring all the
products.

Product Status

MySQL Server 5714 Configuration Complete.

3.1.2
1

Install Server
Double click “NVMS server.exe”.

MySQL. Installer
MySQL Server 5.7.14

figuration

Advanced Options

Logging Options
Please select the logs you want to activate for this server in addition to the Error Log. On

producion machines it can be beneficial to separate the lag files from the data.

[]

ErorLog:  YHI-PCerr
] General Log

The general query log is a general record of what the MySQL Server is doing. It should only
be used to track down issues. I

File Path: |YHI-PClog

Slow Query Log

The slow query log consists of SQL statements that took more than the given value of
seconds to execute, It is recommended to turn this log on.

YHI-PC-slow.log G

File Path: Seconds: 10
[] Bin Log

The binary log contains all database events and is used for replication and data recovery
operations. It has a performance impact on the server. Only a filename base should be given
as the server will append an approriate extension

File Path: | YH):

bin

Serverld: 1

<Back | [ Nea> ][ Cancel

Apply Server Configuration

The configuration operation has stopped.

c Steps | Log

Beginning configuration step: Applying security settings

Attempting to update security settings

Updated security settings.

Ended configuration step: Applying security settings

Beginning configuration step: Creating user accounts

Attempting to Add New MySQL Users

Added New Users,

Ended configuration step: Creating user accounts

Beginning configuration step: Updating Start Menu Link

Attempting to verify command-line client shortcut

Verified command-line ient sharteut,

Verified command-line dlient shortcut,

Ended <onfiguration step: Updating Start Menu Link

Beginning configuration step: Updating Firewsll for MySQL Document Data Feature Set
Ended configuration step: Updating Firewall for MySQL Document Data Feature Set

Configuration for MySQL Server 5.7.14 has succeeded. Please dlick Finish to
cantinue,

MySQL. Installer
Adding Community

Installa

Installation Complete

The installation procedure has been comoleted.

Copy Log to Clipboard

Select the Ul language as needed.




MVMS Server - InstallShield Wizard >

Select the language for the installation from the choices below.

Englizh [United States) R

Corcal

2)  Atip will pop up to suggest you to close the antivirus software.

rtip Iﬂ

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3) Click [Browse] to select the installation location and then click [Next].

Choose Destination Lacation

InstallShield < Back Cancel

4)  Check “Launch Software” as needed and then click [Finish]”.

NVMS Server - InstallShield Wizard

InstallShield Wizard Complete

InstallShield < Back Finish Cancel
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3.1.3 Install Client

1)  Double click “NVMS Client setup.exe” and then select the Ul language as needed.

MYPS Client - InstallShield Wizard *

Select the language for the inztallation fram the choices below,

Englizh [United States] w

Carcel

2)  Atip will pop up to suggest you to close the antivirus software.

’tip lij

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3) Click [Browse] to select the installation location and then click [Next].

NVMS Client - InstallShield Wizard

Choose Destination Location

InstallShild < Back

Canicel

4)  Check “Launch Software” as needed and then click [Finish]”.

NVMS Client - InstallShield Wizard

InstallShield Wizard Complete

InstallShield < Back Finish Cancel
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3.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of NVMS.

The uninstallation steps of the Server are similar to the uninstallation of the client.

Click “Start” = All Programs—> NVMS Server—->Uninstall to pop up the following wizard. Click “Yes” to confirm.

Then click “Finish” button to completely uninstall Authentication Server.

Uninstall Complete

Ir

i

InstallShied < Back Cancel

12



4 Login

4.1 Run Servers

Before logging onto the client, please ensure all servers are working normally. Having been installed successfully for the first time, the
server tray will minimize on the taskbar of the computer. Double click the server tray icon to pop up the server tray interface. You can also
right click the server tray icon and select “Display main interface to pop up the server tray interface as shown below.

|4 serverTrayun n ‘ i--*;_-li-lm
1 OO
Server Status set Port Configure
Stap Al Management Server D Running 9 Stop 6003 Apply
Database Server b Running | contigure
Configuration Server D Running Stop 7002 | Apply
HTTP Server D Running stop | 8080 | Appy
Transfer Server b Running Stop. 6006 Configure
1020527 Starage Server b Running Stop 6009 Apply
Ao Server [ ruming sop || eosm [ e
Access Server D Running Stop 8013 Apply
_ TV Wall Server D Running Stop 6036 | Aeply
T O TS Intelligent Analysis Server b Running Stop 6069 Apply
i I 0(d)0(h)18(m)16(s)
Display main interface
Quit

The working status and port can be checked from the server tray. All servers can be stopped and restarted. Additionally, all server ports can
be modified as needed. Click the corresponding port number to modify it and the modified port can be saved automatically after you move
your mouse to another place. Moreover, database can be configured by clicking [Configure].

Database Server Configuration
Addr ezs 127.0.0.1

FPort 3306

Fassword 25089899

’ Test ] ’ ()4 ] ’ Cancel

Please set up according to the actual network.

4.2 Login

Double click the shortcut icon of “MonitorClient” to run the software as shown below.

User Name| admin v ‘

Password | sscese ‘

Authentication Server | 10.20.52.7 v ‘ ‘ 6003 ‘

& Remember Password O Auto Login

@ Enter username and password (the default username is admin; the default password is 123456).

@ Enter the IP address and port of the authentication server (the default port is 6003).
Check “Remember Password” or “Auto Login” as needed.

® Click [Login].
If you forget the password, please click “Reset password”. Then a small window will appear. You can reset the password by answering the

13



Reset super administrator password &

Config Server | 127001 [7002 |

pre-defined questions.

Problem:

Answer:

Answer:

Problem:

l
|
Problem: | v
|
I
|

Answer:

If this is the first time for you to log in, please enter the User Account Setting interface to change the default password and set the

encryption as needed.
After you log in, a record partition setting box will pop up. Please select the desired record storage location. Then click [OK] to save the

settings.

Record Partition Setting

“ D 183.01GB | 118.17GB

O E 182.74GB  127.72GB

Cam(e‘

4.3 Main Menu Interface Introduction
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Hom

e Resource Management Live Viewl

Record Playback

Live View

Live View | Alarm View | E-Map Monitoring

Record Playback

Record Playback | By Time Slice | By Event
By Tag | Backup | Search Picture
Record Setting | Schedule Setting

L v o

E-Map

E-Map Setting

TV Wall Management

TV Wall Setting | TV Wall View
Task Setting | TV Wall System Setting

P

Resource Management

Add, Edit or Delete Device | Device Setting
Area Setting | Channel Group Setting

Account and Permission

User Account Setting
User Permission Group Setting

Alarm Center

Alarm Log | Alarm Linkage
Schedule Setting | Manual Alarm Out

LY
)

Alarm System

Subsystem | Zone | Alarm Linkage

Access Control Management

Open the Door Remotely | Alarm Linkage
Log Query | E-Map ACS

Device Alarm Channel Alarm Subsystem Alarm Zone Alarm Sensor Alarm Attendance Alarm ACS Alarm Offline Alarm Server Alarm

®

Unhandled Alarm Number:8

2019-08-22 15:01:53  1234567891123456

78921234567893... Channel-...

2019-08-22 15:01:53  123456789112345678921234567893... Channel-...

Alarm Time Alarm Resource Alarm Type Record Pl... Snapshot...
2019-08-22 15:18:49 al-64_106 Channel-F...
2019-08-22 15:16:50 al-64_106 Channel-F...

Delete  Handling ...
_|u-|J|_ Unprocess...
_|u-|J|_ Unprocess...
_Iﬁl_ Unprocess...
_“E“_ Unprocess...

5

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar
Description
1 Menu Bar Status Bar
2 Tab Bar Alarm Information Bar
3 Functional Areas
Tab Bar
Menu ‘ Description
View “Live View”, “Edit live view”, “Change home page”

Including “Live View”, “Record Playback”, “E-Map”, “TV Wall Management”, Resource Management”,
“Account and Permission”, “Alarm System”, “Alarm Center”, “Access Control Management”, “Face

System Surveillance”, “Parking Lot Management”, “Face Greeting”, “Face Attendance”, “Line Crossing
Counting”, “Record Management”, “Operation and Maintenance Management”, “Local Management”,
etc.

Help Including “User Manual”, “Register” and “About NVMS”

Functional area

®: click it to view more menus.

Menu Description
Live View To view live images and to record, snapshot and talk, etc.
Record
To remotely play the local records or back up records.
Playback ypay P
E-Map To manage and display maps, hot spots, etc.




TV Wall . .
To set TV wall and decoding videos on TV Walls

Management

Resource To add, modify or delete areas, devices or servers.
Management
Account and . -

. To add, modify or delete user account and set permissions for these accounts.
Permission

Alarm Center | To set alarm linkage and schedule; To search alarm logs.

Alarm System | To set alarm subsystem, zones and linkage of the alarm server

Access Control

To open the door remotely or set alarm linkages or view e-map or search log.
Management

Attendance

To set alarm linkage or view logs.
Management

Parking Lot

To manage vehicles in the parking lot
Management g P 9

Face

. To recognize, compare or search face.
Surveillance

Face Greeting | To welcome visitors based on face recognition technology

Face Attendance | To help to manage staff attendance based on face recognition technology

Line Crossing

. To monitor and analyze people/vehicle flow in real time
Counting

Operation and
Maintenance To search, export and maintain logs.
Management

Local

- . To set record path, snapshot path, system startup and maintenance, overload and alarm view.
Configuration

Other buttons:

Description

Click it to hide the interface.

Click it to zoom in or out the interface.

Click to exit the software.

Click it to add the live view page.

When the tab pages exceed the applicable numbers, this icon will display. Click it to view the hidden
tabs.

___[Dix el
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5 Device Management

5.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Device Type A / l Delete ] l Select Area l l Select Transfer Server l l Select Storage Server ] l Batch Upgrade for IPC l l Batch Upgrade for ANPR Camera l l Select SOP l Search Q

Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0) @ Device Name Standard Device 0 32 4 10.20.15.192 6036 default area  Transfer server Storage server Online

Click [Add] as shown below.

Add Encoding Device

Quickly Add | Manually Add  Initiatively Report Device Quantity:45
O Device Name 10.20.18.38 Z 6036 255.255.0.0 Standard Device 14.4 OO:IS:AE:SD:SE:B]
O IPC 10.20.23.36 C/J 9008 255.255.0.0 Standard Device 5.0.1.0 00:18:AE:12:34:58
O 405 10.20.23.79 @ 9008 255.255.0.0 Standard Device  5.0.0.0 00:18:AE:12:34:58
O IPC 10.20.19.102 z 9008 255.255.0.0 Standard Device 5.0.2.0 00:84:24:43:0F:69
O CSe3&Am 10.20.23.101 @ 9008 255.255.0.0 Standard Device  5.0.0.0 00:18:AE:34:78:7E
O IPC 10.20.23.77 Z 9008 255.255.0.0 Standard Device 5.0.1.0 00:18:AE:56:25:23
(m] IPC 10.20.23.8 @ 9008 255.255.0.0 Standard Device 5.0.0.0 00:18:AE:12:34:57
O IPC 10.20.18.14 Z 9008 255.255.0.0 Standard Device 5.0.2.0 00:18:AE:23:34:45_|

< >
Select Transfer Server Select Storage Server
Select Area (O Automatically Link Area
Default password

5.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices from different manufacturers, such as Hikvision, Dahua,
PMS, etc. The default username of the standard device is “admin and the default password of the standard device is “123456”.
Note: * The default media transfer server and storage server can be selected when adding devices. Users can also create new media
transfer server and storage server in advance (see Add Media Transfer Server and Add Storage Server).
* Area must be set up before adding devices. Click [Add Area] to create an area (See Area Setting).

5.1.2 Manually Add

Add Encoding Device

Quickly Add Manually Add Initiatively Report

IP Address

£

Select Transfer Server 1,'1'1‘,":‘,’ Sever W ] Select Storage Server \ v \

Select Area | (2 default area N ] _ O Automatically Link Area

@®  Enter IP address/IP range/domain name/URL, username and password and choose protocol type.
@ Click [Test] to test whether the device is connected successfully or not.
®  Select transfer server, storage server and area and then click [OK].
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Devices can be added in batch by adding IP range.

If “URL” is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click

[Test] to test whether the device is connected successfully or not.

Add Encoding Device

Quickly Add Manually Add Initiatively Report

URL e

<

Select Transfer Server l Transfer Sever N ] Select Storage Server [ storage sever ~ l

Select Area l (2 default area v ]

Cancel

How to get URL?

Here we take the IPC of our company for example. Log in to the web client of the IPC and then go to “Config”—> “Network”> “RTSP”
interface to configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name:port/profile1”. For example:
rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.

The URL of the device of other companies, please get the URL from its web client or the third-party tools (like ODM).

5.1.3 Initiatively Report

Select the “Initiatively Report” Tab to see the following interface.

Add Encoding Device

Quickly Add Manually Add Initiatively Report

No. v N ‘Standard D:-- admin 2000008
Select Transfer Server [ Transfer Sever ~ l Select Storage Server I storage sever v ]
Select Area [ 2 default area v l CECYE] (O Automatically Link Area
b OK

@ Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.
® [fthe DVR/NVR is needed to add, please go to Network->Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP

18



address and port (default 2009) of the NVMS and then set the device number of the DVR/NVR.
If the IP camera is needed to add, please go to Network Configuration—>Server Configuration of the IP camera. Check “Do you want

IPcamera to connect Server”, enter the IP address and port (default 2009) of the NVMS and then set the device number of the IP
camera.

Select the transfer server, storage server, area and then click [OK].

5.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.

OJ E;it Device Name Type Channel ... AlarmIn ... Alarm Ou... IP Address/IP Rang... Port Select Area Select Transfer Se... Select Storage Se...
O C/J IPC Standard Device 1 1 1 192.168.250.105 9008 Default area Transfer Server Storage Server
O C/J A3H-2MP-20-210 Standard Device 1 2 2 192.168.250.210 9008 Default area Transfer Server Storage Server
fdress/IP Rang... Port Select Area Select Transfer Se... Select Storage Se... Online St... Model Version HDD Status Record St... Alarm Sta...  Delete
2.168.250.105 9008 Default area Transfer Server Storage Server Online TD-9523A3-FR 5.0.0.0(1836) B:l _|||_-|||_
2.168.250.210 9008 Default area Transfer Server Storage Server Online IPC 5.0.0.0(1499) (] _UE”_

The device channel number, alarm status, online status and record status can be viewed from the above table.

Click [__/J to modify the IP address, port and so on.

Click IMI to delete the added device. Check the devices and click [Delete] to delete devices in bulk.

5.3 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Batch Upgrade for IPC] to upgrade
the firmware of IPC. If you want to upgrade the firmware of ANPR camera, click [Batch Upgrade for ANPR Camera]

‘ Select Area ‘ ‘ Select Transfer Server ‘ ‘ Select Storage Server | Batch Upgrade for I%Bat(h Upgrade for ANPR Camera ‘ Selec

Device Name Type Channel ... AlarmIn .. Alarm O... IP Address/IP R... Port Select Area Select Tr
Batch Upgrade for IPC x -

No.  Device Name IP Address Model Version Upgrade results er
1 name 10.20.17.27 TD-9553E3 5.0.1.0(7944) er

2 name 10.20.17.28 TD-9553E3 5.0.1.0(7944) er

= ‘ Upgrade ' Cancel ]

Note: When multiple IPCs are upgraded simultaneously, the selected IPCs must be the same series.

5.4 Device Setting

Go to Home—> Device Setting interface as shown below. In this interface, the parameters of the device can be set up.
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Add, Edit or Delete Device ‘ Device Setting | Area Setting Channel Group Setting

| osp Setting ; Image Setting Stream Setting Motion Detection Motion Alarm Linkage Exception Privacy Mask Setting ROI Setting Focusing Setting Preset Setting | ¢|>

Q

& () Default area
2 & A3H-2MP-20-210
& @ IPC
& IPC

Monitoring Point Name | A3H-2MP-20-210 ‘
Show OSD Name Horizontal Position | 75 ‘ Vertical Position ‘”1’00 ‘

Show Timestamp Horizontal Position | 6600 ‘ Vertical Position | 100 |

Apply

Different devices have different menus. Please configure the device according to the corresponding user manual.

5.5 Area Setting

Go to Home—> Area Setting interface as shown below.

Create Area

Parent Area | (21 default area v |

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

‘ Add H Delete All Empty Area ‘

Area Name l next ]

@ default area 3

Z
@1 12 @

E &

Click [Add] to go to Area adding interface. Enter area name to create parent area. Then click [OK] to save the settings. To create sub area,
click [Add], choose the parent area, enter the area name and click [OK].

Click E/Jto modify area; click M to delete area.

5.6 Channel Group Setting

Go to Home—> Channel Group Setting interface as shown below.

Add Channel Group x

Channel Group Name |

Dwell Time | 1 min

|
Channel Gmupl 1 |
|
|

v
Parent Channel Gmupl v

4 [ Default area
[0 A3H-2MP-20-210
O1rc
< 2 < G b

Select All Reverse  Clear Al
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Click [Add].

Select the parent channel group.

®O o6

Enter channel group name, channel group and dwell time.

Add channels to the channel group. Check the desired channels and click to add channels; choose the selected channel and click

to remove those channels; Click to add all channels; click to remove all selected channels. You can also enter the key

words to search the channels and then select them.

® Click [OK] to save the settings.

Select the added channel group and click E/Jto modify the channel; click IMI to delete the channel.

5.7 Add Media Transfer Server

Media transfer server is in charge of the video signal reception of the front-end devices (like IPC) and transfers the signal to the client to
view or to the storage server to record. The command of viewing the video of the front-end devices sent by the client or storage server is

transferred by the media transfer server to the front-end devices.
Go to Home—> Add, Edit or Delete Device—>Media Transfer Server.

Add, Edit or Delete Device Device Setting Area Setting

Device Type ~ Add Delete

Channel Group Setting

=

Encoding Device (Online/Total numbe
[J Server Name

Decoder (Online/Total number:0/0)
Alarm Host (Online/Total number:0/0) (] Transfer server
Access Control System (Online/Total n
LED Display Device (Online/Total num
Intelligent Analysis Server (Online/Tot
Storage Server (Online/Total number:]
Media Transfer Server (Online/Total n
Access Server (Online/Total number:1,
Alarm Server (Online/Total number:1/:
TV Wall Server (Online/Total number:]

Device N...

Channel ...

Client Co... Authentic... Edit Delete

Online Online E/J _m|_

Click [Add] to go to media transfer server addition interface. Users can quickly add or manually add media transfer servers.
Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and click

[OK] to save the settings.

Select the “Manually Add” tab to go to the media transfer server adding interface. Enter the server name, IP address and port and click

[OK] to save the settings.

Quickly Add Manually Add

Add Media Transfer Server X

0 1P Address

[m] 172.16.47.128
O 172.16.47.120
[m] 192.168.1.22

6006

6006

6006

Server Quantity:3

Click E/Jto modify the media transfer server; click IMI to delete the media transfer server.

5.8 Add Storage Server

Storage server is in charge of the storage of record information, including the information of schedule record, record based on motion
alarm, sensor alarm, smart detection alarm (like object removal detection, line crossing detection, etc.), responding to the search and
playback of all storage data. It also supports self-defined storage path settings and IP-SAN access.

Go to Home—>Add, Edit or Delete Device—> Storage Server.

21



Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type ~ Add Delete

Encoding Device (Online/Total numbe -

X 0J Server Name  Device N... Channel ...  IP Address Port Client Co... Authentic... Record P... Edit Delete
Decoder (Online/Total number:0/0)
’ . ' o T
Alarm Host (Online/Total number:0/0) (] Storage server 4 7 10.20.52.7 6009 Online Online = / i

Access Control System (Online/Total n
LED Display Device (Online/Total numl
Intelligent Analysis Server (Online/Tot
Storage Server (Online/Total number:1

Media Transfer Server (Online/Total n

Click [Add] to go to storage server adding interface. Users can quickly add or manually add storage servers.

Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and click
[OK] to save the settings.

Select the “Manually Add” tab to go to the storage server adding interface. Enter the server name, IP address and port and click [OK] to
save the settings.

After the storage server is added, cI|ck - to set record partltlon In the record partition setting interface, select the disk and click [OK] to

save the settings. Click Dto modify the storage server; click l_| to delete the storage server.

Note: When the remaining space is less than 14GB, the system will prompt you for the insufficient space.
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6.1 Live View

Go to Home—>Live View interface as shown below.

E A
Q
=] default area (Online/Total n...
B Device Name_E3
B Device Name_IPC
B Device Name_facial ipc
B Device Name_ptz
B Device Name_thermal ipc
-

6 Live View

1619

| Original Size

B ~ Full Screen

Close Channel
Start Record
Instant Playback
Audio On
Snapshot
PTZ Control
Start Talkback
1 1280x720 25fps
v 2 704x576 25fps
3 704x576 25fps
Channel Info

Full Screen

E 2| [} E4d Co] 5] fos] fss] Lo [T (e (o) [Co ) 1)

Self-adaptive Stream v

The descriptions of the live view buttons are as follows.

Self-adaptive Stream

[ T Eo] ] s fe A () 5% (0] [ ) (2] L)

Description Description
1 Screen display mode 6 Show the smart event detection area
2 Full screen 7 Close all preview
3 Enable/disable OSD 8 Save the current view mode
4 Enable/disable broadcast 9 Choose the camera stream
5 Manual alarm output

Channel stream: main stream, sub stream, third stream and self-adaptive stream can be optional. When the third stream is selected, the
system will automatically switch to sub stream if the channel/camera doesn’t support the third stream.

Toolbar on the display window:

Button Description Description

Button ‘

Close image 3D zoom in
[] Start/stop recording @ Zoom in
m Enable/disable audio @ Zoom out
@ Snapshot EE] Fit to window
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Y PTZ control Enable/disable talkback

@ Monitoring point setting (camera setting)

Right-click button function:

Menu Description Menu ‘ Description
Close . .
Channel Close image Snapshot Capture images
Start Record | Start/stop recordin Start Enable/disable talkback
> . Talkback
Instant Click it to play back immediately Channel Display channel name, IP address and the
Playback Info. current stream
Audio ON Enable/disable audio Stream Choose video stream
PTZ Control | Click it to show PTZ control panel Full Screen | Display image in full screen

4:3/16:9/Original Size/Full Screen: screen display proportion; please select it as needed.

6.1.1 View Mode Setting

Users can select the common display mode and self-define the display mode through the buttons on the toolbar.
To customize the display mode
@ Click[ 4] on the toolbar.

Standard Screen Mode:

(2] B4 Fe] (e Fod fan] 3]

(=2l
s
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(=]

Wide Scree
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=
w
&

Customize Screen Mode:

I

PZS @RI E RN ZiN

@ Enter screen display name and select the display row and column. Hold the left mouse button and drag on the screen and then click
[Merge] to merge the screens.

® Click [Save] to save the settings.

@ Click [Create] to create a new display screen mode. Click [Save All] to save all customized screen display modes.

6.1.2 Monitoring Point View

® Start View
To start live view, please drag cameras from the list to the right display window or select a window and then double click the camera.
The image can be dragged to any window at random.




= () default area (Online/Total number:2/2)
® [P Camera01
-

® Stop View
@ Place the cursor on the live view window to display the menu toolbar and then clickto stop viewing.
@ Rightclick on the live view window and then select “Close Channel” to stop viewing.

® Clickon the toolbar of the live view interface to stop all live view.

| 169
\ ’ Original Size |
| s e .; S8 v Full Screen
30 ==
| A¢ ‘ Y
| Y = ’ Start Record | |
RN O] aQaH Instant Playback
Audio On
Snapshot
PTZ Control
Start Talkback

1 1920x1080 30fps

v 2 704x480 30fps

3 704x480 30fps
Channel Info

Full Screen

D % g Self-adaptive Stream v

6.1.3 Channel Group View

® Start Channel Group View
After the channel group is set successfully (See Channel Group Setting), go to live view interface as shown below.
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Monitoring Point SIA3H Z2MP-20-210 B2 5/ 1lk SEL6 l)(i/li}/‘?’(l'l!) 1506 = 5
Channel Group = ﬁ
8 £ Groupl

\
= A3H-2MP-20-210 il | | "lL-;

o]

- —— -

iy
.
i
dﬂlﬁjl‘i o7

A3H- 2HP-20-210

You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name or dragging the channel group to a window to play all channels in the group.

2. In the current screen display mode, select a window and then click beside the channel group name to play all channels of the
channel group in this window in sequence.

® Stop Channel Group View

@  Place the cursor on the auto-switch window and then clicto stop viewing.

@ Right click the auto-switch window and then click “Close Channel” to stop viewing.
® Clickon the toolbar of the live view interface to stop all live view.

06/1?':/20&9 15129:50

. 25
B -

Close Channel ey
“CoseCanne) .
Full Screen
T

6.1.4 Plan View

In the live view interface, select “View” on the left menu bar.

Monitoring Point

Channel Group

i 123456

Home Live View1x

Menitoring Point

Create View

Create View
Modify View

Save View

Delete View Modify View

Delete View

|

® Add View Plan :
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@ Right click “Live View 1” and then select “Create View” or click.to add a new view plan. Clicking “Create View” to prompt an
adding view window. Enter the view name and click [OK] to set view plan.

@) Select screen display mode and then drag monitoring points or channel group to each window.

® Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan
Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the
view plan.

6.2 View Control

® Multi-screen Display
In the live view interface, the screen display mode can be selected as shown below.
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mize Screen Mode:

!

® Full Screen Display

In the live view interface, click D button on the toolbar or right click on the mouse to select “Full Screen” to display the window in full
screen mode. Right click on the mouse to select “Exit Full Screen” on the full screen interface to exit full screen.

® Single Channel Display
Double click a window to view in single channel mode. Double click the window again to recover the window.

® Audio Broadcast

Click to bring audio broadcast box as shown below.
The left device list shows the devices that support audio broadcast. Check the device and click [Add] to add the desired broadcast device.
Click [Start Broadcast] and then all added device will start broadcast. Select the added device and click [Delete] to delete the device.

Audio Broadcast X

R i A Add Closing the window will stop the audic
| & [0 default area ’ [J  Deviceand ... Device Type Status  Delete
) Device Name | =
[ ] facial ipc Standard Device No Broad... [l
L S > 2
| 1P cramnel SIS

EHOEOREE (e st

® Stream Setting
Right click on the live view window to choose video stream. Or select self-adaptive stream or other stream on the toolbar to set the stream
for all channels.

To set streams
Go to Home->Device Setting. Select the device and click “Stream Setting” tab to set streams.
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® Audio Control

Right click on the live view window and then choose “Audio On” or click mon the toolbar of the window to enable audio.
Note: Only one audio can be enabled at the same time. If the audio of one channel is enabled, the former audio will be disabled
automatically.

® Zoom In or Out
In the live view interface, click @ on the live view window to zoom in the window and then drag the image to view the whole image;
click@to zoom out the image; click Eﬂto restore the image size.

6.3 Snapshot
6.3.1 Snapshot

Select a window in which the video is playing and then click [G] on the toolbar of this window or right click on the window and then
select “Snapshot”. The image number and storage path will be displayed.
Note: Only when the video is playing in the window, will the snapshot succeed.

D 06/19/p019 15:3]1 502

| [V}

o ! d
Botww=aaaHyY®

’Q" Capture 5 and the saving path is [C:/capture]
o

6.3.2 Snapshot Setting

Go to Home—>Local Configuration->Record and Snap Setting interface. In this interface, snapshot path and number can be set up.

6.4 Multi-Screen View

In the live view interface, multi-screen view can be realized by holding a tab and dragging it to other monitors (graphics card should
support multi-screen output at the same time).
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View System Settings Help — O X

Local Configuration Account and Permission  Alarm Center

Self-adaptive Stream v

Click n on the float window and select “Return to Main Window” to embed this tab in the main interface.

Return to Main Window

6.5 Talkback

In a live view window, click Y on the toolbar of this window or select “Start Talkback” on the pop-up menu by right clicking to enable
talkback.

Note: Since the software only allows enabling one device’s talk at the same time, the system will stop talking with the current device if a
new talk is enabled.

Original Size
v Full Screen
Close Channel
Start Record
Instant Playback
Audio On
Snapshot
PTZ Control
1 1920x1080 25fps
v 2 704x576 25fps
3 704x576 25fps

Channel Info
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6.6 PTZ Control

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset, track
and cruise can be controlled through PTZ control panel.

16:9
Original Size

v Full Screen
Close Channel
Start Record
Instant Playback
Audio On

Snapshot

AN

@ Al

BOotia®AaAAQHY

Start Talkback

1 1920x1080 25fps
v 2 704x576 25fps

3 704x576 25fps

Channel Info

Full Screen
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7 Record & Playback

7.1 Record Configuration

This software supports many recording types, such as manual recording, schedule recording, motion alarm recording, smart alarm
recording, etc.

7.1.1 Manual Recording

In the live view interface, select a channel and then click @ or right click to select “Start record” to start recording. Click this button
again to stop recording.

Note: If a channel is recording, the recording will stop when the viewing window is closed.

7.1.2 Schedule Recording
Go to Home—>“Record Setting”.

Record Setting Schedule Setting

Channel Name  Stream T... v Record... Vv

2MP A3FR-107 | Main Stre: v |OFF

A3H-2MP-20-210 LEIUEECEIINOFF
Sub Stream

1PC ) OFF
Third Stream

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] tosave the settings.

® To set schedule:
@  Click the “Schedule Setting” tab to go to the following interface.

Record Setting Schedule Setting

‘ Add H Delete ‘

U Schedule ...  Edit Delete
O 7 [/ i
O s2# [/ i

Click [Add].
Enter the schedule name.

® ©E

Set the schedule. Clickn and then move the cursor to select the time; click gand then move the cursor to delete the selectedtime.

Click “Input Manually” to manually enter the time. Click “All” or “Reverse” to quickly select time. Click “Clear All” to clear all
schedule.
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A 2

ScheduleName | 1 u & Input Manually Select All Reverse Clear Al
| ! | ! | | ! | ! | | ! | | | | ! | |
Sun, 0 2 4 6 8 10 12 14 16 18 20 22 24
| 1 | 1 | | 1 | 1 | | 1 | | i | i | 1 | i |
04:39-16:15 Input Manually Select All Reverse Clear All
| U | U | | U | U | | U | | | | U | |
Mon, 0 2 4 6 8 10 12 14 16 18 20 22 24

| 1 | 1 | | 1 | 1 | | 1 | | | | | | 1 | | |
Input Manually Select All Reverse Clear All
|
Tue, 0 2 4 6 8 10 12 14 16 18 20 22 24
|

Input Manually Select All Reverse Clear All

|
Wed. 0 2 4 6 8 10 12 14 16 18 20 22 24
|

Input Manually Select All Reverse Clear All

| |
Thu, 0 2 4 6 8 10 12 14 16 18 20 22 24
| 1 | 1 | | 1 | 1 | | 1 | | I | I | 1 | I |
Input Manually Select All Reverse Clear All

| |
Fri, 0 2 4 6 8 10 12 14 16 18 20 22 24
| 1 | 1 | | 1 | 1 | | 1 | | I | I | 1 | I |

Input Manually Select All Reverse Clear All

| ! | ! | | ! | ! | | ! | | | | ! | |
Sat, 0 2 4 6 8 10 12 14 16 18 20 22 24
| 1 | 1 | | 1 | 1 | | 1 | | I | I | 1 | I |

04:06-16:59 Input Manually Select All Reverse Clear All

“ canCEI

7.1.3 Alarm Linkage Recording

@ Goto Home-> Device Setting interface. Select the desired device to enable and set schedules.

@ Go to Home->Alarm Center->Alarm Linkage as shown below. Select alarm type, enable record, set linakage channel and set
schedules.

® Click [Apply] to save the settings.

Alarm Log | AlarmLinkage = ScheduleSetting  Manual AlarmOut  SOP Setting
B e Type Channe Moion Detecion ol o | aQ
Q Name Audio Vv PTZControl v  Record  AlarmView V Snapshot  AlarmOutput V VoiceBroa- v TVWall  Schedule
! U
200 10.100.10.75_8443_CAMO001 v OFF OFF OFF OFF OFF OFF OFF OFF OFF
IPC Vv ON ON ON ON ON ON ON ON OFF
IPC Vv OFF OFF OFF OFF OFF OFF OFF OFF OFF

7.2 Record Playback

In the main menu interface, click “Storage Playback” to go to record playback interface. Record files saved on the HDD/ SD card of the
devices and storage server can be played.
There are two types of record playback: synchronous playback and asynchronous playback.

I Q
%) default area (Online/Total n.
% Device Name_E3

= De
W Device Name_thermal ipc

Name_ptz

= name
¢ name

4

Search
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s

Area Description

Area Description Description
1 Playback area 3 Record timetable area
2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window

Description

Description

Button ‘

Button

Stop viewing @,‘ Zoom in
m Audio on/off a Zoom out
Ol Snapshot :]:l: Fit to window

Button Descriptions of Area 2 :

Button Description
ZENEE

Screen display mode button. 1/4/9/16 screen mode is optional.

Full screen

Enable or disable OSD

Close all window viewing

Get record from network devices

Get record from storage servers

Rewind

Low speed playback

Stop

NObEEREE

Play/Pause

Next frame. In the playback mode, click the pause button and then click this button to play
frame by frame.

K2

Click it to select playback speed.

Forward 30s or backward 30s

[>2 Backup start time
<] Backup end time
Start backup
::j 1_1 Synchronous playback or asynchronous playback

Right-click button menu

Description

Description

Close Close viewing Zoomout | Zoom out the current image
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U Audio on/off Full Screen | Click to enter full screen mode
On/Off
Snapshot | Snapshot Sub stream | Switch to sub stream playing

Zoom In Zoom in the current image

Other buttons

Button ‘ Description ‘ Button Description

n Add tag E Event list
Q Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search] to search the record files and then click = o play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, object removal
recording, video exception recording, intrusion recording and line crossing recording and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar
stands for schedule recording data; red bar stands for sensor record data, etc.

14:39 14:42

2020-06-06 14:36:59 |

The time scale can be zoomed in by clicking - and the time scale can be zoomed out by clicking -.The time scale can be restored to

24 hours by clicking - When the time scale is zoomed in, drag the timeline to see the time spots.

7.2.1 Instant Playback

»  Instant Playback
In the live view interface, right clik on a playing channel to select “Instant Playback” and then set the playback time to play the record
instantly (the record of the channel in the past five minutes will be searched and played from that time when the record exists).

06/19/2019 16:08:0

43
16:9
Original Size

P Full Screen
Close Channel

5 Start Record

§ Audio On
Snapshot
PTZ Control
Start Talkback

1 1920x1080 25fps

v 2 704x576 25fps
3 704x576 25fps
Channel Info

Full Screen
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Synchronous Playback: in a certain time, all channels playback its record at the same time together; if one channel has no record data at
this time, this channel will wait.

7.2.2 Synchronous Playback

Click on the toolbar in the playback interface to go to the synchronous playback interface. Please play the record according to the
ways introduced as above. The record bar in synchronous mode is as below.

111056

Window3

In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback
windows are closed.

7.2.3 Asynchronous Playback
Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each
channel’s playback time is different.

Click to go to the asynchronous playback interface as shown below. Please play the record according to the ways introduced as the
above. The record bar in asynchronous mode is as below.

12:00

110657

7.2.4 Playback by Time Slice

@ Go to Home->By Time Slice interface.
@ Select channel (or monitoring point), set the start time and the end time, select the record source and then click [Search].

By Time Slice By Event By Tag Backup Search Picture
B Slice Per Day Backup

sarch 1 2. 3

E- (@ default area (Online/Total number:1/1)
4-02
2019-08-22 17:20:22
Start Time: 2019-08-22 =
End Time: 2019-08-22 =
E] Search Current Page:1 / 1,Total 1 |4 44Dp P|

® Click EI to play the record.
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Playback

o SRS

N

00:00:27/00:05:00 @ EI IE IE’

@ Click E button on the top right corner to play in full screen mode.

Double click the image to switch to slice search mode by day. In the above interface, click . to switch to slice search mode by hour.

By Time Slice By Event By Tag Backup Search Picture

Slice Per Hour Backup

- 2 3 4
& (@ default area (Online/Total number:1/1)
Start Time: 2019-08-22
End Time: 2019-08-22 S
p— v
E] Search Current Page:1 / 1,Total 1 |4 44pp p|

Double click an image to switch to slice search mode by 5 minutes. Click . to return to slice search mode by day;

By Time Slice By Event By Tag Backup Search Picture

Slice Per 5 Min Backup

Q 2 3 4

B [ default area (Online/Total number:1/1)

Start Time: 2019-08-22
End Time: 2019-08-22 =

E] Search Current Page:1 / 1.Total 1 |4 44pp P|
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In the above interface, click . to return to slice search mode by hour.
quickly.

7.2.5 Playback by Event
@ Go to Home-> By Event interface.

@ Select the desired monitoring point, set the record source, the start time and the end time and then check events.

By Time Slice ‘ By Event ‘ By Tag Backup Search Picture

Monitoring Point [Fitter Q] Before the event [0 | sec

Tip2 : Filter By [Name], [Start Time], [End Time], [Event Type]
Search Q

B- (3) default area (Online/Total n... -___--_

1 Device Name_facial ipc 2020-06-06 14:45:49 2020-06-06 14:51:46 0:5:57 Schedule @ @
- WM Device Name _ptz
B Device Name_thermal ipc
B name
B name

Start Time: | 2020-06-06 00:00.00 (©
End Time: | 2020-06-06 235959 © M Manual 4 Video Analysis 4 Sensor

4 Line Crossing Counting ¥4 Face Match Fd ACC | ATT
. . R . Current Page:1 / 1,Total 1 |< « » N
M Schedule 4 Motion Detection '/ Smart Event 4 Behavior Analysis i Subsystem | Zone

® Click [Search]. The searched record data will be listed. Click @ to play the record; click @ to back up the record data.

7.2.6 Playback by Tag

(D Go to Home->Record Playback interface.

@ Select a channel and put the cursor on the right center. Then a tag icon (.) will appear. Click this icon to add tag.
® Go to Home->By Tag interface. Select the start time and click [Refresh] to search the added tags.

@ Click ® in the playback column to play the record.

By Time Slice By Event i ByTag | Backup  Search Picture

© [ seach | Min Q
Playback O x - st [

2019708722 13319247

Start Time: | 2019-08-22 00:00:00

The backup time: | 1
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7.3 Backup

In the main menu interface, click “Backup” to go to the backup interface. The setting steps are as follows:
@  Select the desired monitoring point.
@  Select date and click “More” to select the start and the end time and event type.

® Click EI/ |Z| to get records from device or storage server.

@  Set the start time and the end time of backup. Then click [Backup].

®  The backup progress will be seen during backing up the record. Click rmto pause; click /= to stop backing up the record; click ]
to clear the backup list.

ByTimeSlice  ByEvent ByTag  Backup  Search Picture

< Aug 2019 3

earch Q| Mon Tue Wed Thu Fi  Sa Sun
2 @ default area (Online/Total number:1/1) 1 2 3 4
402 5 6 7 ] 9 0 o1

2 1B 1 15 1 U 18

B o A 23 M x5

% 2 ®» ® W #n

More A Start Time| 2019-08-2217:2300 = End Time | 20190822 17:2300 Backup | Backup Path Backup on device

= [_search »ouom

“Backup on device”: This function is applied to the added NVR devices. Search the record from the HDD of the NVR in this interface and
then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the
USB storage device remotely.

7.4 Search Picture

In this interface, pictures stored on the SD card or storage server can be searched and viewed.

By Time Slice By Event By Tag Backup Search Picture
onitoring Po ,ﬁ»} Search Result[Device Name_facial ipc]

Searct Q

() default area (Online/Total n...
B Device Name_E3
B Device Name_IPC
B Device Name_ptz
B¢ Device Name_thermal ipc
B name
@< name

Start Time: 2020-06-06 00:00:00 @
End Time: 2020-06-06 23:59:59 =
¥ manual ¥ Schedule

"4 Video Analysis ' Motion Detectiol
4 Sensor ~ Smart Event

[ Line Crossing Co "4 Behavior Analysit
F4 Face Match 4 Subsystem | Zoni
4 ACC | ATT Select All

Select All Reverse Download The| 1 /54Page WP D Per Page[ 10 V/ |Entry 1-10 Total: 532

@ Select the device.

@ Set the start time and the end time.

® Choose events.

@ Select search from network device or storage server.
® Click [Search]
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8 Alarm Management

8.1 Alarm Server Configuration

8.1.1 View Alarm Server Status

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to the
relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.

Go to Home—>Add, Edit or Delete Device > Alarm Server interface to view the online status of the alarm server. If it is not online, please
check its network connection.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Encoding Device (Online/Total numbe|(|  Alarm Server 10.20.52.7 6033 Online Online C/J
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)

Access Control System (Online/Total n

LED Display Device (Online/Total num
Intelligent Analysis Server (Online/Tot
Storage Server (Online/Total number:1

Media Transfer Server (Online/Total n

Access Server (Online/Total number:1/

TV Wall Server (Online/Total number:i

Click E/J to modify the added alarm server; click "” to delete the added alarm server.

8.1.2 Alarm Configuration
@® Go to Home—> Device Setting interface.

Add, Edit or Delete Device ‘ Device Setting l Area Setting Channel Group Setting

Encoding Device A OSD Setting Image Setting Stream Setting Motion Detection Motion Alarm Linkage Line Crossing Intrusion Object Removal =814
Search Q 2019/06/19 16:32:02]

8- (@ Default area
B @ 2MP A3FR-107
= 2MP A3FR-107
B- & A3H-2MP-20-210
= A3H-2MP-20-210
- M IPC
IPC
8- M IPC
= [PC

Enable Line Crossing

Alert Line‘rl v | Direction| A->8 v,‘ Alarm Holding Time| 3 v/ |

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).
@ Go to Home->Alarm Center->Alarm Linkage interface.

AlarmLog | Alarm Linkage Schedule Setting ~ Manual Alarm Out ~ SOP Setting.

m Alarm Type‘ Channel-Motion Detection v ‘

R o I T _IMI

g deiittarea | ‘

@ 200 10.100.10.75_8443_CAM001 v OFF OFF

IPC Vv ON ON ON ON ON ON ON ON OFF
IPC v OFF OFF OFF OFF OFF OFF OFF OFF OFF
IPC v OFF OFF OFF OFF OFF OFF OFF OFF OFF
facial ipc Vv ON ON ON ON ON ON ON ON OFF
nvr_IP Camera01 v OFF OFF OFF OFF OFF OFF OFF OFF OFF

Select area, alarm type and then enable alarm linkages.
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All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).
All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).
Select ™ beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

1(11) IPC1344244 ~ ON ON ON ON ON ON ON OFF

1(31)_name ON | oFF OFF ON OFF OFF OFF OFF OFF
OFF

1(48)_name OFF OFF ON OFF OFF OFF OFF OFF

Select ™ beside the title (like record) to enable record linkage of all devices (schedule excluded).
The alarm linkage settings of PTZ control, record, alarm view, snapshot, alarm output, voice broadcast and TV Wall are the same with
each other. Here take record linkage for example to introduce the setting steps.

[*2MP A3FR-107] RecordLinkage Setting

Selectable Channel Selected Channel
4 [ Default area 4 (] Default area
O A3H-2MP-20-2... O 2MP A3FR-107
mhie
J1pc

& ON Q| Select Al Reverse Clear All

Tips: Before enabling voice broadcast, please upload the audio file first (see 13.7 Audio Uploading chapter for details).
Check the selectable channel and click to select the channel; check the selected channel and click to remove this channel; click

to select all channels; click « to remove all selected channel.
After the channels are selected, check “On” and then click “OK” to save the settings.

® Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—> To set schedule for details).

8.2 Manual Alarm Out

Click “Manual Alarm Out” tab to go to the following interface.

Alarm Log

Alarm Linkage Schedule Setting Manual Alarm Out SOP Setting

Trigger Alarm Out Close Alarm Out

2|

& [ @ defaultarea
O @ 200
[ & IPC_AlarmOut1
[J & |PC_AlarmOutl

Select the camera and then click [Trigger Alarm Out] to manually trigger the alarm out of the camera; click [Close Alarm Out] to manually
turn off the alarm out of the camera.

8.3 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
1. Click “+” to add a SOP name. A maximum of 10 SOP can be added.
2. Click “Create” to create a SOP action. Each SOP can create 5 SOP actions.

3. Click H to extend the alarm list.
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4. Click @ to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter remark
as needed.
The disposition includes: False alarm, true alarm, customer test, technical event, service test.

Alarmlog  AlarmlLinkage  ScheduleSetting  Manual AlarmOut | SOP Setting

SOP +EE

Alarm Handle SOP 2y

Alarm Time: 2020-05-20 11:19:15
Alarm Resource: IPC

Alarm Tiie: Channel- Peoile Counkini ‘

1 1 o

SOP Action | Input less t

2 2 (3}

Disposition | FalseAlarm v/ |

Input less than or equal to 100 characters
Remark

@ Device Alarm @ Channel Alarm & Sensor Alarm & Offline Alarm @ Server Alarm Unhandled Alarm Number:1000 ¥
__--- --_
2020-05-20 11:19:15 Channel- -
2020-05-20 11:19:09 facial ipc Channel--- @
2020-05-20 11:19:01 facialipc Channel-F- @
20200520 11:18:48 facial ipc Channel-- ]
2020-05-20 11:18:23 IPC. Channel- - r_/l 3 nd

After the alarm is processed, the alarm handling status and disposition will be shown as below.

Device Alarm Channel Alarm Sensor Alarm Offline Alarm Server Alarm

2020-05-20 11:29:55 IPC Channel- -+ (/) | Processed False Alarm
2020-05-20 11:29:20 facial ipc Channel--- P4
2020-05-20 11:29:18 IPC Channel- -+ 2]

If you create more than one SOP, you can designate the SOP for the added encoding devices. Go to Home->Resource Management—> Add,
Edit or Delete Device->Encoding Device interface. Then click [Select SOP] to select the SOP and encoding devices.

i Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

o —
Device Type A~ Add Delete Select Area Select Transfer Server Select Storage Server Batch Upgrade for IPC Batch Upgrade for ANPR Camera r Select SOP )
Select SOP 1

Decoder (Online/Total number:0/0) - \ o

LED Display Device (Online/Total numb @ Q] “ed 6036 default area

Intelligent Analysis Server (Online/Total

Storage Server (Online/Total number:1/

Media Transfer Server (Online/Total nu ] E/J 4 [ default area 4 [ default area 5 9008 default area

Alarm Server (Online/Total number:1/1] o @ () 10.100.10.75_8443 Oirc ‘ 4 9008 default area

TV Wall Server (Online/Total number:1/
@ @ [ Device Name Dipc 9008 default area
O [ 1wl O 8443 defaultarea
¥} C/J (O facial ipc 9008 default area

Onwr
I3
Device Alarm & Channel Alarm & Sensor Alarm 4 Offline Alarm | < 2 g d

Select the SOP. Then check the desired device and click to select it. Finally, click [OK] to save the settings.
After that, you can choose the corresponding SOP action when you handle the alarm of the camera.
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8.4 Alarm View

Having set the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.

& Device Alarm & Channel Alarm & Subsystem Alarm @ Zone Alarm & Sensor Alarm & ACS Alarm & Offline Alarm @ Server Alarm Unhandled Alarm Number:37
Alarm Time Alarm Resource Alarm Type Storage .. Device Pl Storage .. Device C... AlarmPr... Handling... Disposition Remark

2020-06-06 14:57:34 Device Name_ptz Channel- ® R 7|

2020-06-06 14:57:22 Device Name facial ipc Channel-... ® | 7

2020-06-06 14:57:10 Device Name_ptz Channel- @ R 7

2020-06-06 14:56:22 Device Name facial ipc Channel-... ® R

2020-06-06 14:56:03 Device Name ptz Channel- » R d

Click - on the bottom right corner to expand the alarm list as shown above. Hover the mouse over the top of the alarm list and then a
bidirectional arrow will appear. Drag the alarm list up or down to zoom in or out the alarm list.

Click or to play the record or captured images; click Wl to delete alarm information.
Snapshot Search x
Search Result[Device Name_facial ipc]

Start Time | 2020-06-06 14:57:31

End Time | 2020-06-06 14:59:31)

Select All Reverse Download The| 1 /1Page Per Page| 10 v ‘Entry 1-2 Total: 2

8.4.1 Alarm Log

Alarm logs can be searched and exported by going to Home—> Alarm Center-> Alarm Log interface.
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Alarm Log Alarm Linkage Schedule Setting Manual Alarm Out SOP Setting

Start Time| BE-06-06 00:00:00 = End Time 2020-06-06 23:59:50 =

1 2020-06-06 14:59:01 Device Name_ptz Channel-... @ @ @
2 2020-06-06 14:58:57 Device Name_facial ipc Channel-... ® R (4]
3 2020-06-06 14:58:31 Device Name.facial ipc Channel-.. ® =] @
4 202006.06 14:58:23 Device Name_ptz Channel-... ® = @
5 2020-06-06 14:5809 Device Name facial ipc Channel-... ® R #
6 2020-06-06 14:57:34 Device Name_ptz Channel-... ® R (4]

Click @to play the record; click @to open the snapshot search window as shown below.

Snapshot Se:

Monitoring Point % Search Result[Device Name_facial ipc]
Device Name_facial ipc / 3

O 2020-06-06 14:58:08

O 2020-06-06 14:8:30 O 2020-06-06 14:58:56

O 2020-06-06 14:59:18

Start Time | 2020-06-06 14:5.

End Time | 2020-06-06 14:59:3 . =
Select All Reverse Download 4 The/lPage P Per PageEntry 1-4 Total: 4

8.5 Alarm System
8.5.1 AddAlarm Host

Go to Home->Add, Edit or Delete Device-> Alarm Host interface. Click [Add] to prompt the following interface.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Device Type A Search

Encoding Device (Online/Total numbe|
Decoder (Online/Total number:0/0)

Access Control System (Online/Total n

LED Display Device (Online/Total num

Please add the host name, serial number, port, username, password, subsystem number, zone number, area and access server. Then click
[OK] to save the settings.

8.5.2 Subsystem Setting

Go to Home—>Alarm System-> Subsystem interface as shown below. “Arm”, “Disarm”, “Clear Alarm” or “Refresh Status” can be operated
in this interface.
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Subsystem ‘ Zone  Alarm Linkage

[ Disarm H Clear Alarm H Refresh Status |

2 @ root
@ testl
@ 192.168.51.114 SubSystem_1232 SubSystem_2 SubSystem_3 SubSystem_4
Status: Arm Status: Disarm Status: Unkown Status: Unkown
te

@ Bypass 0 © Bypass Recovery 4 @ Bypass | © Bypass Recovery 1 @ Bypass 0 © Bypass Recovery 0 @ Bypass 0 © Bypass Recovery 0

@ Alarm 0 @ Unkown 0 @ Alarm 0 @ Unkown 0 @ Alarm 0 @ Unkown 0 @ Alarm 0 @ Unkown 0
@ SubSystem_5 @ SubSystem_6
Status: Unkown Status: Unkown
@ Bypass 0 © Bypass Recovery 0 @ Bypass 0 © Bypass Recovery 0
@ Alarm 0 @ Unkown 0 @ Alarm 0 @ Unkown 0

8.5.3 Zone

Go to Home—>Alarm System->Zone. “Bypass”, “Bypass Recovery” and “Refresh Status” can be set up in this interface.

Subsystem ‘ Zone | Alarm Linkage

| Bypass Recovery || Bypass H Refresh Status |

Zone 133 Zone 23333 Zone 3 Zone 4 Zone s
P Status: Bypass Status: Bypass Recovery Status: Bypass Recovery PN Status: Bypass Recovery P Status: Bypass Recovery
arm Host

te
Zone_6
Status: Bypass Recovery

8.5.4 Alarm Linkage

Go to Home—> Alarm System->Alarm Linkage interface as shown below. The settings of alarm linkage here are the same as alarm linkage
of alarm center.

Subsystem Zone Alarm Linkage

Alarm Type| Subsystem -Arm - All OFF Apply Filter

default area
' () 172.16.48.194_6036
B Q) kerwin
L@ test1
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9 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

9.1 E-Map Settings

9.1.1 Create E-Map
Go to Home—>E-Map interface. Click [Create Map] to create a map.

E-Map Setting ‘

‘ Map Management A
Searct @1

[ Create Map H Modify Map H Delete Map ‘

Create Map X

Map Name \ ‘

Parent Map | v |
Map Type @ Baidu Map O Picture Map

Location | |

Cancel

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.

9.1.2 Add Hotspot

The hotspots include monitoring points, sensors, subsystem, zone and door. Drag a hotspot to the corresponding area on the map as shown
below.

Map Management v, |

Monitoring Point Al S

Searct

8- () default area
= Q IP Camera
= Q IPC
= Q IPC

Sensor v

Subsystem o

Click [Modify Map] to change map name and parent map.
Select [Delete Map] to delete the added map.

9.1.3 E-Map Monitoring

Go to Home—>E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time
image.
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< 2
Ql T
Tl H
(-]
2MP A3FR-107
=®= \A3H-2MP-20-210)|
v @
Nt
v
S
Alarm view ® Yes O No
IPC Smart IPC
O Subsystem [0 Zone
(O sensor O Door
I Clear All ‘ l Overlap I

Pending alarm: 5

Alarm view: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.
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10 TV Wall
10.1 Add TV Wall Server

Go to Home—> Add, Edit or Delete Device>TV Wall Server interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

~ Add Delete

Encoding Device (Online/Total numbe
Decoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0) ] TV wall server 10.20.52.7 6036 Online Online C/J _ml_
Access Control System (Online/Total n|

=

0 Server Name IP Address. Port Client Co... Authentic... Edit Delete

LED Display Device (Online/Total num
Intelligent Analysis Server (Online/Tot:
Storage Server (Online/Total number:1
Media Transfer Server (Online/Total n
Access Server (Online/Total number:1,

Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:1

An adding TV Wall window will be prompted by clicking [Add]. Click [Refresh] to quickly add the TV wall server in the same local
network, or add the TV wall server by manually entering server name, IP address and port.

click 1 1o modify the added server; click ([ to delete the added server.

10.2 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The decoder
is necessary for decoding videos on the TV wall.
Go to Home->Add, Edit or Delete Device->Decoder interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

—
Device Type P Add Delete
Encoding Device (Online/Total numbe = . . .
- OJ Device N... OQutput... IP Address Port Online St... Openint.. Edit Delete
‘IDecoder (Online/Total number:0/0)

Alarm Host (Online/Total number:0/0)

Access Control System (Online/Total n

LED Display Device (Online/Total num|

The setting steps of adding decoders are the same as adding encoding device setup (see Add Encoding Device for details).

10.2.1 Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.

Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission is
master and its running mode is platform. Then apply the settings and restart the decoder.

Basic Settings

Running Mode |PIatForm
User Permission |Masler
Device Name |Demder ‘
MAC 00:18:AE:00:45:D1

Soft Version 2.1.08.12

Version Date 20181214

Kernel Version I9F6-I9F6-I9F6
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Go to Home—>Resource Management - Decoder interface. Then check the online status of the decoder.

Encoding Device (Online/Total numbe|

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Alarm Host (Online/Total number:0/0) ] Decoderl 2

Accass Cantrol Suctam (Online/Tatal nl

172.16.47.202 8888 E @ _IHI_

After that, go to Home->TV Wall Management>TV Wall System Setting—->Decoder Bind Configuration. Then click
decoder and TV wall (See Decoder Bind for details).

10.3 TV Wall Management
Go to Home->TV Wall Management->TV Wall Setting.

J TV Wall Setting ‘ TV Wall View Task Setting

TV Wall System Setting

TV Wall A

4 TV Wall Server aF
TV Wall 1(1) [EA)
TV Wall 2(2) =
TV Wall 3(3) | EA)

Deco tput A

4 % Decoderl
. 7,
popopopopopopopopopopoloki =
Qutput2 ®

10.3.1 TV Wall Settings

€ Create TV Wall

Go to Home>TV Wall Management->TV Wall Setting. Select a TV wall server and then click +to create a TV wall.

L 4

Initializing

J TV Wall Setting ‘ TV Wall View Task Setting

TV Wall System Setting

TV Wall ~

TV Wall Server

Create TV Wall

TV Wall Server TV Wall Server

TV Wall | Create TV wallL |
™V Wall Number\ 1 |

O Edit ID

@ Double click the created TV wall to prompt a TV wall window.
@ Click “Initialize” to create TV wall layout

to bind
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ﬂ User Manual

Pl Create TV Walll @

4 TV Wall Server

Initialize Save

€ Merging\Splitting

TV Wall Setting TV Wall View Task Setting TV Wall System Setting

Enter Rows Columns

Merging: drag on the screen and then release. The “Merge” button will be shown. Click it to merger these small windows.

Splitting: select the merged window and click “Split” to restore the window to the previous status.

POl V224 @] Create TV Wall3 @

4 TWall Server Unit Initialize Split Save
A A Sy Wi Initialize ~ Split
B Tv224(1)
B Tv224(
B Tv2z52)
B Tv225(2)
]
C]
~
a4 1721650.224 Sy
« Outputl 4 1721650224
¥ Output2 Outputl
rl 172.16.50.225 Qutput2
Outputl

4 21721650225
- - - - CHETE

Save

The online decoder displayed in the decoder output list is the binding decoder of this TV wall. Drag the outputs to windows on the right in

sequence and then click “Save” to save the settings.
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Initialize  Save

Output3 Outputd

I
D ~
II
4 & 112165020

+ Outputl

To modify TV wall:

Click beside the TV wall name, enter the new name and then click [OK].

;

4 TV Wall Server

TV Wall 1(1)

TV Wall 1

Initialize

TV Wall 2(2)

TV Wall 3(3)

TV Wall Server TV Wall Server

TV wall TV wall 1
TV Wall Number

O Edit 1D [ ok |

To delete TV wall :

Click behind the TV wall name.

Ii W 221 ® | Create Tv Wal3 @
A TVWall Server Unit Initialize Save

[:] ) &

TW225(2)

Create TV ...

Outputl Output?

@ Are you sure to delete TV Wall?

A 172.16.50.224

®  Decoder Bind
Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, decoder bind can be set up.

Decoder bind configuration: modify the binding state between decoder and TV wall.
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NVMS

TV Wall Setting TV Wall View Task Setting [ TV Wall System Setting ‘

Channel Number Setting ” Decoder Bind Configuration ‘

Decoderl 2 172.16.47.202 8888 Online TV Wall 1 = ()

Click E/J to change bound TV Wall.

Channel Number Setting Decoder Bind Configuration

Decoderl 2 172.16.47.202 8888 Online TV Wall 1 < )
Change Bound TV Wall X
Select TV Wall | TV Wall 1 v
TV Wall 2
TV wall 3

Channel Number Setting Decoder Bind Configuration

Decoderl 2 172.16.47.202 8888 Online TV Wall 2 - (4

J Add, Edit or Delete Device [ Device Setting  Area Setting Channel Group Setting

Encoding Device (Online/Total numbe

Alarm Host (Online/Total number:0/0)|| [ Decoderl 2 172.16.47.202 8888 Online = 24! ]
Access Control System (Online/Total

Return to the decoder management interface as shown above. The online status of the decoder indicates that the decoder is successfully
bound with TV wall. Go to TV Wall Setting interface as shown below. Drag the outputs of the decoder to the window on the right and save

them to complete output bind.
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10.3.2 TV Wall View
4 Create Plan

TV Wall Setting TV Wall View Task Setting

TV Wall ~

4 TV Wall Server

B TV Wall 1(1)
[ 7V Wall 2(2)

B TV Wall 3(3)

Decodet ~

4] 8 oo | |

' popopopopopopopopopopoloki

 Output2

TVWall 18| TV Wall 2 8

TV Wall System Setting

Initialize Save

popopopopopopopopopopoloki

Output2

Go to Home-> TV Wall Management-> TV Wall View>TV Wall Plan.

Click

€ Configure Plan

beside the TV wall name to create the TV wall plan name.

Plan Name 1 Plan_1

Double click the plan name to show the plan.

Plan No. 1
O Edit ID Cancel
TV Wall Setting TV Wall View Task Setting Tvwall System Setting

" Preview

v

~

Create TV Wall1 ... D &

Create TV Wall2 ... &

Plan Name |1 Plan 1

Plan No. 1

O edit ID

Drag the monitoring points to the corresponding window respectively to decode image.
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E Pl Create Plan_1 8| Y225 1@

B () 172.16.51.2...
C100w-17...

@ 172.16.51.2...

8 ) 17216.5L.2..

) 172.16.51.1...

@ 1 (Online/T...

B () 172.16.53.3...
= 172.16.5..

= 172165, 200w-172.16.51.2 IPCarmera 200w-172.16.51.2 IPCarnera

W 172.16.5..

= 172.16.5..

W 172.16.5...

B @ 172.16.533..
W 172.16.5...

Deu v

I
v - | ! " N
D ——— e ———— —

€ Toolbar Menu

PEElERlEREs] v r | e | see | saveas |

1. Screen mode : 1\4\9\16\25\36 screen mode is optional.
2. Open Window : Click [Enable PIP] and then drag on a window to open a small window on it. Click [Disable PIP] to stop
opening window. The small window can be dragged to anywhere on the big window.

*1_Plan_2 ®

BEBEEE] o ] oo 1 o 1 e ]

3. Click [Hide ID] to hide the window number; click [Display ID] to display the window number.
4.  Click [Save] to save the current plan.

5. Click [Save as] to save it as another plan.

Double click a window to play the video.
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Y2251 @ | Create Plan_1 ®

172165117

€ Right-click Menu

*1_Plan_1 @

P05 _IPEEOS

Screen Mode
Zoom Qut

Set as Alarm Window

Set as Playback Window
PTZ Control

Stop Decoding

View Decoder Output Info.

Clear TV Wall

Screen mode:1\4\9\16\25\36 screen mode is optional.
Zoom in\out : if the current screen mode is multi-screen display mode, click “Zoom In” to zoom in the current image. Click
“Zoom Out” menu again to restore to the previous status.

3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in
this window. Go to Home—> Alarm Center->Alarm Linkage (or Home->Alarm System->Alarm Linkage) interface. Select TV
wall linkage item to set alarm linkage.

Alarm Center Alarm System

AL

H . o .
Schedule Setting | Manual Alarm Out . Subsystem | Zone I Alarm Linkage
SOP Setting —
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ashot v Alarm Output v Voice Broa... ¥ Open Door Vv V
TV WallLinkage Setting /

Selectable Channel dcted Channel TV We

4 [ default area

4 [ default area

EM‘T

(] 172.16.47.109 3... (] 10.100.10.214 8... TV Wall 1
() 28138
() E3-47.71

(J IP Camera01

(JIP Cameral2
O 1rc
(J qiujigg
< > ( >

@ON E Select All Reverse Clear All

4.  Setas Playback window : when decoding images, click this menu to play the records of the current channel (the record source

is the current record source).
5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and
focusing, Iris control, speed, preset, track and cruise calling can be operated through this control panel.

PTZ

... X

6.  Stop Decoding: click it to stop decoding the current image.
7. View Decoder: view the information of the decoder.
8.  Clear TV Wall: click it to clear the decoding configuration of the current output.

4 Screen Merging or Splitting

Drag the mouse to select multi-window and then click [Merge] to merge these windows.

55



SEEEEE T T T T T T ]

Select the merged window and click [Split] to restore the window to its previous status.

*1 Plan_2 @ *1Plan 2 ®

Enable PIP Hide ID B

BEEEEE T e T T )

DENEEE

¢ Auto-Switch Group

1.  Create Auto-Switch Group

@ Click Auto-Switch Group under the screen and then click Bl to create auto-switch group.

EA—
_|_
E E\ E\ @ @ E\ Enable PIP -

> D DEEEE )

AaAn

@ Select “Auto-Switch Window” to select the window group.
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Create Auto-Switch Group

Auto-Switch Name |New_Group_DweII |

= Auto-Switch Window | ® Monitoring Point |

Dwell Interval(s)‘ 10 v ‘

X

®  Click “Monitoring Point” to select the auto-switch channel group.

Create Auto-Switch Group

Auto-Switch Name \ New_Group_Dwell \

No.

| = Auto-Switch Window | ®Menitoring Point |

Dwell Interval(s)| 10 |

Monitoring Point ~

Q

243
28138
= 4771

B [P Camera
B name43
B qgiu;jigs

& r_Cameral
B r_Camera2
® r_Camera3

8- (2 default area (Online/Total number:11/13)
() 172.16.48.194_6036 (Online/Total nu...
10.100.10.214_80_CAMO001

® Device Name_IP Camera0l
B [P Cameral2

~

~”

10.100.10.214_80_CAN

{ G >
x|
Coc Il

@  Enter auto-switch name and dwell time.

2. Execute auto-switch

Click [! to execute auto-switch. The specified channel images will be played in the specified windows in sequence.

CIickD to stop playing the current auto-switch.

3. Modify or delete auto-switch

Right click the auto-switch name and then select Modify or Delete to modify or delete the auto-switch.

Note: If there are overlapped auto-switch window in a plan, the auto-switch groups will not be executed at the same time.
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¢  Auto-switch plan

1. Create auto-switch plan

Click * behind the TV wall plan name to set the auto-switch. Click “Join in” to select the plan. Then set dwell time and click

[OK].
Channel Group
G i X
Decoder Input Auto-Switch Setting
TV Wall Plan No. Plan Name Move Up  Operation
4 7V Wall1Q) 1 1Pan3(3) 1T O Jeinin
1 Pan_3(3) 3 1.Plan_1 (1) 1t O Joinin
£ 1_Plan_1(1) [EA \ 1_Plan_2 (2) 1 O Joinin
£ 1 Plan_2(2) [EAQT
TV Wall 2 (2) +
28 TV Wall 3 (3) +» &
From 2019-10-08 00:00:00 Dwell Iﬂterva'(s)l 10 v |

2.Start/stop auto-switch

d BTv2sE |+ v &
Start Auto-Switch

EE v, 4 f

Click ¥ behind the TV wall name to start auto-switch plan. Click the Stop button to stop the auto-switch.

3. Modify auto-switch plan

Click L again to modify the auto-switch plan.
Note: If the current auto-switch plan needs to modify, please stop it first.

10.3.3 Decoder Input

Go to Home—>TV Wall Management->Decoding on TV Wall->Decoder Input. Drag an input to a window to execute decoding.

TV Wall Setting TV Wall View Task Setting TV Wall System Setting

Channel Group v
Decoder Input ~

4 (2 Decoderl

Decoderl: Input0

1

10.3.4 Playback

& Playback on TV Wall

Click “Preview” on the left corner. Then this button becomes “Playback”. Click EI/ EI to get records from device or storage server
and then click “OK” to search records, or drag the cameras (or channels) to a window to search and play the records.
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Task Setting all System Setting

TV Wall Setting v View
n & Playback Sl 1 plan 1 ®
o :
4 TV walll (1) o
1_plan_101) =)
From
To
& Manual i Schedule
Video Analysis Motion Detection T
B Sensor Smart Event — e
%4 Line Crossing Cou * Behavior Analysis RIS IEESIESIES] covere | Hicen | save ]

Fi Face Match T4 Subsystem | Zone - o
i ACC | ATT Select All & 0 0200 00 00 o 1 14 160 18:0 o o o
(]

Of course, the specified time and event types can be set to search the specified records.
¢  Playing control

Stop Next Frame Previous 30s MNext 30s

During playback, the record can be controlled by the above buttons.

Screen Mode .
Zoom QOut
|

€ Right-click menu

Set as Alarm Window

Set as Preview Window o Recent Channel
Stop Decoding Historical Channel
View Decoder Output Info. 7

‘ Clear TV Wall H.

Screen mode:1\4\9\16 screen mode is optional

Zoomin

Save as an alarm window

Save as preview window: : the current channel or the historical channel is optional.

Playback stream type: main stream or sub stream is selectable.
Stop decoding

View decoder information

Clear TV wall

The following picture is an example of TV Wall.

© NG A~ wWwDdDRE
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10.3.5 Task Setting of TV Wall

Go to Home->TV Wall Management-> Task Setting. Click + behind the TV wall name.
Select plan name, enter task name, set run time and enable plan task.

TV Wall

TW224 (1)

235 (2) Plan Name | Create Plan_1

SR

Create TV Wall3 (3) Task Name New Plan Task

[ Run Plan Task Run Time 00:00:00

© Everyday O Every Week

Sun. Mon. Tue. Wed.
Thu. Fri. Sat.

Click to start the task. Click the Stop button to stop this task.

New Plan Task

Create Plan_1
Start Time: 00:00:00

v Auto Run

v Mon. v Tue.
 Fri. + Sat.

Modify or delete task

Double click the TV wall name and then the tasks will be displayed on the right window.
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User Manual

MNews Plan Task
Create Plan_1
Start Time: 00:00:00

« Auto Run

+ hon. v Tue.

« Fri.

+ 5Sun.
+ Thu.

(#, Tl

Fa
Click or m to modify or delete the task.

Click behind the TV wall name and then click [OK] to confirm the deletion.

v Sat.

TV324 (1)

TW225 (Z)

O

\jre you sure to delete all plan tasks?

10.3.6 TV Wall System Setting

Go to Home->TV Wall Management>TV Wall System Setting interface as shown below. In this interface, channel number and decoder

bind can be set up.

Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard

controller. Users can export these channel number in this interface.

2

TV Wall Setting

Channel Number Setting

TV wall View

Task Setting TV Wall System Setting

Decoder Bind Configuration

o No. Name
Q|71 default area->A3H-2MP-20-210 1
defatiiarenl(Onfine/I ot 2 default area—>2MP A3FR-107 1

2MP A3FR-107
A3H-2MP-20-210

Channel Number

Conflicts Between Channels' Number...
1
A3H-2MP-20-210

2MP A3FR-107

Minimum Conflict-Free Channel Number: 2

‘Expart Channel NumberH Save H Cancel ‘
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11 Account and Permission

11.1 Create Account

Go to Home—> Account and Permission.

J User Account Setting ‘ User Permission Group Setting

‘ Add H Delete H Edit encryption |Search Q‘

(] admin ON Super Administrator 00:00:00:00:00:00 OFF

O 1 ON 1 00:00:00:00:00:00 OFF

&
©

There is a default super admin user (the username is admin; the password is 123456). The super admin user cannot be deleted.
If it is the first time for you to log in, please select the super admin user and then click 4 to change the default password. Then click
“Edit encryption” to select the questions and set the answers. It is very important to reset the password if you forget your password.

Edit encryption x

J User Account Setting ‘ User Permission Group Setting Problem: l W l
—
(200 ] oot | Ceateramion) | |
———
0 Problem: I v l
] admin ON Super Administrator 00:00:00:00:00:00 OFF Answer: | |
O Edit encryption £ 300:00:00:00 OFF
P Problem: I v l
User Name | admin Answer: | |

Click [Add] to prompt an adding user window as shown below.

Add User X

Enable &

User Name* | 1 |

Old Password*

Password? | 123456 |

Confirm Password* | 123456 |

Display Password [

Permission Group* | v |
gind MAC ddress ([ EEEEEEREEEE
Remark | |

Enter user name and password. Then select permission group (it must be set in advance). Binding MAC address or remark can be filled in
as needed. After that, click [OK] to save.

Click E/Jto modify the added user; click M] to delete the added user.

11.2 User Permission Settings

Go to Home->Account and Permission > User Permission Group Setting.
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@ Click [Add] to create permission group.

Add Permission Group X

Permission Group Name | |

J System Permission | Operation Permission Area Permission TV Wall Permission

Select All Reverse Clear All

[ Resource Management [ Server Management [ Record Setting

[J Alarm Management [ Account and Permission [J E-Map

[J TV Wall Management [ Parking Lot Management [ Local Configuration
(D Line Crossing Counting [0 Face Surveillance [ Face Greeting

[0 Face Attendance D Access Control Management

@ Enter permission group name.
®  Select system permission, operation permission, area permission and TV wall permission as needed.

Click E/Jto modify the permission group; click IMJ to delete the permission group.
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12 Operation and Maintenance Management

12.1 Check and Export Log

Go to Home->Operation and Maintenance Management.
Click the “Check and Export Log” tab as shown below. All types of logs can be searhed and exported here.

Check and Export Log Backup and Restore Configuration Online Status Status Log

‘ All Types ‘ ‘ Alarm Log ‘ ‘ Operation Log | ‘ Config Log | | Exception Log ‘
Start Time| HBT-06-19 00:00:00 = End Time| 2019-06-19 23:59:59 =]
No. Main Type Record Time Node Name Sub Type v User Name User Address Details. Record P\A

1 Alarm Log 2019-06-19 17:28:25 IPC Channel-Face Det... None None

2 Alarm Log 2019-06-19 17:28:07 IPC Channel-Face Det... None None

3 Alarm Log 2019-06-19 17:27:41 IPC Channel-Face Det... None None

4 Alarm Log 2019-06-19 17:27:12 IPC Channel-Face Det... None None

5 Alarm Log 2019-06-19 17:26:33 IPC Channel-Face Det... None None

6 Alarm Log 2019-06-19 17:26:22 A3H-2MP-20-210 Channel Offline None None

7 Alarm Log 2019-06-19 17:26:22 A3H-2MP-20-210 Encoder-Offline A... None None

8 Alarm Log 2019-06-19 17:26:12 2MP A3FR-107 Channel-Motion ... None None

9 Alarm Log 2019-06-19 17:26:12 2MP A3FR-107 Channel-Face Det... None None

10 Alarm Log 2019-06-19 17:25:12 IPC Channel-Face Det... None None

11 Alarm Log 2019-06-19 17:24:41 IPC Channel-Face Det... None None

12 Alarm Log 2019-06-19 17:24:25 IPC Channel-Face Det... None None

13 Alarm Log 2019-06-19 17:23:29 2MP A3FR-107 Channel-Motion ... None None

14 Alarm Log 2019-06-19 17:23:29 2MP A3FR-107 Channel-Face Det... None None

- Al Anan A a0 aTAnra T L T L P Y pupepy ~
< >

The| 1 /22Page WP P| Per Page| 50 ™ |Entry 1-50 Total Entries : 1089

Select the log type, set the start time and the end time and then click [Query] to search logs. After the logs are searched, click [Export] to
export these logs.

12.2 Backup and Restore Configuration

Go to Home->Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check and Export Log Backup and Restore Configuration Online Status Status Log

Backup System Configuration ‘ ‘ Restore System Configuration

Note: The process of restoring system configuration takes about a few minutes. After restoring, the management server will restart
automatically. Do not shut down the management server while restoring.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to
backup the system configuration files. Then click [Restore System Configuration] in the new version to restore the system configuration.

12.3 Viewing Online Status

Go to Home->Operation and Maintenance Management->Online Status interface.
You can view the online status of encoding device, decoders and storage servers and the record status of the storage server and encoding
devices.
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NVMS

Online Status

Encoding Device
Online Status
100%

M Online: 2
W Offline: 0

Area
default area

Decoder Online Alarm Host ACS Online Status S SENS Record Status of Record Status of
Status Online Status the Storage Server Encoding Devices
100% 100% 100% 100% 100% 100%

M Online: 0 M Online:0 MW Online: 0 M Online: 6 M Video recording: 2 M Video recording: 0
M Offline: 0 W Offline:0 W Offline: 0 MW Offline: 0 HINo video: 0 M No video: 0

A3H-2MP... Standard ...

192.1682.. 9008 Online

12.4 Viewing Status Log

Go to Home->Operation and Maintenance Management-> Status Log interface.

1

13

15

Status Log

| 06-19 00:00:00=]  End Time| 2019-06-19 23:59:59 =]

Monitor Client online

Monitor Clinet offline

No recording

Recording

No recording

Monitor Client online

Monitor Client online

Monitor Client online

2019-06-...

2019-06-...

2019-06-...

2019-06-...

2019-06-...

2019-06-...

2019-06-...

2019-06-...

A3H-2MP...

A3H-2MP...

2MP A3F...

2MP A3F...

2MP A3F...

2MP A3F...

A3H-2MP...

v

|< « The/ZPage » N Per PageEnlry 1-50 Total Entries : 59

In this interface, record status, online or offline status of servers and monitor client can be viewed.
Set the start time and the end time and then click [Search] to search status logs.
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13 Local Configuration

13.1 Record and Snapshot Setting

Go to Home->Local Configuration.

Record and Snapshot Setting

Save Recording Files To | C:/record
Save Backup Files To C:/backup
Backup File Format AVI v
Save Snapshots To E:/capture
Snapshot Number 5 ~

Max File Size for Manual Recording and Record Backup ® 512MB O 1GB O 2GB

Apply

In this interface, the storage path of recording files, backup files and snapshots, backup file format, snapshot number and max file size for
manual recording and record backup can be set up here.

13.2 Local Settings

Go to Home->Local Configuration—>Local Setting.
Local Settings

O Auto Startup ~ (J Auto Login [0 Show tips when the node is offline (0 Trigger audio when the node is offline Full name display for DVR/NVR' s channels  [J Resource tree automatically expands

O New live preview view default substream

Resource Tree Sorting Rules @® Sort by name O Sort by time

Video Configuration Rules ® Specification first O Clarity first

Backup client configuration Restore client configuration

Verify the password before exiting the program QO Yes ® No

Select Language ‘W‘

Time Display Format ‘W‘

Select the alarm sound file

Select node dropped sound file
Select the sensor alarm sound file

Apply

Auto Startup: if enabled, the system will automatically start when the computer starts.

Auto Login: if enabled the system will automatically log in when running this software next time.

Auto Startup: if enabled, the system will automatically start when the computer starts.

Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the
DVR/NVR name and the channel name. If disabled, only the channel name is shown.

Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.

In this interface, you also can select the resource tree sorting rules, video configuration rules, language and upload various alarm audio
files. You can click [Synchronize platform time] to synchronize the time of all devices and the platform.
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ﬂ User Manual
13.3 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new live view
and playback operation and the overload tip will prompt. Go to Home-> Local Configuration=>Overload Setting. Select the overload upper
limit and then click [Apply] to save the settings.

Resource Overload Related Attributes

Overload Upper Limit CPU:85% v Memory:80% v

Apply

13.4 Alarm View Settings

Go to Home->Local Configuration—>Alarm View Setting.

Alarm View Setting

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when Popping up”, set “automatically
/manually close alarm page” and select the number of screens (1/4/6/19 optional).

13.5 OSD Position Configuration

Click Home—>Local Configuration>OSD Position Config to go to the following interface.

0OSD Position Config

Apply

Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

13.6 System Configuration

Click Home—>Local Configuration—>System Config to go to the following interface.
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System Settings
(3 Alarm preview using third stream (0 Do not display the alarm without schedule
[0 same alarm reporting interval: | 1 Hour

Platform Time & synchronize Devices ¥ Synchronize Time Zone  (Automatic synchronization of platform time to equipment every 2 hours)

In this interface, you can enable “Alarm preview using third stream” or “Do not display the alarm without schedule”.
Enable and set the same alarm reporting interval and its linked alarm type.
Choose “Synchronize devices” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device times

with the time of the platform.

13.7 Audio Uploading

Go to Home->Local Configuration->Audio Uploading.
Click [Add] to bring the following box.

(o a

Audio Uploading

 sovsc ]
Audio Name |

Audio sampling rate: 16000Hz, 16bit; monophonig; file size: less than 10M; file format: “.wav* .

Click [Browse] to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded
successfully, you can listen to it.
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Intelligent Management

14

Before using intelligent functions, please confirm the intelligent analysis server has been already created and it is online.
Go to Home->Resource Management->Intelligent Analysis Server. There is a default intelligent analysis server. Please make sure the

server is online.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

10.20.52.7 6069 Online Online Z

Device Type
Encoding Device (Online/Total numbe|
Decoder (Online/Total number:0/0)
Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total n

Intelligent server

LED Display Device (Online/Total num

Storage Server (Online/Total number:

14.1 Face Surveillance

If it is the first use of face surveillance function, please configure it in the following order.

Create > | Add > | Configure face | 5 | Configure face | View face capture & N Search
a library targets capture type match type face match result faces
14.1.1 Object Library
Create and edit object library by going to Home->Object Library.
®  Create Object Library
Right click the intelligent analysis server to select “Add” to add an object library.
Real-timeView  SearchbyFace  Search | Object Library Management | Configuration
Intelllgent A ] ‘ Delete H Add Target H Add Multiple Targets H Import From Folder || Clear All Targets || Custom H Export || Select current Page Search [}

Intelligent
8 1succed 24|

Reverse select current page | =

2 nvr(Success)
R yt(Success)
i i X
Add Object Library X Add Object Library
Lib Name | ‘ Lib Name ‘ test l

Protocol Type I Face Recognition IPC v I

[ACIGISIREY LI Face Recognition NVR I\

Face Recognitic Face Recognition IPC

FR Terminal
- FR BDX

Face Recognition IPC

Third-Party FR Terminal 4 () default area 4 [ default area
O1prc [ facial ipc
O1pc
 — 5 D —— 5  —— >  C— >

(@ synchoronous NVR Album

(@ BlackList & WhiteList

O BlackList & WhiteList

OK

Object Library Name: please enter the object library name as needed.
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Protocol Type: face recognition IPC, face recognition NVR and FR Terminal (Face Recognition Access Control Terminal) are optional. If

face recognition IPC/NVR/terminal is selected, please select the corresponding device and click to add the device. Then this library
and its targets will be added to the face database of the added device, but the face database and its targets cannot be added to this library.

A menu box will display by right clicking the library name as shown below.

B &5 Intelligent Analysis Server

K 2(Suc Modify
2 3(Fail B
Delete

Forcedly Delete

Select “Modify” to modify the library name. Check “Synchronous” and then you can add or delete devices. If adding a device, all targets
in this library will be copied to this device. If deleting the added device, all targets of this library will be cleared from this device.

Click “Copy to” to copy the current library (A) and its targets to another library (B) and create library (B). If “Copy to” face recognition
NVR/IPC/ terminal is selected, the current library (A) and its targets will be added to the face database of the above-mentioned device.

Click “Delete” to delete the current library.

Forcedly Delete: This function is used to delete the library linking the face recognition NVR/IPC/terminal. When the FR

NVR/IPC/terminal is offline or disconnected with the intelligent server, you shall select “Forcedly Delete” to delete the relevant library.

®  Add Targets

Then click this object library and click [Add Target] to create a target.

' e — . : Import Target X
Add Target Add Multiple Targets ‘ ‘ Import From Folder Saarch Rl
AN

Reverse select current page N=
& face picture
Add Target [ » @ image
|» 8 record

| » 8 System Volume Information

sy

Name: | | girth Date: [19-052> == — ﬁ
S =
- Country: | Ty :
— o =
o Province: | | City: | o “ ‘\F'/-
S O 2jpg O rjpg
DNO: | |
Remark: | ‘
The 1 /1Page Per Page| 10 Vv |Entry 1.2 Total: 2
| 0K HCanceI|

Adding multiple targets:
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Delete Add Target H Add Multiple Targets }| Import From Folder H Clear All Targets H Custom H Export |E

(£ 0pen \ Object ID

() [0 » Libraries » Pictures » ~ [ 4 || search pictures o
1
me - s (2] @ @
43¢ Favorites o 2

B Desktop ’ \
1§ Downloads =
5] Recent Places “ .

Helen Hu

n

4[4 Libraries
> [ Documents
v gl Music
4 [ Pictures
£ My Pictures
¢ |, Public Pictures
& [ Videos

48 Computer
> &, Local Disk (C3)
» s Local Disk (D)
» = Local Disk (E2

File name: ~ |ImageFiles("jpg ".png~.gil =

Import from folder:

Folder & Subfolders: After clicking [Import from Folder] and choosing “Folder & Subfolders”, choose a folder including multiple
subfolders and then all pictures in the folder and its subfolders will be imported.

Current Folder: After clicking [Import from Folder] and choosing “Current Folder”, choose a folder including multiple subfolders and
pictures. Then pictures in the folder will be imported, but pictures in the subfolders will not be imported.

Modify or delete targets:

Click @ to modify the information of the target. Click T to delete the target.

Click [Custom] to customize the target information.

| Delete l ‘ Add Target ‘ [ Add Multiple Targets ‘ ‘ Import From Folder ‘ | Clear All Targets l l Custom | ‘ Export ‘ [ Select current Page
Reverse select current page | =
':_‘: Name: IP Camera01 Birth Date: 05-19 Name: 2 Birth Date: 05-19

rrt

Gender: Male IDType:  IDCard O Gender: Female IDType:  IDCard
. IDNO.: Country: IDNO.: Country:
N
Remark:  IP Camera0l.j--- Remark:  2.jpg

@ status: Succe @

Name: 3IP Camera0l  Birth Date: 05-19

=1
(]
R
=]

5IP Camera0l  Birth Date: 05-19
Gender: Male IDType: 1D Card Male IDType:  ID Card

IDNO.: Country: Country:

S Remark:  3IP Camera01-- 5IP Camera01---

@ status: Success

[
El
R
El

Name: 6IP Camera01  Birth Date: 05-19 Name: 2 Birth Date: 05-19

Gender: Male IDType:  IDCard o Gender: Female IDType:  IDCard
IDNO.: Country: IDNO.: Country:
Remark:  6IP Camera0l--- Remark:  2.jpg

@ status: Success 4 W O status: Succes 4 w

Click to view the list of the target.

14.1.2 Task Management

Go to Home—>Face Surveillance->Configuration—-> Task.
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@ Select the schedule and face capture type.

There are two face capture types—face capture by IPC, face match by IPC
Face capture by IPC: if the IPC is a face detection IPC, please select it. It is selected by default.
Face match by IPC: if the IPC is a face recognition IPC, please select it.

Real-time View Search by Face Search Object Library Management | Configuration ‘

J Task ‘ Link Camera to Sub-screen Face Detection Algorithm Setting Black and white list popBox setting Face access permission setting

Task Schedule Setting
onitoring Po Apply l Add l [ Delete ] [ Search Q]

Search Q [

8- (2 default area (Online/Total nu--: Face Capture by IPC
(2 200 (Online/Total number:-- T
g Face Match by IPC O T /
i~ 10.100.10.75_8443_CAM001 — D M
H mj T
1P = o s» (4 W
i~ @ |PC
M nvr_|P Camera0l

@ Set face match type.

Face Match by IPC: select the IPC, click @ and then double click the library that links the face database of IPC. Make sure this IPC
supports face match function.

IP Camera01 |2 T*24 Face Capture by IPC

Cibject Library Task Setting

Added Object
B 5 Intelligent Analy...
- R 1(Success)

8 F21 2(Success) 1 Intelligent... 2

= R 3(Failure)

Unmatched e

<

>

Double click the library name to add; double click the added object library to remove it.

Schedule and face match configuration of NVR:

You can log in the web client of the NVR and then configure the schedule of face match, select the face group and set the similarity to
realize the auto report of the face match result as shown below.

Camera Name PC2333

Face Recognition
Live Display Playback Search and Backup Intelligent Analysis Function Panel

Recognition

Function Panel » Face Recognition Face Database =

Plate Database #

IR, Event Notification

Alarm-out|E-mail | Display | Buzzer Camera Name P » Enable M Successful Recognition [ Stranger
[Push Message| Audio]Light] Parameter Settings Successful Recognition Stranger
Alarm server Face Recognition -

Detection Recognition Face Group a1:
M AlEvent
= Face Database = Plate Database ~ _
R «Zhedule [24x7 ) [Bd| schedule Management
PeopleVehicle Perimeter|More Enable [ Stranger Text Prompt 1

Settings Successful Recognition Stranger
s E 9 9 [] Enable alarm output pulse(Access Control)
2 General Event
IR Face Group Similarity (%) @ L1 Trigger General Record A
Combination Alarm|IPC Offiine|
; J ]

Exception Handling Settings o [ Push 1PC2333

The alarm type: Matched or Unmatched can be optional.
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If “Matched” is enabled, a) when the captured face picture is successfully matched, this result will be pushed to the alarm service and then

the match pictures will be shown in the Real-time View interface of Face Surveillance module; b) when the captured face picture is
unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be shown in the Real-time View
interface of Face Surveillance module too.

If “Unmatched” is enabled, a) when the captured face picture is successfully matched, this result will not be pushed to the alarm service;

b) when the captured face picture is unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be

shown in the Real-time View interface of Face Surveillance module.

Note: If the schedule is not set, the match result will not be pushed.

14.1.3 Real-Time View

If the IPC supports face detection, you will view the face capture picture.
The screen display mode: 1/4/9/16 can be selected.

arch by Face Searct Object Library Managemer

t  Confiruratio
TNy : i R
el B
default area (Online/Total nu ‘-.-j [ =
200 (Online/Total number N N a‘ >
10.100.10.75_8443_CAM001 & %
IPC P l AN
IPC , ‘

\ &

® nvr_IP Camera0l

Clear List

o

3
g

Put the cursor on the captured picture and then click + to add the capture picture to the library.
Select the library on the left and then fill out the information of this target. Click [OK] to add.

I

Intelligent server
R 1(Success)
8 nvr(Success)
R yt(Success

OK Cancel

Put the cursor on the captured picture and then click __ to quickly search images by this picture.
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Real-time View Search by Face Search Object Library Management  Configuration
Face Recognition NVR St
Search Q Track List View E-Map Track View
Oaw2a B ~
0@ 28181 l
8 0@ IPC
& 0@ default area (u] 1 2020-04-1115:2532 ®
2 & 0 10.100.10.135 6036
& [0 @ 172.16.48.191 6036
0 @ 172.16.48.194 6036
& 0 0 172.1648.195_6036 o < e aeril @
Mo v
Select Image
=] 3 2020-04-11 15:25:33 225-1 )
0 4 2020-04-11 152534 2251 . O]
Start Time 2020-04-11 00:00:00 - o : 2020-041 15253 51 ; ®
End Time 2020-04-11 235950 =
Max. Number | 100 — = e N v
< S S bl
Simlariyey) (B | setlectan || w || clearan | | Playback selection |
ec everse ear layDacl on
Search m

Put the cursor on the captured picture and then click [& to quickly download the captured picture.

The right panel of the real-time view interface is face match result area.
Click it to view the matched details.

rified Target Info &

Alarm Resource: facial ipc Alarm Time: 2020-05-19 18:30:24

Name 3IP Camera01 | Gender | Male
Birth Date | 2020-05-19 | LibName |1
ID Type ID Card

ID No.

OK Cancel

r_T

Click 0 to clear all face match result.

r_ A

Click -ga to hide the unmatched result.

14.1.4 Search

@ Go to Face Recognition > Search interface.

@ Select the IPC and picture source.

@ Select the captured match pictures from intelligent server or face recognition NVR.
@ Set the start and end time and then click [Search] to search the face pictures.
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RealtimeView  SearchbyFace = Search = Object Library Management  Configuration

Search Snapshot |~ Search Alarm

Monitoring Point 1 ~
Q

& [0 & default area (Online/Total ---
) & 200 (Online/Total numb---

) ® 10.100.10.75_8443_CA

Dmipc % 5 4 Z ,

O = 1PC P € - p g . i’ >3 2
= —— c o facial ipc facial ipc facial ipc tacial lpc

¥ facial ip 202 9 18:3022 20200519 18:3303 i 20200519 18:33:15 [l 2020051918318

(5 nvr_IP Camera0l1 = -} 4 L y d

LY
' e B
facialfpe facialipe facialipe facialipe facial ipc
20200519 16:3326_Jil 2020.05-191835.08 Jl 2020.05.1918:39:13

pc facialipc facialipe
20260513 18:41:00 [l 20260513 18:41:01 il 2020.05-19 18.41:06 [l 2020.05-19 184331 2020-05-1918:4339 [l 2020-05-19 18:43:39

Intelligent Server v

Start Time 19-05-2020 00:00:00 =

End Time 19-05-2020 23:59:59 15|

[ search |[ Export 40/40

Put the cursor on the captured picture and then some shortcut buttons will be displayed.

facial ipc
2020-05-19 18:30:26

Click + to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
add.

Put the cursor on the captured picture and then click __ to quickly search images by this picture.

Put the cursor on the captured picture and then click & to quickly download the captured picture.

14.1.5 Search Image by Image

@ Set the schedule and make sure all channels can be recorded normally.

Record Playback

Record Playback | By Time Slice | By Event
% ByTag | Backup | Search Picture
Record Setting | Schedule Setting

@ Select a picture and picture source.

® Set the start time and the end time.

@ Set the maximum count and similarity.
® Click [Search] .

Click @ to play the record in a small window.
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Real-time View | Search by Face ‘ Search  ObjectLib

¥ Confi

Search Q
& O @ default area
-~ O@200

Select Image

StartTime | 19-05-202000:00:00
EnaTime
Max. Number
St

Search

Search Result

Track List View E-Map Track View

| Select All H Reverse H Clear All | ‘ Playback Selection

®  E-Map Track View:

@ Create a E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.

| Create Map ” Modify Map || Delete Map

S —
e —

Map Type © Baidu Map @ Picture Map

Menitoring Point

Sensor

Subsystem

N —

@ Search the track

Click [Play Track Line] to play track line.
Click [Playback by Tracks] to play back records as shown below.
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Real-time View | Search by Face  Search  Object Libvary Management  Configuration

Search Result .

} Q Track List View E-Map Track View
™ ipc-26-9525A3 2 an

@ A3-5MP (Online/Total number:0/0)
B 0 E3-4MP (Online/Total number:1/2)
W 9541E3 3.6mme78
™ 9541E3-3 6mme 77
2 () default area (Online/Total number:12/12)
@ 10.100.20.114_6036 (Online/Total nu.
@ 172.1648.193_6036 (Online/Total nu...
Q) 172.1648.194_6036 (Online/Total nu..
@ 172.1648.64_6036 (Online/Total num.
# Q) HKDH (Online/Total number:8/8)
& @ IPC (Online/Total number4/4)
106
| =P Camera2}d v
Select Image

Start Time 2019-10-09 000000 =1
End Time 2019-10-09 235959 =
Maxcount 100

Similarity(%) | 60

N s s | toeet st | | Play Track Line || Playback by Tracks ]| E-Map setting l

14.1.6 Configuration
@  Set the schedule.

Task | Link Camera to Sub-screen Face Detection Algorithm Setting Black and white list popBox setting Face access permission setting

Task Schedule Setting
Monitoring Point A | Add H Delete | [ search Ql

Search Q

2 200 (Online/Total number:-- - —
facial i 1 . Far.e Match by IPC | 7*24 i

¥ 10.100.10.75_8443_CAMO001 i £ I I e S I L D U

= IPC (] 5'24 @ w ‘

= |PC

|

® nyr_IP Camera01

@ Face Detection Algorithm Setting
Set the similarity of face match by default and FTP as needed.
If FTP is configured, the captured face pictures will be automatically uploaded to FTP server

Task Link Camera to Sub-screen ‘ Face Detection Algorithm Setting b

Similarity

Similarity(%) | 20 ]

Send Captured Pictures to FTP
[ Enable FTP

FTP Server Address l ]

FTP Server Port | 21 ]

FTP File Path | / ]

[ Anonymous

User Name l l Password [ ]

®  Pop-up Window Setting

Black list QO Popup @ Don'tpop up
White list OPopup @ Don't pop up
Stranger OPopup @ Don't pop up

Duration Time of VIP Box (s) O Alwaysshow @ Automatically hide (after 3s) O Automatically hide (after 5s) O Automatically hide (after 10s)
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In this interface, you can choose whether to pop up the window when the camera detects a stranger or the person of blacklist or white list.
Additionally, you can choose the duration time of VIP Box(s).

@  Link camera to sub-screen:
If the sub-screen is connected, the system will automatically recognize it. In this interface, you can configure cameras for face attendance

and face greeting

Task Link Camera to Sub-screen Face Detection Algorithm Setting Pop-up Window Sefting Face access permission setting

Double click the following boxes to add or modify cameras. After these cameras used for face comparison are added, the match result will be displayed on the sub-screen accordingly
Note: The cameras shall be reconfigured after reboot

Face Attendance Face Greeting

Select channels X

Face Attendance Face Gred

Selectable Channel Selected Channel ‘

Double click to select or change chani|| Double click to selec| )
4 ) default area

-
52130 B
]
Screen 1 O nvR
4[] 172.1652.21...
[ Device Na...

¢ » || ¢ | 4 []172.1655.22...

[ Device Na..
[ Device Na...

[0 Device Ma...

o
e e BEa

| { > | £ 4

r: = I-FI

Double click the blank area of the screen box as shown on the above left to pop up a box. Check the channel name and click to add it.

14.1.7 Face Recognition Terminal Access and Configuration

The setting steps are as follows:
1. Log in the Face Recognition Access Control Terminal (FR Terminal): If this is the first use of FR Terminal, please configure its IP

address first. Click the menu icon in the bottom right corner of FR Terminal to pop up a login box. Enter the password and click [OK].

Please input administrator password

Menu

\

o0&

Cancel OK

2. Modify the IP address of the FR terminal. Click Settings—=>Ethernet Setting—>Ethernet> Ethernet IP Mode-> Static to modify IP

address.

78



3. Create API in the web client of FR Terminal to get username and password.

Note: Only Google Chrome can be used to log in the FR Terminal. Please enter http://ip:8081 in the address bar of Chrome. The default
user name is admin and the default password is admin too.

Go to the API interface to create the ClientID and ClientSecret as shown below.

Self-define the Clientld and ClientSecret.

English

Usemame | . admin

Password () e |

@ Central Management System wr w2 B Grow
admin
My Application
test1
Appld test1 Create Time :2019-09-24 10:56:42

Clientld a7bc47a075ebbeaba2ea225Macase74 | Application Instructions.

ClientSecret :  36715f2910900006

4. Platform access:

Note: The FR terminal only can be controlled by one platform. Please do not connect one FR terminal to multiple management
platforms.

Start the monitor client and then go to the “Add, Edit or Delete Device” interface. Choose “Encoding Device” and then click [Add].
Click the “Manually Add” tab to add a FR terminal. ~The protocol shall be “FR Terminal”.
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http://ip:8081/

Device Type

Decoder (Online/Total number:0/0)
Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total n|

LED Display Device (Online/Total numi
£ 5 B :0.0.0. i v i
Intelligent Analysis Server (Online/Tot: IP Address:0.0.0.0 Standard Device 6036 admin esscece
Storage Server (Online/Total number: Standard Device
Media Transfer Server (Online/Total ni Hikvision
Access Server (Online/Total number:1/ Dahua
Alarm Server (Online/Total number:1/ ONVIF
TV Wall Server (Online/Total number:1 PMS
FR Box
Third-Party FR Terminal
Traffic jam IPC
< >
Select Area | () default area v [LRIEPNCEY (O Automatically Link Area
Defaut password

Add Encoding Device

Quickly Add Manually Add Initiatively Report

IP Address:0.0.0.0 FR Terminal 8081

IP Address:0.0.0.0 Standard D... 6036

The username must be the same with the Clientld of the FR Terminal.
The password must be the same with the ClientSecret of the FR Terminal.
Please get the Clientld and ClientSecret from the web client of the FR Terminal (See Step 3 for details).

5. Link the FR terminal to a library

(1) Add a library and create a blacklist or white list.

Go to Face Surveillance> Object Library Management interface. Right click the intelligent server name and then click “Add” to add a
library.

Protocol Type: please select FR Terminal.

Enter the library name and select the FR terminal. Then check blacklist or white list.

Add Object Library

Comnfiguration
Add Object Library

Real-time WView  Search by Face Search . Object Library Management |

Ohject Library Mamea | 10X-¥ |
Pratocal Type | FR Termanal |

Intalligent Analysic Server

Inteliigant Server jact Library Mame |
R 000Success) 23 2 FH Tarminal
Pratocal Type
[Eaos-v 17236,
//
g < > L3 »
[ Blacklist ) 'WhateList 1 Synchononous MVR Albuem
< > < > m

(2) Add targets
Select the library linked to the FR terminal and then click [Add Target] to add targets as shown below.
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Real-time View Search by Face Search

Intelligent Analysis Server A

B- g Intelligent Analysis Server
- R 22(Success)

£, 555(Success)
8 181 10X-Y(Success)

Object Library Management

Configuration

‘ Delete ‘

arget || Add Multiple Targets

‘ Import From Folder || Clear All Targets ‘ Apply

Add Target

Priority
Normal
(S open =
——
O\J &) v Ubraries » Pictures » = %3] [ Searct )
=5~ O @
45 Favorites
B Desktop
1 Downloads
i Recent Places
2j 3j 4]
425 Libraries irg irg irg
> [ Documents
. > ot Music
ol 4 | Pictures
Country: £] My Pictures
>} Public Pictures s 5i 7i 8
ipg ipg ipg P9
ID Type: | ID Card > B Videos
Remark: 4 8 Computer
> & Local Disk (C)
> s Local Disk (D)
> = Local Disk (E: . - .
9ijpg 10jpg 1ljpg
File neme 1jpg +  |Image Files(*jpg *jpeg “pn ~
| ==

(3) Go to the web client of the FR Terminal to view whether the target pictures are added successfully.

©

Black List

Visitor

VIP

Other

(4) Face Access Permission Setting

Please enter the following interface and then click [Add User] to bind the user and face access control terminal. Drag your mouse to select

Central Management System

02N =58 English [® Logout
B
Select all Rank~ | I
Name 1 Name
Staff No. Staff No
Card No Card No
Dept Black List Dept. Black List
Valid Valid Forever

m
9

Name

Staff No.
Card No
Dept Black List

Valid Forever

Edit

Name
Staff No.
Card No

Dept Black List

Edi
)

Name 4

Staff No.

Card No

Dept Black List
Valid Forever

Edit

L
g Name 1

Staff No.

Card No

Black List

Dept

the user on the left panel and then select the face access control terminal. Click to select it. Then click [OK] to save the settings.




Task Link Came Face access permission added Face access permission setting

elect thefarget user Select the face access guard
| Delete {| Addusd
Q Selectable Device Selected Device
U Edith = R1 A
7 2 4 [ default area
8] D 3IP Camera01 {7 10.100.10.75_8--
0 / 5IP Camera01l
[:'I IP Camera01
(] E/J YU
facial ipc
7
o D facial ipc
o E/J facial ipc
8 K nvr
u 4 2
IPCamera0l < > < >
Support Ctrl multi selection OK

After that, the user will be listed in the table. Click 4 change the face access control terminal. Click ! to delete this user.

(5) Configure the schedule and library.
Click Face Surveillance->Configuration—>Task to go to the Task interface as shown below. Select the FR terminal in the monitoring point

list and then click 1 to select the object library and alarm type. Then set the schedule and face capture source.

Task

& Apply
Q
B () default area (Online/Total nu-- Channel N--- Object Lib--- Edit Face Capture S-- V' Schedule of so--= V'
(2 200 (Online/Total number:-+- 10%-Y.1721 | pb C/J Face Match by IPC 724
% 10.100.10.75_8443_CAM001 -
& |PC
& [PC

= nvr_|P Camera0l

The alarm type: matched or unmatched can be optional.

If “Matched” is enabled, a) when the captured face picture is successfully matched, this result will be pushed to the alarm service and then
the match pictures will be shown in the Real-time View interface of Face Surveillance module; b) when the captured face picture is
unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be shown in the Real-time View
interface of Face Surveillance module too.

If “Unmatched” is enabled, a) when the captured face picture is successfully matched, this result will not be pushed to the alarm service;

b) when the captured face picture is unsuccessfully matched, this failure result will be pushed to the alarm service and the picture will be
shown in the Real-time View interface of Face Surveillance module.

If the schedule is not set, the match result will not be pushed.

(6) View the face match alarm information
After you configure the above items, you can view the alarm information in the Real-time View interface of Face Surveillance module.

You can also go to the web client of FR terminal to view the alarm information.

14.2 Face Greeting

Click “Face Greeting” to go to the face greeting interface. The setting steps are as follows:
@ Create an object library and add targets for this library in the VIP Management interface (See 14.1.1 Object library for details).

@ Select the schedule, face capture type and face match type in the Task interface(See 14.1.2 Task Management for details).

(® Set camera deployment. Drag the camera name to the preview window. When there are targets detected, the match result will be
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displayed on the right panel.

08/21/2019 17:50:54

Left Panel

r (Online/Total number:2/2)

® View the match result of the greeting screen. Go to Face Surveillance->System->Select projection compare channels to configure

cameras used to compare faces. In this interface, right click on the small screen to select “Projection” to select face greeting screen. Then
you will see the face display on the face greeting screen as shown on the below.

Real-time View Search by Face Search Object Library Management Configuration
Task | Link Camera to Sub-screen | [N

Double click the following boxes to add or modify cameras. After these cameras used for face c

Face Attendance Face Greeting

Double click to select or change chani|| 52_130
Device Name_IP Camera8l

ice Name_IP Ca
> Name [P C

r N
Screen 1 N

e

Name_IP Came
TD-E10X-Y_172.16.53.240_CAMO001
102

9541E3 3.6mm#78

08/21/2019 17N

10/09/2019 12:53:58

heimei

Project onto Screen 1

Close the Sub-screen

Close Channel

@ Search the face greeting records. Click “VIP Search” tab as shown below.
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VIP Management Task Camera Deployment VIP Search Display Setting
VIPList @
arch Q =
A1 Helen Start Time | 2019-08-27 00:00:00 =
B 22

End Time | 2019-08-27 23:59:59 =

Hua
P13
[ Liti
Siyii

i Helen Male Normal 2019-08-23 2019-08-27 11:08:50 ®
xiao
A3

>
The| 1 /1Page

Per Page| 50V Entry 1-1 Total Entries : 1

You can enter the key word to search the target or manually select the target from the library. Then set the start time and the end time and
click “Search” to search the record. The detailed information of this target will be viewed. Click ) to play the record.

Playback

2 - =y
=Cons T UL S R
R

i

00:00:05/0;:00:15 E] E E ‘E’

® Display Setting. In this interface, greeting screen background style, screen mode, VIP box style, face greeting language and so on can
be set up.

VIP Management Task Camera Deployment VIP Search | Display Setting L

v | Screen Mode

Greeting Screen Background Style| Video

VIP Box Style| with borders ™

Greeting Language| Welcome |

Max. Number of VIP Box (1—5)| 3

Duration Time of VIP Box (s)| 5

Loop Playback ()

Single VIP Cycle Time(IVIin.}| 20 |

Single VIP Box Size (ranges from
1% to 99%)

|60 |

Greeting Screen Background Style: three options: Video, Background Picture and Pure Color Background
Screen Mode: 1/4/9/16 screen display mode can be selected.

VIP Box Style: with borders or pure image.

Face Greeting Language: please enter the content as needed.
Max. Number of VIP Box: up to 5 boxes.

Duration Time of VIP Box: set the duration time of VVIP box appearing after the captured face is matched successfully.
Loop Playback: if enabled, the VVIP name will be broadcasted in a loop.

Single VIP Cycle Time: set the time of the single VIP name broadcasted.

Single VIP Box Size: set the percentage of VIP box size occupying the entire screen.

84



14.3 Face Attendance

Click “Face Attendance” to go to the face greeting interface. The setting steps are as follows:
@ Click the “Staff Management” tab to create an object library and add targets for this library (See 14.1.1 Object library for details).

@ Click the “Task” tab to select the schedule, face capture type and face match type (See 14.1.2 Task Management for details).
® Set camera deployment. Drag the camera name to the preview window. When there are targets detected, the match result will be
displayed on the right panel.

08/21/2019 17:44:51

EH (Q default area (Online/Total number:27/37)

Online/Total num.
nline/Total nu

6(1) (Online/Total n.
s.proseguralarm.
line/Total number:4/8)

™ E3-75

& [P Camera220A3
= [P Camera22

= [P Camera223

® [P Camera26

™ [P CameraP)

sre  Left Panel

Right Panel

® View the match result of the sub-screen. Go to Face Surveillance—>System->Select projection compare channels to configure channels

used to compare faces. Right click on the screen to select “Project onto” to select sub screen. Then you will see the face display on the sub
screen as shown on the below.

Real-time View Search by Face Search Object Library Management Configuration
Task Link Camera to Sub-screen | | NS

Double click the following boxes to add or modify cameras. After these cameras used for face c«

Face Attendance Face Greeting

Double click to select or change chani|| 52_130
Device Name_IP Camera8l
Device Name_IP Camera
Device Name_IP Camera
Device Name_IP Camerall12E3
Device Name_[IP Camera220A3
Device Name_IP Camera223
Device Name_IP Camera4835
Device Name_IP CameraP)
TD-E10X-Y_172.16.53.240_CAMO001
102
9541E3 3.6mm#78

Screen 1
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10/09/2019 12:53:58

Project onto

{ Close the Sub-screen
—M
M Close Channel

IP_Camera? - Name:zhacihoupe |

® View the attendance records. Select the target and search condition (by day, by week, by month, etc.) to search the records as below.

Staff Management Camera Deployment Task Attendance Record Working Day Setting
=
a1 NO Name Staff Number Time Earliest Time Latest Time Earliest Re... Latest Rec... De
B K2
1 Helen 2019-08-27 11:08:50 11:08:50

={ 2_dep

IP-13
8- Desktop

Litian

Zhang
B- image

Hua

Lili

Siyii

xiao

B R3
image
Namepelen
@ Departmentimage

.

h Staff Number

Click “Export” to export the attendance record. You can open the exported record file by Microsoft Excel.
The earliest record and the latest record can be played by click the corresponding play button.

(® Working day settings

Working Day Mon. & Tue. @ Wed. & Thu. & Fri. O sat. O Sun.

Working Start Time
Lunch Time
Working End Time

Work In Qut Time

Apply

Please set the working day and working time as needed.

14.4 Line Crossing Counting
14.4.1 Task Management

Go to Home->Line Crossing Counting—-> Task Management. Click the camera with the line crossing counting (or target counting) function

and then select the schedule. After that, click [Apply] to save the settings.
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Historical Statistics

Task Management Real-time Statistics Summary Statistics

i
= () default area (Online/Total nu--- IP Channel Name Schedule -
- (1200 (Online/Total number:--- P Camera0l -
% 10.100.10.75_8443_CAMO001
B¢ |PC facial ipc 7*24
- B facial ipc IPC 724
ey nvr_IP Camera0l IPC 7424
CAMO01 OFF

14.4.2 Real-time Statistics

Go to Home->Line Crossing Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live
image. The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the
system will automatically analyze the daily and monthly flow trends.

Before view the statistics, please go to Home->Resource Management->Device Setting—>Line Crossing Counting interface to set the alert
line, entrance/exit, detection target, etc.

Task Management Real-time Statistics Summary Statistics Historical Statistics

‘ Monitoring Point ~ Type [Human = V|
. Q Daily Flow Trend
B (2 default area (Online/Total n... 5 - —— 2
e 02006709416 16704 2
3 ] ) s
B Device Name IPC — Q . . =3
W Device Name.facial ipc 3 = 3 Qu»‘ s
B Device Name_ptz -
B Device Name_thermal ipc \ Z 12
=< name S i \"5; 2 9
® name I = 3
s . >
- .
3
o800 02:00  04:00  06:00 0:00  10:00 12:00 14:00 16:00 18:00 20:00  22:00
Time/hour
° Monthly Flow Trend
=
s
. =]
Monitoring Point:ptz L
People Entry 38995 People Exiting 48847 z 2
L
Vehicle Entry 40366 Vehicle Exiting 30289 % $
>
Non-motor Vehicle Entry 2319 Non-motor Vehicle Exiting 1297 L

it
80T 503 605 607 6-09 611 G135 65 617 615 621 623 006 627 628
Time/day

Please select the type as needed to view the flow trend.

14.4.3 Summary Statistics
Go to Home—>Line Crossing Counting—>Summary Statistics.

Before setting summary statistics, please set E-Map by going to Home>E-Map—> E-Map Setting first. Drag the camera with the line

crossing counting function to the specified area.
Then return to the summary statistics interface. The results of summary statistics of the specified multi-channel can be viewed.
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Task Management Real-time Statistics Summary Statistics Historical Statistics

Map Management i A : § Daily Flow Summary Trend
a| Flow Summary Statisticsmes [fumn v ]
s W1 Enter 28 Leave 1 g
i
24
[:l g "
ﬁ ”
‘ Office g
§ §:00 2:00 4:00 5:00 5:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 0300
Time/h
Enginesring we WC | Conference I B £ our
Department Riwe [fome Male | Room gy [ s '§ Historical Flow Contrast
p Comdor Comidor el AL § )
| | Reception g
: ‘ Confer Domestc s 5
onferen
Comdor | Enter: 28 P Pty S e d 0
Leave: 1, Eommerh | Department  lorahe %‘ u
iz
Test x £ : Lobby S
oot || @ Puchasinp i
v Departmegt ' s
' | | G
I I e 1 g ﬂyne/day
—————————— -~ — — — Comdor — — — — - -
Comdor — Flow Control Statistics
Test Room
Financial oo somcsadll] Sosont
Mark
RAD Department O | ety anage
Warehouse
|
@irc & Smart IPC
[ subsystem [ Zone
[ Sensor @ Door v

14.4.4 Historical Statistics

Go to Home->Line Crossing Counting—>Summary Statistics. In this interface, the statistic results in a long period of time can be searched

which can be shown in histogram or curve chart. Additionally, the statistics of different targets can be viewed here.

Task Management Real-time Statistics Summary Statistics | Historical Statistics ‘

A
Search Q
B () default area (Online/Total number:3/8)

@ Device Name_E3
< Device Name_IPC
B Device Name_facial ipc
- @M Device Name_ptz
B Device Name_thermal ipc

B name
B name

Human/Motor Vehicle/ Non-motor Vehicle

Report Type: l Daily Report v I 2
Contrast Type: [ Single-channel Single-period v I
Director: [ Enter v ]

Period 1: [2020-06-09

=

Period 2: [ 2020-06-08

Historical Flow Statistics

Batch export W Ex Line Chart v

Daily Report-Single—channel Single—period—Enter

=#=: ptz(2020-06-09 00:00:00--2020-06-10 00:00:00) ‘

Type l Human v I

I Search ]

1o 11 12 13

Time/hour
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Historical Flow Statistics

Task Management Real-time Statistics Summary Statistics Historical Statistics

onitoring Po

Search Q

B (1) default area (Online/Total number:3/8) _
Batch export Bar Chart v

B Device Name_E3
B Device Name_IPC Daily Report—Single—channel Single-period-Enter

B Device Name_facial ipc
B Device Name_ptz ‘ 21 ptz(2020-06-09 00:00:00--2020-06-10 00:00:00) |
8 Device Name_thermal ipc 36
@< name

B name

Report Type: [ Daily Report 2 ]

Human/Motor Vehicle/ Non-motor Vehicle

Contrast Type: [ Single-channel Single-period ‘v ]

Director: l Enter v ] sk

Period 1: [2020-06-09 =

Period 2: | 2020-06-08 =

Type [ Human v  deterteter—r— e
[ Search ] Time/hour

14.5 Access Control Management

Before using access control management system, please make sure whether the access server is online.
Go to Home—>Resource Management->Access Server. There is a default access server which can be modified. Please confirm its online
status.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

i

Encoding Device (Online/Total numbe|

Alarm Host (Online/Total number:0/0) a Access server 10.20.52.7 6013 0 0 Online Online @ _|ﬁ|_

Access Control System (Online/Total n

LED Display Device (Online/Total num|
Intelligent Analysis Server (Online/Tot
Storage Server (Online/Total number:1

Media Transfer Server (Online/Total n

Access Server (Online/Total number:1/,

Alarm Server (Online/Total number:1/:
TV Wall Server (Online/Total number:1

A new access server can be added by auto search or manual adding.

l Add l Delete l Search

Add Access Server

Server Quantity:1

Quickly Add Manually Add

0] 10.100.10.35 6013

Then add access control system. Go to Home->Resource Management-> Access Control System. Then click “Add” to add.
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J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Device Type @ Search

Encoding Device (Online/Total numbe|

Decoder (Online/Total number:0/0)
Alarm Host (Online/Total number.0/0)

LED Display Device (Online/Total num

14.5.1 Remotely Open the Door

Go to Home—>Access Control Management.
The access control devices are listed as shown below. Double click a device to display the doors controlled by this device.

J Open the Door Remotely Alarm Linkage Log Query E-Map ACS
Access Control Device C Refresh Status | G Update Data [iliEld Ql

Search
B &5 Access Control System 1
. 192.168.251.202
192.168.251.203 ooor Daor2
- 18 192.168.251.30

167 162 961 21

Double click a door icon to view the detailed information of this door. The door can be opened or closed remotely in this interface by
clicking the corresponding buttons.

J Open the Door Remotely ‘ Alarm Linkage Log Query E-Map ACS

Access Control Device & NE | C Refresh Status | G Update Data Fllter Q]
Search Q
S m Access Control Detail X

B & Access Control System .

- [ 192.168.251.202 . | Door Name: bear 1
192.168.251.203 Door 1 Door2 T Connection Status: Online
192.168.251.30
192.168.251.31

Door 1 Door Magnetic Status: Null

Alarm Status: Null

14.5.2 Alarm Linkage

Go to Home-> Access Control Management—> Alarm Linkage.
In this interface, the alarm linkage related to the door can be set up.

Open the Door Remotely | Alarm Linkage | Log Query  E-Map ACS

Access ConvolSystem o [ o |

Access Control System

192.168.249.100-1 ~ OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF

|l‘3216&251.231-1 ~ OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF

1 v OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF

14.5.3 Log Query

Go to Home->Access Control Management->Log Query.
The alarm information of the access control devices in a long period of time can be searched in this interface. The relevant linkage record
and snapshot also can be viewed.
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Open the Door Remotely Alarm Linkage Log Query E-Map ACS

Start Time | FI0E-08-19 00:00:00 End Time | 2019-08-19 23:59:59

1 2019-08-19 09:25:21 B4 Door-ACS Alarm

2 2019-08-19 09:21:26 B Door-ACS Alarm  EventType: .. (%) N

14.5.4 E-Map ACS

Before setting E-Map ACS, the E-map shall be set first by going to Home—->E-Map->ACS Station. Drag the ACS devices to the specified
location of the E-map for monitoring.

| E-Map Setting

Map Management [ create map ][ Modity map || oelete map |

Monitoring Point

Sensor

Subsystem

Zone

Door

Sear
& & Access Control System1
B 9 192.168.249.100-1

R
iy g
i

B 9 192.168.249.109-1

Al

L

]

<

Return to Home-> Access Control Management—>E-Map ACS interface to view the current status of these access control devices.

Open the Door Remotely  Alarm Linkage  Log Query | E-Map ACS
Map Management
[Search Q 3
Iy -
™88 == = Wl
e -
o A i T
[ B o LA —
_-«__§ - -
B s g =Gl =
e S
i L == L
e 7%
g ":_"_’_"3-
e B e =
_u.i_.,.-l e
= ——
il
=
Auto Alarm View ® Yes ONo
Oirc [ Smart IPC
) Subsystem [ Zone
O sensor & Door

When the access control device trigger an alarm, the door icon on the map will jump and the red exclamation mark icon will display in
front of the name of the access control device.

14.6 Smart Site View

In the home page, click “View” and select “Change to Smart Site Page”.
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Change to Smartsge page

Face Attendance Settings

1. Click Face Attendance->Task—> Attendance Settings to go to the following interface.

2. Select the area and channel.

3. Select entrance or exit.

4.  Set the task for each channel. Click the “Task” tab to select the schedule, face capture type and face match type (See 14.1.2 Task
Management for details).

After the face attendance settings are finished, the attendance record will be shown as follows

. N . - P . P . N .
Total number of workers Today's attendance Number of people on site Number of pgople leaving
16:06:15 :

13 1 1

-
-

Latest punch T | oday's attendance: 0

ol =

Image

Image 1 e

a—)
1_dep 8 —— 1_dep

|
-

L
i

Department: Image umber of people on site: 0 umber of people leaving: 0
Work type:

Status:

Punch time: 1

The descriptions of the buttons on the lower left corner

E: Click it to change the library.
: Click it to display full screen.

u: Click it to enter the staff management interface

14.7 Smart View

In the home page, click “View” and select “Change to Smart View Page”.
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Capture Count

Capture Count

Name:

Snap Device:facial ipc
Album:
Similarity:Unmatched

L
r

Snap Device:facial ipc
Album:

Similarity:Unmatched

ar

Name:

Snap Device:facial ipc
Album:
Similarity:Unmatched

r

Snap Device:facial ipc
Album:
Similarity:Unmatched

1

Name:
Snap Device:faci
Album:
Similarity:Un

-

In this page, you can view the statistics of smart events, such as license plate recognition, face recognition, line crossing human/vehicle
counting. Click - to enter the corresponding intelligent analysis configuration interface.
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15 Parking Lot Management

Before using parking lot management module, please add ANPR cameras first in the resource management interface.

15.1 System Settings

@ Enable the parking lot. Go to Home->Parking Lot Management->System menu as shown below. Select Entrances Config tab and then

click the main park. Enable this main parking lot, its sub parking lot and gateway and lane.

Parking lot: 500/500

Vehicle Monitoring Vehicle Management Integrate Search System Overdue Parking Blacklist
Entrances Config . . - . . . -
- The lane of the left monitoring window: | Main Park_Gateway1 Lanel v | The lane of the right monitoring window: | Main Park_Gatewayl Lanel
Charge Config
< >

Period Config

B Main Park
B Sub Parkl
: B Gatewayl

Lanel(Not Enabled) Not bound license plate grab machine

Lane2(Not Enabled)
i Gateway2

Lane Name | Lanel

Lane Type ‘ Entrance

| O Enable
v | Auto Release Rule [ Fixed Vehicle Release [0 Temporary Vehicle Release

Bound license plate grab machine

4 (J default area

Sub Park2(Not Enabled)
Sub Park3(Not Enabled)
Sub Park4(Not Enabled)

0402

&
B Gatewayl

Gateway4

Not bound LED screen bound LED screen

Apply

® Bind the ANPR cameras. Please bind the ANPR cameras to the activated lane. Choose the ANPR camera and then click to add it.

Click [Apply] to bind this camera to the lane. Choose the ANPR camera and then click to unbind it.

Set the corresponding lane of the monitoring window. Then click [Apply] to save the settings. After that, you can go to the vehicle

monitoring interface to view the live images of the left and right lane.

Vehicle Monitoring | Vehicle Management  Search  System Settings  Overstaying Vehicle  Blacklist Sxkiog ot Sagsc
@] Vehicle Pass Information @] Vet I
Direction: Direction:
Parking Lot Parking Lot
Parking Type: Parking Type:
License Plate: License Plate:
Vehicle Type: Vehicle Type:
Modify ‘ ‘ Modify J
Open Barrier ‘ ‘ Open Barrier |

® Bind LED Screen. Choose the LED screen and then click to add it. Click [Apply] to bind this LED screen. Before binding
the LED screen, please go to Home—>Resource Management->LED Display Device interface to add LED screen. In the following

interface, click [Add] and then enter the IP address port of the LED display screen. Click [OK] to save the settings.
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Channel Group Setting

J Add, Edit or Delete Device Device Setting Area Setting

Encoding Device (Online/Total numbe|
Decoder (Online/Total number:1/1)
Alarm Host (Online/Total number:0/0)
Access Control System (Online/Total

Cascade Platform (Online/Total numb

Intelligent Analysis Server (Online/Totd
Storage Server (Online/Total number:

Media Transfer Server (Online/Total ni

LED Display... Normal Scr...

Search

Add LED Display Device

0.0.0.0 80

After the LED screen is bound to the corresponding lane, the license plate number will be displayed on this LED screen when there is a

vehicle passing.

@ Set the delay time of closing the gate barrier. For example, it is set to 15s. Then the gate barrier will be automatically closed after it is

opened for 15s. If “Temporary Vehicle” is checked, the gate barrier will be automatically opened when temporary vehicles and

non-blacklist vehicles pass the ANPR camera.

15.2 Vehicle Management

(D Link vehicles to the parking lot. Go to the vehicle management interface. Click [Add] and then enter the license plate number, vehicle

color, owner name and phone number and choose the parking lot, parking type, vehicle type and start time and end time.

Vehicle Monitoring Vehicle Management Search

System Settings Overstaying Vehicle Blacklist

Main Park Linked Ve... Small vehi... White XXX 12345678911 2019-09-04 00:00:00  2019-10-03 23:59:59

Add vehicle X

1 X000

Parking Type

Owner Tel(*)
Start Time

Description

Paring Lot
Linked Vehicle v Vehicle Type Small vehicle v

e E—

2019-10-10 00:00:00 End Time 2019-11-09 23:59:59

Cancel

After the vehicle information is added, click this vehicle and then its detailed information will be shown on the right. In this interface, you

can renew your vehicle, including 1-month renewal, 3-month renewal, 6-month renewal and 12-month renewal.




Vehicle Monitoring ~ Vehicle Management | Search  System Settings  Overstaying Vehicle  Blacklist Earkinglatasno/So
. . : : : o License Plateaoooo

No.  License Plate Parking Lot Parking T... Vehicle Ty... Vehicle C.. Owner Na..  Owner Tel Start Time End Time Description Parking Lot:Main Park

1 o0 Main Park linked Ve... Small vehi,.. White 12345678911 2019-09-04 00:00:00  2019-10-03 23:59:59 el R
Vehicle Type:Small vehicle
Vehicle Color:White
Owner Name:oo
Owner Tel:12345678911
Start Time:2019-09-04 00:00:00
End Time:2019-10-03 23:59:59
Description:

The[ 1 /1Page Per Page| 50 W |Entry 1-1 Total Entries : 1

To modify vehicle information:

Choose the vehicle you want to modify and then click [Modify] to pop up the modification window. Change the information as
needed.

To delete the vehicle information

Select the vehicle you want to delete and then click [Delete] to delete this vehicle from the vehicle list.

If there are so many vehicles added in the current parking lot, you can view the desired vehicle information by filtering license plate
number.

15.3 Vehicle Monitoring

After configuring the ANPR camera binding, allocating the corresponding lanes of vehicle monitoring and adding vehicles to vehicle
list, the captured vehicle picture and its detailed information will display on the following interface when the vehicle passes the
ANPR camera beside the lane and its license plate number is captured and recoginzed accurately by ANPR cameras.

If the vehicle passing the lane is neither added to the linked vehicle list nor added to the blacklist and “Temporary Vehicle” in the
automatic pass rule is not selected, this vehicle will not be allowed to pass automatically. You must click [Open Barrier] manually to
let it go.

15.4 Search

In this interface, the information of the vehicles entering and exiting the parking lot can be searched.
Set the filtering condition, such as the start and end time, license plate, vehicle type and lane.
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Parking lot: 500/500

Vehicle Monitoring | Vehicle Management | Search | System Seftings  Overstaying Vehicle  Blacklist
m B start Time| 2019-10-10 00:00:00 -2 End Time)| 2019-10-10 23:58:59 - License Plate: u] Pass picture
Pass Info Search

Vehicle Type| Unselected ~ | Lane| Unselected v

Parking Charge Search

Payment Info Search No. Pass time License Pl... Licence p... Passing P... Entrance Lane Direction Vehicle T... Operator Pass type |

Download

Pass record: including vehicle information, entering/exiting time, parking lot, lane, pass type, etc. The pass record also can be modified as
needed. Choose the pass record and click [Modify] to modify it.

Additionally, the captured vehicle picture can be viewed on the right by clicking this record inforamtion. Click [Zoom in] to zoom in the
picture; click [Download] to download the picture.

. - . = . . . Parking lot: 500/500
Vehicle Monitoring | Vehicle Management | Search | System Settings  Overstaying Vehicle Blacklist dsinao /!

& Start Time| 2019-10-09.00:00:00] End Time| 2019-10-09 2:59:59 2]  License Plate: || Pass picture
Pass Info Search
P i @ S Vehicle Type| Unselected WV | Lane| Unselected v
Py Seae No. Fess i e | leeepkieeds | Py Pt | Eiemes | lme | B | VWi hme | Cpaeien sy
1 2019-10-09 15:45:22 A5136D Yellow Sub Park1 Gatewayl Lanel Entrance Small vehicle admin
2 2019-10-09 15:42:00 B52698 Blue Sub Park1 Gatewayl Lanel Entrance Small vehicle admin Automatic release
3 2019-10-09 15:41:42 B52698 Blue Sub Park1 Gatewayl Lanel Entrance Small vehicle admin Automatic release
4 2019-10-09 15:41:23 B52698 Blue Sub Park1 Gatewayl Lanel Entrance Small vehicle admin Automatic release

15.5 Parking Overstaying

In this interface, you can check the information of the vehicles which stay in the parking lot longer than the predefined parking duration.
Enter the parking duration and then click [Refresh] to display the detail information of overstaying vehicles, such as license plate number,

entering time, lane and duration.

Vehicle Monitoring ~ Vehicle Management ~ Search  System Settings ~ Overstaying Vehicle | Blacklist Parking lot: 500/500
No. License Plate Start Time Parking Lot Entrance Lane Vehicle Type Duration of Stay
Parking time threshold: 12 hours(1~1000) The /1Page Per Page| 50 v |Entry Total Entries : 0

15.6 Backlist \Vehicle

Add vehicles to blacklist. Click [Add] to pop up an adding window. In this window, you can fill out the detailed information of the
blacklist vehicle, such as license plate number, vehicle type, vehilce color, owner name, etc.
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Add Blacklist x

License Plate(*)

QOwner Tel(*)

|
Vehicle Color(*) |
|
|

Description

Vehicle Type ‘ Small vehicle v ‘

)
‘ Owner Name(*) ‘
)
)

To modify vehicle information:

Select the added vehicle and click [Modify] to modify the information of this vehicle.

To delete vehicle information:

Select the added vehicle and click [Delete] to delete it.

To search the vehicle inforamtion:

Enter the license plate number and then click [Refresh] to view the inforamtion of blacklist vehicles.

The vehicles added to balcklist are not allowed to pass, even if the license plate number is captured by the ANPR camera.

Note: The vehicles have been linked to a parking lot can not be added to blacklist, and vice versa.

Direction: Entrance
Parking Lot: Sub Park!
Parking Type: Linked Vehicle
License Plate: 8X2037

Vehiclo Type

| The vehicte is not aliowed to enter
unauthorized

Modify

Open Baerier

Direction: Entrance
Parking Lot Sub Park)
Parking Typer (inked Vehicle
License Plate:| BZ34Q2

Vehicle Type

Tho vehicle is not allowed 10 enter,
unauthorized

Madity

Open Barrier
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16 Web Client

16.1 Operating Environment of Web Client

The web client supports IE9/IE10/IE11, Firefox or Google browser. Please make sure that your browser supports the downloading and use
of the Web Client. Here we take IE Client for example.

»  Check whether the IE browser prohibits Active X control from downloading:

Open IE browser, click E%Internet Options—>Security->Custom level...to pop up a security settings window.Then enable all sub
options under “Active X controls and plug-ins”.

»  Check whether there are other components or antivirus to stop downloading Active X control. Please close other components and

configure antivirus and firewall to allow the installation of the plugin files.

16.2 Start IE Client

Before starting IE client, make sure all servers must be started first.

< Login

Input the IP address or domain name of Authentication Server and the web server port, for example: http://192.168.50.3:8088 (In this
example, IP address is 192.168.50.3. The default web server port is 8088) to go to IE Client. Then input the user name and password you

created in Account and Permission interface, select the language and platform and then click “Login” to login to the IE client.

SESGEIEN Please enter username.

GEEI M Please enter password.

Login to: Platform

Login

Please download the relavant Active X controls according to the tips if you login to the IE client for the first time.

@ NVMS-2.0 s -

Monitor Client

d 2 B 3

Live Preview Record E-map Basic System Status
Playback

Configuration Client

B EHEQOBOAOIE

Resource Server Record Alarm Account and E-map v Wall System
at M Authority Management  Maintenance

(c)2017-2018 All Rights Reserved!
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In the platform interface, users can modify the login password and remotely set the monitor client and configuration client. In the web

monitor client, click “Return to Configuration” to go to the web configuration client. In the web configuration client, click “Return to

Monitor” to go to the web monitor client. In the web monitor client or configuration client, click the platform logo to return to the platform

interface.
The operation steps of this web client interface are similar as the monitor client. Please refer to relevant chapter for details.
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17 Mobile APP Surveillance

@®  Run “Play Store” or APP store.

®  Search “NVMS2” and then install it.

Note: Users can install mobile surveillance APP through iOS or Android OS. The operation steps of both APPs are similar, only some
different existing. Here we take the surveillance APP of Android OS for example. Please refer to the actual operation interface for details.
®  Run “NVMS2” to go to the following interface.

Server List &1 KS Add Device
@  IP/DDNS/SH
=}
a
& o
Server List
&
Local
) :
About

In the live interface, click E and then select “Server List”. This will take you to the Server List interface.

Then click to add devices.

»  Login by domain name or IP address

Enter domain name or IP address, nickname, username and password.

IP address: Enter the IP address of the authentication server plus its port (like 210.21.228.183:6003)
Nickname: Self-define it.

Username/password: Enter the username and password of the NVMS.

Click “Save” to go to the live interface.

Note: This APP only allows adding one platform (NVMS).

Device Name:NVMSZ.0
IP/DDNS:10.100.20.240:6020

Device Type:Platform

o [

: Green icon means the platform is connected successfully; the flash icon means the platform is being connected; grey icon means the
platform is unconnected.

(1) : Click it to delete the platform.

[Zl : Click it to modify the platform information.
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17.1 Live

In the server list interface, click to go to the following interface as shown below.

§ NVMS2.0 @O @)| | invwms2o @O

ALL @ cameral
N9 © camera2
© camera3
© cameras

[< N9>172.16.48.70_6036>70Device N..|

Click “>” to expand the hidden menu and then select a camera to view live video.

Click * button at the bottom to return to the previous interface.
Double click the window to see full window; double click it again to switch to original status.

Icons in the live interface

: Idle mode

: Remote playback.

: Click it to play the previous channel group.
: Click it to play the next channel group.

: Close all previews

: Click it to choose 1/4/9/16 screen(s) display mode. Click and hold it to choose more screen display modes.

EEe0 00N

Q)) . Click it to enable/disable audio.

Turn you phone and make the live image display in landscape mode or go to the full screen mode. Then the following icons will be
displayed by clicking the current image.

0

invms20 © O
@ camera =
® camera2
®© comeras
l © cameras

@ Camera5
< N9>172.16.48.70_...

0

° PTZ Control
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The added device must support PTZ function, or PTZ mode cannot be enabled. Click button to see the following image.

Click or to return to the live interface.

i NVMS2.0 DOO®
@ s

root>IPC>1P4831

Shut Down

Please control the PTZ by sliding the image in direction of the arrow marked on the image. The PTZ will automatically focus on the little
red circle by clicking the image. Then the 3D function can be enabled (the added device must support 3D function, or this function is

ineffective).

17.2 Remote Playback

Records stored in the storage server and device can be played.
There are two ways to play records.

® In the live view mode, click to switch to the remote playback interface. The records of the current channel will be played.

® In the live interface, click to switch to the remote playback interface and then click [#:9l button to select a camera to play back.

Remote Playback

Q O 00 @
i NVMS2.0 5()
(© camera1
© camera2

(D  Select date and event type
@ Clickthe corresponding icons to control playback

® Click @ button to finish playing.
Icons in the playback interface.

: Choose the recording mode.
@ : Click it to choose date.
% o
&9 : Click it to choose the channel.
. Frame. Pause the current play and then click this icon to play the next frame.
<K| : Rewind
u> Fast forward

[>: Play
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[] U : Pause

@ . Stop playback

17.3 Alarm Information

This function is only available for iOS version.

< Remote Playback

Recording Mode

& Select Date

Slide to Select Time

P .....

Go to the alarm information interface as shown below.

® OO ©

In this interface, you can view the alarm information.

Search alarm information: click . to select the alarm type.

Click one item of the alarm list to read it.

Click ) button to delete the alarm information.

Channel-Motion Detect

172.16.54,37_37777.IPDome.

2018-01-01 08:00:00

(]

Remote Playback

Play/Pause

Close All Channels

Use two fingers to zoom in and out on
time scale

e ammemd

‘» Channel-Mation Detect 1970-61.01 08:00:00
122465437377 77 IPDams

‘» Channel-Motion Detect 2019-01-0108:00:00

® Channel-Mation Detect
AETI_A

» Channel-Motion Detect
ABT_ART
» Channel-Mation Detect

172.16,54.37.377 77 IPDams

‘» Channel-Mation Detect
1721654373

77IPDome

2019-01-01 08:00:00

‘» Channel-Motion Detect

®
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18 Troubleshooting

1.  How to modify the password by yourself?
Login monitor client and then go to the Account and Permission interface. Select the account and click 4 to modify the password.

Modify User X

Old Password* ‘ |

Password*
Confirm Password*

Display Password (J

EilteRMINeWNalal XS] 00 : 00 : 00 : 00 : 00 : 00

Remark

2. Unable to login IE client.

1) Please check whether the Active X control is forbidden to download and refer to the operating environment in Operating
Environment of Web Client.

2)  Please check whether the IP address input in the browser address bar is right.

Suppose the LAN IP address of the authentication server is 192.168.50.3, WAN IP address is 58.251.86.194, domain name is
authentication.meibu.com and Web port is 8088. If logging in to the IE client in LAN, please input http://192.168.50.3:8088, or
http://58.251.86.194:8088, or http:// authentication.meibu.com:8088; If logging in to the IE client in WAN, please enter http://
authentication.meibu.com:8088, or http://58.251.86.194:8088 ( only when the WAN IP is a fixed IP, will it take effect).

3. Some service works abnormally after all servers start.

1)  If the database works abnormally, please check whether the MY SQL database is installed and connected successfully.

2)  The computer needs to restart after installing the servers.

3)  If other services work abnormally, please check whether the corresponding port is occupied. Please open the task manager and then
click the Service tab to check.

4. The device information cannot be seen or the device is offline after the user logins to the monitor client.

1) Please check whether this user account is anadministrator account. If this account is an operator account, please check whether it has
the authority to view the device information.

2)  Please check whether the media transfer server of the device has been started.

5. The alarm information cannot be received after the user logins to the monitor client.

1)  Please check whether the schedule of sensor alarm, motion detection alarm and so onare set in the NVMS system.

2)  As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have
enabled.

6. The record cannot playback after the user logins to the monitor client.

1) Please check whether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2)  Please check whether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3)  Check whether there are record data in the playback channel and whether the record source and the start time and the end time of the
playaback is set up correctly.

4)  Please check the record schedules of the storage server are set correctly.

7. The configuration of devices cannot be modified remotely after the user logins to the monitor client.

1)  When the device configuration is required by the monitor client and prompt “Someone is configuring. Please try later”, please open
the IE browser to login to the device remotely and then go to“Online user” interface to see if there are any other users logging in.

2)  Please go to the live to see whether the device is being set up.

3)  Ifthe problem still exists, please contact your device manufacturer.

8. The preview image on the client cannot display fluently.
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1) Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory. This situation will not
emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2)  Please check whether the network environment is supported, including whether the uplink bandwidth of the device and stream match
and whether the downlink bandwidth of the media transfer server and the streams of all channels of devices match.

3)  Please check whether the media transfer server is overload operation.

9. After starting the authentication server and media transfer server, the storage server still cannot save.
1)  Please check whether channels of devices are added to the storage server.

Notes

1. Please use super administrator or standard user (permission control is set to “Never Notify”) to log in operation system, install and use
servers and client software.

2. The specified Al face match host should be used together with the face recognition function of this NVMS platform to manage face
picture database. Please contact your dealer to purchase the host.

3. It is recommended to add only one intelligent analysis server to the specified Al face match host in undertaking a comparison task.

4. The resolution of the surveillance client’s monitor shall be more than 1280*960.

5. HDMI output should be used for Linux model.

6. If you want to delete the files of a service, please stop the service first.
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